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SUMMARY of CHANGE

DAPAM 73-1
Test and Evaluation in Support of System Acquisition

This new Army pamphlet implements the policies contained in AR 73-1.
Specifically it--

o Providesthe Armytestandevaluationphilosophyandtherolesandmissionsof
Department of Defense and Department of the Army activites. (chaps 2 and 3).

o Defines test and evaluation in support of the materiel acquisition process
(chap 4).

o Outlinestestand evaulationin supportof the information mission area life
cycle system management model (chap 5).

o Discussestestand evaluation in support of system changes, reprocurements,
and science and technology development and transition (chap 6).

o Outlinestailoring test and evaluation for non-developmental items, foreign
comparative testing, limited procurement, and accelerated software
development process (chap 7).

o Defines the Test Integration Working Group and the Test Support Packages
(chaps 8 and9).

o Describestestincidence andrelated reporting and instrumentation, targets
and threat simulators (chaps 10 and 11).
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Chapter 1 meeting the user’s requirements. System contractors use T&E infor-

Introduction mation to ensure conformity to technical data packages, and to
detect manufacturing or quality deficiencies. Finally, T&E informa-
1-1. Purpose tion can provide the confidence in their system’s performance that

Developing and deploying Army systems that achieve the requiredusers of deployed systems must have. The importance of structuring
performance and which are operationally effective and suitable rep-a sound T&E program during the system acquisition process cannot
resent significant challenges to all involved in the system acquisitionbe over-emphasized. T&E reduces downstream costs (for example,
process. The procedures and guidelines in this pamphlet— upgrade, retrofit, modernization, and so forth) by exposing problems
a. Apply to all systems developed and managed under the auspithat can be fixed before the productior_1 _o_f large numbers of itgms.

ces of AR 70-1; these systems are referred to as materiel systems in b. Army T&E policy provides the flexibility to allow each acqui-
this pamphlet. This category includes systems that contain MaterielSition program to tailor a T&E strategy to achieve maximum support
System Computer Resources, which are the computer hardwaref0r the program. T&E strategies must be generated concurrent with
software, and firmware specifically designed, configured, and ac- the acquisition strategy to ensure that T&E is an integral part of the

quired as an integral element of the system and needed so that tH@cduisition program. Efficient T&E strategies that are fully inte-
system can fully perform its mission. grated into acquisition programs will effectively support event-

- driven acquisition philosophies.
b. Apply to all systems developed and managed under the auspi- ; ; . . .
ces of AR 25-3; these systems are referred to as information sys-, S- Modeling and simulation will be considered to support the
tems in this pamphlet. As used in this pamphlet, the ter(iiﬁvelopmental and operational T&E of all systems as th.ey. proceed
information system applies to systems that evolve, are acquired, 0'through the life cycle. Use of models and simulations will include,

are developed and that incorporate information technolo It a “but not be limited to, identifying test parameters and drivers for
. P . P o ; 109y P field tests; determining high risk areas; predicting test results;assis-
plies to all information systems of the six information mission area

S ting in allocating scarce test resources; providing entity stimulation

(IMA) disciplines not developed and managed under AR 70-1. .in support of interoperability testing; and the assessing system capa-

c. Apply to all systems developed and managed under the auspiyjjities in situations which cannot be tested because of safety, cost,
ces of AR 40-60; these systems are referred to as medical system§ other constraints. The extent of the of modeling and simulation;
in this pamphlet. This category includes systems that contain Mateyhether existing models and simulations will be used or new ones
riel System Computer Resources, which are the computer hardwareyjj pe developed; status of models and simulations verification,
software, and firmware specifically designed, configured, and ac-ygalidation, and accreditation; and the degree to which models and
quired as an integral element of the system and needed so that thgmulations will augment test data to assist in system evaluations
system can fully perform its intended function. and assessments will be documented in the Test and Evaluation

d. One of the fundamental elements of the acquisition process isMaster Plan (TEMP). Models and simulations used for T&E must
test and evaluation (T&E). The structuring and execution of an be accredited and validated before they are used either for extrapo-
effective T&E program is absolutely essential to the acquisition and lating or predicting system performance (including software, hard-
deployment of Army systems that meet the user's requirements.ware, or man-in-loop).
There are many elements integral to a successful T&E program. d. Software and computer resources are essential components of
This pamphlet provides procedural guidance to implement the poli-both materiel and information systems. Software T&E for both of
cies in AR 73-1, with regard to planning, executing, and reporting these categories of systems is accomplished within the context of
T&E in support of the acquisition process. Specifically, this pam- the overall system development and test program. The distinction
phlet provides procedural guidance for developing T&E strategies between the two realms is narrowing as more user, system-to-sys-
for materiel systems; developing T&E strategies for information tem interface, and decision support functions are imbedded in the
systems:developing T&E strategies for system modifications and Software of theater and tactical systems. Criteria for evaluating prog-
non-developmental items; establishing and conducting a Test Intefess and risk, including metrics, will be established to facilitate
gration Working Group (TIWG); developing test support pgpeterr_nining how WeI_I th_e_ software supports the goals of system
ckages;preparing and processing test incidents and related reportingffectiveness and suitability. Commonality in terms and T&E ap-
and planning for instrumentation, targets, and threat simulators inProaches between materiel and information systems will be

support of system testing. emphasized. . .
e. Interoperability is an essential function of Army Command,
1-2. References Control, Communications, Computers, and Intelligence (C4l) sys-

Required and related publicaitons and prescribed and referencedems.Interoperability is achieved among communications-electronics
forms are listed in appendix A. systems or items of communications-electronics equipment when

information or services can be exchanged directly and satisfactorily
1-3. Explanation of abbreviations and terms between them or their users (See JCS Pub 1-02).Interoperability is
Abbreviations and special terms used in this pamphlet are explained€Sted at various times during systems development, deployment,
in the glossary. and post deployment. All Army C4l systems with interface require-
ments with the other services and allied forces, must successfully
complete interoperability certification and recertification testing on
each interface before they can be used within the joint arena.

Chapter 2 . . 2-2. Basic test and evaluation elements

Army Test and Evaluation Philosophy Army T&E consists of several basic elements that are essential in
. the development and conduct of meaningful T&E. These basic ele-

2-1. Overview ments are as follows:

a. T&E is an essential part of the development and deployment 5 Test Integration Working Group (TIWGJhe TIWG is the
of all Army systems. The information generated by T&E influences cornerstone upon which a smart,effective, T&E strategy is built. The
every action taken during the system acquisition process. Defenserjwg, consisting of members of the acquisition community, coordi-
Acquisition Boards (DABs), Army Systems Acquisition RevieWates and integrates all T&E planning assuring accurate documenta-
Councils(ASARCs), Major Automated Information Systems Review tion of the T&E strategy in the TEMP, and assuring that all Army
Councils(MAISRCs), and In-Process Reviews (IPRs) use T&gencies involved in the T&E program are working towards a com-
reports generated from test data and analyses to assist in majafon goal. The TIWG members are the key players in the T&E
milestone decisions.Developers require test data to provide feedbaclrogram, and collectively structure, document, and execute the T&E
on design elements in order to ensure adequate progress towardsrogram (see chap 8). A primary duty of the TIWG is to ensure that
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the minimum T&E is accomplished consistent with producing an are included in the independent appropriate thresholds, in the
optimum product. TEMP.

b. Test and Evaluation Master Plan (TEMAhe TEMP is the
basic planning document for a system’s life cycle T&E. With few
exceptions, it is required for all acquisition programs. The Program
Manager (PM) or Materiel Developer (MATDEV)is responsible for
the TEMP, however, all TIWG members contribute to its develop-
ment and maintenance. The TEMP describes what testing is re

2-3. Continuous evaluation

Continuous evaluation (CE) is the process that provides a continu-
ous flow of T&E information on the capabilities of a system to all
levels of decision makers. The process encourages early and fre-
guent assessments of a system’s status during development, and can
- . ) . 'significantly reduce test time and costs through comparative analy-
quired, who will perform the testing, what resources will be needed s 415 sharing, and use of all data sources for evaluation.It should

to conduct the testing, and how the evaluation will be performed. peqin a5 early as possible before Milestone 0 and continue through a
Upon approval by the appropriate authority, the TEMP serves as agystem's post-deployment activities. The CE process makes use of
contract between the PM or MATDEV and the T&E community for e pasic elements of T&E to create an integrated and continuous
executing the T&E strategy. TEMP procedures can be found in DA flow of information on the status of a system’s capabilities. The CE
Pam 73-2, August 1994. process is applicable to all types of acquisition strategies and all
c. Independent Evaluations and Assessméhitical to the deci- categories of acquisition programs.
sion making process is the availability of unbiased, objective evalu- a. ObjectivesThe objectives of CE, as listed below, are to:
ations and assessments of a system’s capabilities. This is achieved (1) Discover critical problems at the earliest opportunity so they
using evaluators and assessors who provide reports independent ohay be addressed and resolved before they affect major decisions.
the PM. The Army T&E community has developmental, operational, (2) Support the formulation of realistic system requirements and
and logistics independent evaluators or assessors. AR 73-1 despecifications and ensure the system is testable.
scribes which T&E agencies have independent evaluation or assess- (3) Provide for early and frequent assessment and reporting of a
ment responsibilities, and chapter 3 further explains the roles andsystem’s status during development.
missions of the independent evaluators and assessors. (4) Ensure that the system successfully transitions from engineer-
d. Developmental Testing (DT) and Operational Testing (OT). ing into production. _
(1) The DT is performed in controlled environments by specially _ (5) Reduce test time and cost through comparison analyses, data
trained individuals to assess the adequacy of the system design, 8"&ring, and use of all data sources for evaluation.
determine compliance with system specifications and critical techni- (6) Monitor the corrections applied and assess the adequacy of
cal parameters, determine if the system is ready to enter into thdh€_corrective actions to identified deficiencies.
next acquisition phase, and to determine how safe the system is for (/) Provide assessments of system capabilities after deployment.
operation by user troops and civilians. DTs generally require instru- (8) Ensure the system is operationally effective,operationally suit-

mentation and measurements and are accomplished by engineerg,b(lgi g;gu?g?hgo ssittlgfnz mgeglstselganiggled.erformance
technicians, or soldier operator-maintainer test personnel. Yy p .

2) The OT i ; di listi tional : i b. Roles.The PM or MATDEYV, the independent developmental
.( ) e IS perlormed In realistic operational EnVIroNMents o\5)at0r, the independent operational evaluator, and the logistics
with typical user personnel to assist in determining the operational

: S independent evaluator perform continuous evaluation throughout the
effectiveness and suitability of the system. Both developmental test-jfo cycle of a system.

ing and operational testing must address all system comM¢ geopeSince CE applies to all aspects of a system throughout

ponents(hardware, software, and human interfaces) that are criticalis jife cycle, it has an important role in the requirements process,

to the achievement and demonstration of contract technical performyne acquisition process, T&E, and materiel release.

ance specifications and minimum acceptable operational perform- (1) CE in Support of the Combat Development Process (Materiel

ance requirements specified in the Operational Requiremeg{atems) and the Information Mission Area Planning Process(Info-

DOCUment(ORD) or Functional Descrlptlon (FD) Combined devel- rmation Systemsﬁevera] primary documents, generated by

opmental and operational testing should be considered when ther&BTDEV, FP, PM, or the MATDEYV initiate the start of and deline-

are time and cost savings while still achieving the objectives of ate the requirements of the materiel acquisition process (MAP) or

each. the Information Mission Area planning process. These documents
e. Operational issues and criteridhere are two types of opera- identify the need for the system, the functions it is to perform, the

tional issues and criteria applicable to the Operational T&E (OT&E) necessary operational capabilities, and the information which will be

process. Critical Operational Issues and Criteria (COIC) define whatused to select the best alternative. Involvement of the CE partici-

is operationally adequate to proceed to full production. COIC are pants in the development of these documents in crucial to ensure

developed by the combat developer (CBTDEV) for materiel systemsthat the system requirements are properly formed and are addres-

and for theater and tactical information systems, and by the Func-Sable by T&E.Figure 2-1 briefly discusses the purpose and content

tional Proponent (FP)for strategic and sustaining base informationof these documents.

systems. COIC are included in the TEMP. Additional Operational (&) Mission Need Statement (MNS).

Issues (AOI) provide for complete and comprehensive operational (b) Operational Requirements Document (ORD).

evaluation of the system.AOl are developed by the independent (C) Functional Description (FD).

operational evaluator and included in the Test and Evaluation Plan (d) Economic Analysis (EA). o

(TEP) along with the COIC.AOI complement and supplement the (€) Critical Operational Issues and Criteria (COIC).

CoOlIC. () Cost_and Operational Effectiveness Analysis (COEA) and
f. Critical Technical Parameters (CTP)lhe critical technical Cost and Training Effectiveness Analysis (CTEA).

parameters are developed by the independent developmegtg) CE in Support of the Materiel Development Process (Materiel
evaluator or assessor, in coordination with the materiel developer ystems) and the Information Mission Area Development Process(l-

and combat developer. CTPs are derived from the critical systemnform"jltlon Systemsprogram management actions, organizations,

o . X : . ~ . and documentation provide the basic structure for CE. Testers,
characteristics contained in the ORD along with the associated mini- valuators, and assessors monitor, review, and provide input to en-
mum acceptable _op_eratlonal pgrformance requirements. The critical ure that édequate resources are brovided for effective T&E and to
system characteristics are design features that determine how well o \re that CE makes the maximum possible contribution to rapid
t_he propos_,ed concept or system will function in its intended Opera-effective, and efficient system development and deployment. The
tional environment. The CTPs are developed in such a way thalfg|ioying program management elements are discussed in figure
when achieved, they allow for the attainment of the associatedy_5
operational requirements in the projected threat environment. CTPS  (5) Acquisition Strategy (AS).

2 DA PAM 73-1 « 28 February 1997



(b) Decision Review Bodies: Defense Acquisition Board (DAB), the Evaluation Operational Plan (EOP), the Tester Operational Plan-
Army Systems Acquisition Review Council (ASARC), Major Auto- (TOP), the DTP, Operational Test Readiness Statement (OTRS), the
mated Information Systems Review Council (MAISRC), In-Process Operational Test Readiness Review (OTRR), the TR, the Test and
Review(IPR). Evaluation Report (TER), the Test Data Report (TDR), the Analysis

(c) Project Management Plan (PMP). Report (AR), the early opergtional asse.ssment (EOA), the assess-

(d) System Decision Paper (SDP). ment (OA), and the abbreviated operational assessment (AOA).

(e) Integrated Program Summary (IPS). 4._CE in support of the matenel_release procesR. 700-142

(f) Integrated Program Assessment (IPA) provides a dlscu55|qn of the materlel_rel_ease_ process. CE plays a

' vital role in determining whether materiel is suitable for release.The

(9) Agency Procurement Record (APR). results of all testing, both developmental and operational, must be

(h) Request for Proposal (RFP). » . considered in all materiel release decisions. The independent
(i) Preliminary Design Review (PDR), Critical Designeyaluators and assessors must present positions to the MATDEV
Review(CDR), and Physical Configuration Audit (PCA). relative to any proposed materiel release, and list the factors that

(3) CE in Support of the T&E Proces$he most critical role  could prevent a full release of the system. These positions should
played by CE is in support of the T&E process. Test programs areaddress the following issues:
structured to support evaluation of issues and system requirements. (a) The ability of the system, when deployed, to meet the con-
Planning for T&E is fully coordinated among members of the acqui- tractual specifications.
sition team using the TEMP and the TIWG. T&E is accomplished  (b) The ability to meet user requirements in system performance,
with a cycle of successive actions and documents. For developmeneeliability, logistic supportability, system software design, the hu-
tal T&E, it includes the independent evaluation plan (IEP) or inde- man factors engineering design, and all requirements stated in the
pendent assessment plan (IAP), the test design plan (TDP), theDRD.
detailed test plan (DTP), the Developmental Test Readiness Review (c) The degree to which the system complies with any special
(DTRR), Developmental Test Readiness Statement (DTRS), the Testlirections or requirements issued by a decision review body.
Report(TR), and the independent evaluation report (IER) or inde- (d) The sufficiency of corrections to previously disclosed defi-
pendent assessment report (IAR). For operational T&E, it includesciencies, shortcomings, and problem areas.
the Outline Test Plan (OTP), the test and evaluation plans (TEP), (e) The safety assessment of the system as to its operating and

maintenance procedures.
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REQUIREMENTS DOCUMENTS

1. Mission Need Statement (Materiel Systems and Information
_Systems) (See DoDD 5000.1, DoDI 5000.2, AR 71-9 and AR 25-3).
The MNS documents deficiencies in current capabilities and
opportunities to provide new capabilities expressed in broad
operational terms. Mission needs and resulting acquisition
programs shall be based on current, authoritative threat
information. The MNS states the purpose of the proposed
system, where and how it will be used, the organizations that
will employ it, and how it will be integrated into the force
structure. It establishes readiness objectives and is the
basis for integrated logistics support (ILS) planning. For
materiel systems, prior to Milestone 0 (MS 0), the MNS is
developed by the CBTDEV in coordination with the MATDEV, the
Training Developer (TNGDEV), and the logistician, and is the
basis for the ORD. For information systems, prior to MS 0, the
MNS is developed by the FP and becomes the basis for the
Functional Description (FD). For both categories of systenms,
it can support the early identification of instrumentation and
test requirements, and the initial determination of critical
operational issues and criteria. The statement is the basis
for early planning and efforts for the TEMP.

2. Operational Requirements Document (ORD) (Materiel Systems)
(See DoDI 5000.2, DoD 5000.2-M, AR 70-1, AR 71-9). The ORD is
the formal requirements document which must be approved before
a program can enter engineering and manufacturing development.
It is approved at MS I, updated and expanded at MS II. It is
prepared primarily by the CBTDEV in coordination with the
MATDEV, TNGDEV, logistician, Manpower and Personnel
Integration (MANPRINT) Planner; developmental testers,
evaluators, and assessors; and operational testers and
evaluators. The ORD states the operational performance
requirements to meet the operational need.

3. Functional Description (FD) (Information Systems)

(See AR 25-3). The FD is prepared by the PM or MATDEV, The FD
provides nonquantified statements of needs to be used in the
development of the system specifications. It reflects the
definition of the system requirements and provides the users
with a detailed statement of the required operational
capability. It also describes the technical requirements
needed of the system to achieve the operational requirements
prescribed. For materiel systems, the ORD, rather than the FD,
is the product in the requirements generation process.

Figure 2-1. Requirements documents
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4. Economic Analysis (EA) (Information Systems)

(See AR 25-1). The EA is conducted to identify and quantify
costs and benefits for program alternatives. It considers such
factors as productivity, availability, efficiency, safety,
quality, morale, security, and supportability.

5. Critical Operational Issues and Criteria (COIC). (Materiel
and information systems). The primary purpose of COIC is to
focus and support the MS III production decision. They reduce
the multitude of operational considerations to a few
operationally significant and relevant issues and criteria.
COIC reflect the minimum operationally effective and suitable
system expectation for an affirmative production decision;
however, they are not to be treated as automatic pass or fail
absolutes. The total operational system must satisfy the
criteria for an affirmative production decision. The total ,
operational system includes the materiel, combat, software and
training developer portions. Secondarily, COIC focus and
prioritize the operational evaluation, provide operational
priority for the acquisition effort, and foster coordination
among the acquisition team members. COIC are not test issues,
and can be answered using any suitable data source and
evaluation technique. The operational evaluator must report
system status against the COIC for the production decision.
COIC apply to all new materiel systems, class II through V
information systems, and applicable modifications to these
systens. ‘

6. Cost and operational effectiveness analysis (COEA) and cost
and training effectiveness analysis (CTEA) (Materiel Systems)
(See DoDI 5000.2, DoD 5000.2-M, and AR 71-9). The COEA and
CTEA provide information on system costs and operational and
training effectiveness to evaluate the merits of alternatives.
The COEA is prepared for the MS I and MS II decision reviews
and also update as required for the MS III decision review.
The MS I COEA is used to narrow the list of alternatives to
the most preferred. The MS II COEA contains a more detailed
analysis to determine relative cost and effectiveness of each
alternative assessed in the demonstration and validation
phase. The criteria and specifications which define the
minimum performance characteristics are to be traceable to the
MNS and the ORD. ~

Figure 2-1 (PAGE 2). Requirements documents—continued
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PROGRAM MANAGEMENT ELEMENTS

1. Acquisition strategy (AS) (See DoD 5000.2-M, AR 70-1 and
AR 25-3). The AS provides a broad, conceptual framework for
the execution of an acquisition program. It states the
concepts and objectives that direct and control overall
development, production, and deployment. An AS is required for
all Army acquisition programs. The AS documents how the
acquisition program will be tailored and identifies risks and
plans to reduce or eliminate the risks. The AS and the TEMP
are developed in parallel to ensure that the documents are
mutually supporting. The AS, prepared by the MATDEV in
coordination with the acquisition team, is a 1living document
that matures throughout the system’s life cycle. By MS I for
both materiel and information systems, it covers 10 functional
areas including MANPRINT, supportability, technical risks,
manufacturing and production, cost growth and drivers, human
factors engineering (HFE), safety and health, rationalization,
standardization, and interoperability (RSI), survivability and
endurance, and electrical power and environmental equipment.
The AS is approved by the appropriate decision review body
either as a stand-alone document or as an element of the IPS
(for materiel systems) or the SDP (for information systems).

2. Decision review bodies: Defense Acquisition Board (DAB),
Army Systems Acquisition Review Council (ASARC), Major
Automated Information System Review Council (MAISRC),
In-process Review Panel (IPR) (See DoDD 5000.1, AR 70-1).
Major management decisions during the acquisition process are
made at milestones by review bodies. The type of review body
depends on whether the acquisition has been categorized as an
Acquisition Category (ACAT) I, II, III, IV, or MAISRC. For the
three program management levels, the review bodies are the
DAB, the ASARC, and the IPR Panel. For ACAT ID and Department
of Defense MAISRC programs, the DAB reviews the critical
issues and provides the Secretary of Defense with
recommendations. For ACAT IC and ACAT II programs, the ASARC
provides the Secretary of the Army with recommendations on the
system; and similarly for Army MAISRC programs. For nonmajor
programs, the IPR Panel provides recommendations to the
program executive officer (PEO) or MATDEV.

Figure 2-2. Program management elements
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3. Project Management Plan (PMP) (Information Systems)

(See AR 25-3). The PMP is the primary document used by the PM
or MATDEV to describe the development of the information
system. The PMP implements the PM’s strategy and assigns
responsibility to each participating agency, including testers
and evaluators, and directs a course of action and method of
execution for system ‘development.

4., System Decision Paper (SDP) (Information Systems)

(See AR 25-3). The SDP is the primary management document to
support an information system through its milestone reviews.
It summarizes the project, the alternatives considered,
progress toward completion of the project, and the issues. It
is required for all class II through V information systems.
The SDP contains the AS and the PMP, and also includes the EA
and TEMP as annexes.

5. Integrated Program Summary (IPS) (Materiel Systems)

(See DoDI 5000.2, DoD 5000.2-M, AR 70-1). The IPS provides a
detailed summary of the program. The IPS provides a succinct
integrated picture of the program’s status for use by the
decision review body. The IPS is supplemented by attachments
displaying summaries of system acquisition costs and manpower
requirements.

6. Integrated Program Assessment (IPA) (Materiel Systems)

(See DoDI 5000.2, AR 70-1). The IPA summarizes the results of
the independent assessments conducted by the support staff and
decision review forums. The IPA is a major issue oriented
document. The IPA provides an independent assessment of a
program’s status and readiness to proceed into the next phase
of the acquisition cycle.

Figure 2-2 (PAGE 2). Program management elements--continued
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7. Agency Procurement Request (APR) (Information Systens)

(See AR 25-3). The APR is prepared by the PM, MATDEV or
contracting activity in order to obtain delegation of
procurement authority from the General Services Administration
for most information systems exceeding certain monetary
thresholds. These thresholds should not be confused with those
which define the information system classes.

8. Request for Proposal (RFP) (See DoDI 5000.2). The RFP is
developed by the MATDEV based on milestone decision reviews
and the AS. Specifications in the RFPs are to be traceable to
the MNS, ORD, COIC, and other requirement documentation. The
developmental evaluators and assessors, and the operational
evaluators ensure that there are no unacceptable test
limitations driven by the RFP, and that provisions are made in
the RFP to provide appropriate contractor test data to the
independent evaluators.

9. Preliminary Design Review (PDR), Critical Design Review
(CDR), and Physical Configuration Audit (PCA). (See
MIL-STD-1521B and MIL~-STD-2167). Technical reviews and audits
provide a valuable source of data for developing test plans.
The PDR, CDR, and PCA are periodic reviews of the detailed
design, contractor testing, and operation and support
documents for the system under development. In addition, they
provide data useful in the evaluation of design compatibility
between the system and other systems in the field. A PCA is a
technical review of a system prototype to verify that the end
item (as built) conforms to the technical documentation which
defined the systemn.

Figure 2-2 (PAGE 3). Program management elements--continued

Chapter 3 Section |
Roles and Missions in Test and Evaluation Department Of Defense Activities

3-2. The Under Secretary of Defense (Acquisition and

3-1. Introduction Technology) (USD(A&T))
a. A fully coordinated and integrated T&E effort is necessary for Tpq USD(A&T) establishes a disciplined approach and framework

timely, effective, and efficient T&E that is neither fragmented nor for translating broadly stated mission needs into stable, affordable
redundant. The respective roles and missions of the organizationgcquisition programs that meet operational users’ needs and can be
within the Department of Defense and the Department of the Army sustained, and an event-oriented management process for acquiring
that play a role in the T&E of Army systems are identified in this quality products that emphasizes effective acquisition planning. The
chapter. USD(A&T)—

b. The functional interactions among organizations of the Army  a. Establishes and publishes acquisition management policies and
T&E community manage and supervise the T&E process, accom-procedures that supplement and implement the provisions of DoDD
plish the T&E, and provide support for T&E (see fig 3-1). Many of 9000.1.

the organizations in the T&E community perform multiple functions P- Prepares long-range acquisition investment area analyses
in the T&E process. which provide insights for determining the timing and affordability

c. All of the organizations in the T&E community use and review of proposed new start acquisition programs.
the output of T&E to enhance the MAP and the IMA acquisition 3-3. Director Test, Systems Engineering, &Evaluation
process. The T&E community forms a variety of working groups to (DTSE&E), Office of the Under Secretary of
perform specific planning and coordinating functions for T&E and Defense(Acquisition and Technology) (OUSD(A&T))
to participate in decision making bodies such as the DAB, the The DTSE&E—
ASARC, MAISRC, and the IPR panel. These groups oversee prog- a. Serves as the principal staff assistant and advisor to the US-
ress in the acquisition processes, make recommendations on sele®(A&T) for technical expertise, oversight, and support to all ele-

tion of program alternatives, and recommend whether programsments of the DoD acquisition system. _
should proceed to the next acquisition phase. b. Approves, in conjunction with the Director, Operational Test

and Evaluation, TEMPs for all ACAT | programs, DOD MAISRC
programs, and Office of the Secretary of Defense (OSD) T&E
oversight programs.
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c. Monitors the conduct and reporting of developmental T&E for The DMSO also implements programs for joint Service modeling

ACAT | programs and other systems selected for oversight. and simulation improvements and investments.
d. Chairs the Defense Test and Training Steering

Group(DTTSG). Section |l
e. Manages the Foreign Weapon Evaluation Program. Headquarters, Department Of Army Activities

f. Manages the Joint T&E Program.

g. Plans and approves OSD investments in T&E resources an
threat simulators.

h. Establishes and maintains DOD policies and instructions for
developmental T&E.

i. Manages the DOD Major Range and Test Facility Base.

—8. Army Acquisition Executive (AAE)

he AAE has authority, responsibility, and accountability for all
acquisition functions and programs within the Army as provided in
DoDD 5000.1 and, for enforcing the procedures established by the
Under Secretary of Defense for Acquisition and Technology.

3-9. Deputy Under Secretary of the Army for Operations

3—4_1. Director, Operational Test and Evaluation(DOT&E), Research (DUSA(OR))
%:f'ceDgtl_g‘Ee Secretary of Defense The DUSA(OR) is the principal adviser to the Secretary of the
€ N Army for matters concerning Army T&E. The DUSA(OR) will—

a. Approves all operational test and evaluation plans on all acqui-
sition programs for which DOT&E has oversight in accordance with 5.4 procedures.

section 2399, title 10, United States Code (10 USC 2399). b. Oversee all Army T&E associated with the system research,

b. Reports to the Secretary of Defense and Congressional defensgeyelopment, and acquisition as well as T&E associated with doc-
committees on the adequacy of T&E and whether the results conyine, training, force design, leader development, and materiel re-
firm the system’s operational effectiveness and suitability in SUPPOMt quirements programs.

of a final decision to proceed with a major program beyond Low " ¢ approve all T&E documents requiring Office of the Secretary

Rate In_|t|al Production (LRIP) in accordance with section 2399, title ¢ pefense (OSD) review.

10, United States Code (10 USC 2399). , d. As delegated by the AAE, approve all TEMPs (acquisition
¢. Approves, in conjunction with the DTSE&E, Office of the categories (ACATS) I and I, other OSD T&E oversight programs,

USD(A&T), TEMPs for ACAT | programs, DOD MAISRC pro-  and MAISRC programs) for the Department of the Army (DA).

a. Establish, review, supervise, and enforce Army T&E policy

grams, and OSD T&E oversight programs. ) e. Provide staff management of all test programs of interest to the
d. Prescribes policies and procedures governing the conduct ofpffice of the Secretary of the Army (OSA).
operational T&E. f. Establish software T&E policy by providing HQDA staff su-

e. Oversees the OSD Live Fire Test and Evaluatiopervision for the preparation, staffing, promulgation, and execution
(LFT&E)program and provides the OSD LFT&E report to Congress of Army software T&E policy.
in accordance with section 2366, title 10, United States Code (10 g. Estabnsh’ revieW, and integrate po”ution prevention into Army

USC 2366). ) T&E policy and procedures.
f. Prepares the annual operational T&E report to Congress. h. Represent the Army on the OSD forums for coordinating T&E
g. Prepares assessments on all acquisition programs in whichpolicy and resources.
DOT&E has oversight. i. Serve as the chair of the Army Test and Evaluation Committee
_ . - (ATEC).
3-5. Service Component Operational Test Activities (OTA) j. Recommend candidate systems for live-fire T&E.

The head of each military department and, as appropriate, defense
agency has established an independent OT&E activity (see DoDD3-10. Assistant Secretary of the Army (Research,

5000.1). These activities: Development, and Acquisition) (ASA(RDA))
a. Are separate and independent from the materiel-developingThe ASA(RDA) will—
and procuring agency, and the using agency. a. Execute RDT&E and OPA funds for T&E.

b. Oversee planning and conducting OTs, reporting results, and b. Serve as a member of the ATEC.
providing evaluations of each tested system’s operational effective- c¢. Assist the DUSA(OR) and TEMA in developing developmen-
ness and suitability. tal test and evaluation policy.

c. Report directly to the head of the DOD Component, except d. Participate in the Test Schedule and Review Committee(TSA-
that the Secretary of a Military Department may delegate supervis-RC) process (see AR 15-38).

ing this activity to the Service Chief concerned. ) )
3-11. Director, Test and Evaluation Management Agency

3-6. Defense Information Systems Agency (DISA) (TEMA)

DISA oversees the operational T&E of strategic IMA systems for The Director, TEMA, will—

which no lead military department or equivalent has been assigned a. Develop and monitor developmental and operational test
and prescribes an interoperability certification program to ensure thepolicy.

interoperability of Command, Control, Communications, and Intelli-  b. Coordinate all T&E policy and resource actions with the As-
gence (C3l) systems and equipment employed in support of joint orsistant Secretary of the Army (Research, Development, and Acquisi-
combined operations. The Joint Interoperability Engineering Organi- tion) (ASA(RDA)); other HQDA agencies; OSD; Chief of Naval
zation (JIEO) is the DISA’s responsible operational test agency Operations; Headquarters, United States Air Force; United States
(OTA). JIEO conducts operational T&E in a mission and threat Army Operational Test and Evaluation Command (USAOPTEC);
environment as operationally realistic as possible, in accordanceUnited States Army Materiel Command (USAMC); United States
with DoDI 5000.2. In this capacity, the Director, JIEO is the inde- Army Training and Doctrine Command (USATRADOC); United
pendent test agent for all DISA acquired C3I systems. The Director,States Army Space and Strategic Defense Command (USASSDC);

DISA, certifies C3I equipment and systems to the appropriate DT United States Army Information Systems Command (USAISC);
and OT organizations and to the Chairman of the Joint Chiefs ofUnited States Army Medical Command(MEDCOM); United States

Staff. Army Medical Research and Materiel Command(USAMRMC);

United States Army Medical Materiel Agency (USAMMA); and
3-7. Defense Modeling and Simulation Organization United States Army Intelligence and Security Command
(DMSO) (INSCOM).

The DMSO promulgates policies to facilitate DOD-wide applica- c¢. Serve as HQDA coordination agent for all T&E policy, re-
tions of modeling and simulations, including applications for T&E. source programming, and related programmatics.

DA PAM 73-1 « 28 February 1997 9



d. Provide staff management of all test programs of interest to (1) Perform the ILS program surveillance for Army materiel

the Chief of Staff of the Army. systems.

e. Manage the HQDA staffing and approval process for TEMPs (2) Perform independent logistics supportability assessments.
requiring DA approval and OSD approval. (3) Evaluate ILS for all materiel acquisition programs and de-

f. Oversee the development, updating, and accreditation of T&E-ployed systems, except for medical items for which the United
related models and simulations. States Army Medical Materiel Agency is responsible.

g. Coordinate and facilitate communications with OSD on T&E (4) Oversee and evaluate the logistics aspects of materiel acquisi-
matters. tion and modification programs and deployed systems to ensure

h. Develop and monitor Army Major Range and Test Facility supportability.
management and funding policy. (5) Participate in program reviews, ILS management teams,

i. Coordinate and oversee T&E funding for investment research, TIWG and other working and review groups, and in the develop-
development, test, and evaluation (RDT&E) and Other Procurement,ment of requests for proposal, statements of work, and contract data
Army (OPA), accounts and operational test support. requirements lists.

j. Oversee development of T&E personnel strate lans for .
idéntifying and trainin% individuals. P P 3-14. The Deputy Chief of Staff for Personnel(DCSPER)

L : . .. The DCSPER will—
tiolr(wl E))I’\CI)Z';’SaﬁSArmy joint T&E and T&E for mult-service acquisi a. Ensure that Manpower and Personnel (MANPRINT) T&E

|. Ensure that Army Command, Control, Communications, Com- concerns are addressed in appropriate testing and T&E documents

; .(see AR 602-2).
puters, and Intelligence (C4l) systems are properly tested and certi b. Participate in the ATEC, as required.

zgggcg interoperability in accordance with DoDD 4630.5 and DoDI ¢. Participate in the TSARC process (see AR 15-38).

d. Participate in the COIC review and approval process for those

m. Serve as the Army representative to the Department of De-COIC requiring HODA approval.

fense (DOD) Executive Committee for threat simulators and targets

and the (.:ROSSBOW Co_mmittee. . 3-15. The Deputy Chief of Staff for Intelligence(DCSINT)
n. Provide HQDA oversight on the funding of the Army Threat The DCSINT will—

Simulator Program (ATSP), Army Targets Program, and Army In- 5 proyvide guidance on the representation of threat in testing.
strumentation Program, and interface yvlth the program manager for p eqtaplish threat policy and procedures, and provide HQDA
instrumentation, targets, and threat simulators (ITTS). _approval of the threat to be used for T&E for ACAT | programs,

o. Ensure that the threat representative targets and threat simulancaT || programs, and programs on the OSD T&E oversight list

tors are validated and accredited. (see AR 381-11).
p. Provide centralized T&E management by establishing andc, coordinate Defense Intelligence Agency threat validation for
chairing a T&E managers’ committee. ACAT ID programs and programs on the OSD T&E oversight list.

. Manage the Army portion of the Central T&E Investment  § participate in the COIC review and approval process for those
Program (CTEIP) and Resource Enhancement Program (REP). coIC requiring HQDA approval.

. . Participate in the ATEC, ired.
3-12. The Deputy Chief of Staff for Operations and Plans €. Fariicipate in the C, as required

(DCSOPS) _ 3-16. The Director of Information Systems for Command,
The DCSOPS will— Control, Communications, and Computers (DISC4)
a. Plan, program, and budget Research, Development, Test andrhe DISC4 will—

Evaluation (RDT&E), Other Procurement, Army (OPA), and Opera- 3. Manage IMA activities in support of the Army Acquisition

tions and Maintenance, Army (OMA) T&E funds. _ Executive, including T&E IMA life cycle management.
b. Participate in the TSARC process and approve the Five Year p, Plan, program, and budget Operations and Maintenance, Ar-
Test Program (FYTP) (see AR 15-38). my(OMA) funds for fixed and recurring costs for T&E conducted

c. Review, coordinate, and approve requirements for ACAT | by United States Army Information Systems Command (USAISC).
programs, ACAT II programs, OSD T&E oversight programs, and  ¢. Assign responsibilities (normally to a functional proponent),
all information systems having tactical missions. Review, coordi- for reviewing, coordinating, and approving requirements and COIC
nate, and approve COIC for ACAT | and Il materiel acquisition for all information systems except those having tactical missions
systems(systems developed under DoD 5000 series) after Milestongexcept in instances where the functional proponent is the assigned
II. operational evaluator). Assist the Deputy Chief of Staff for Opera-

d. Assist the DUSA(OR) and TEMA in developing operational tions and Plans (DCSOPS) in reviewing, coordinating, and approv-
T&E policy. ing requirements and COIC for information systems having tactical

e. Serve as HQDA point of contact and provide oversight for missions.

OSD chartered joint T&E. Manage, solicit, and coordinate Army  d. Assign developmental T&E responsibilities for information
participation in joint T&E. Provide Army members to the Joint T&E systems. (USAISC will normally be assigned responsibility for de-
Planning Committee and Joint T&E Senior Advisory Council. Pro- velopmental T&E of information systems).

vide Army liaison to OSD on joint T&E issues. Solicit the annual  e. Assign OT&E responsibilities for non-MAISRC level informa-

call for Army joint T&E nominations. tion systems through the Enterprise Strategy Control Structure.
f. Serve as a member of the ATEC. f. With assistance from the Deputy Chief of Staff for Operations
and Plans as appropriate, ensure that Army C4l systems with joint
3-13. The Deputy Chief of Staff for Logistics(DCSLOG) and combined interoperability requirements are scheduled through
The DCSLOG will— the Army Participating Test Unit (APTU) for joint certification or

a. Provide integrated logistics support (ILS) and related T&E recertification testing.
policy to include input to program management documents (see AR g. Designate the OT&E responsibilities for strategic information

750-1 and AR 700-127). systems when the Army is assigned as the lead military department.
b. Participate in the COIC review and approval process for those Designation will be in coordination with the Defense Information
COIC requiring HQDA approval. Systems Agency (DISA) and USAOPTEC.

c. Participate in the ATEC and TSARC process as required. h. Serve as a member of ATEC.
d. Using the U.S. Army Materiel Systems Analysis Ac- i. Assist the DUSA(OR) and TEMA in developing IMA-related
tivity(USAMSAA), the DCSLOG will— test and evaluation policy.
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j. Participate in the TSARC process in support of Information  (4) Participate in the TSARC process.

Mission Area systems, as required. (5) Provide centralized T&E management by establishing a T&E
manager.
3-17. The Surgeon General (TSG) b. As the trainer for materiel systems and information systems
The TSG will— having tactical missions, the CG, USATRADOC, will—
a. Provide support to testers and evaluators concerning health (1) Define the training concept and develop training literature to
hazards. support individual and crew training.
b. Provide recommendations concerning the use of humans as (2) Develop training test support packages.
volunteers (see AR 70-25). (3) Develop the requirements for instrumentation to support train-
c. Perform health hazard assessments (see AR 40-10). ing at Army training ranges.
d. Review and provide medical input to safety releases for tests, c. As a developer for system threat assessments, the CG,
as required. USATRADOC, will—

e. Serve as a program manager for tests of medical materiel. (1) Develop, coordinate, and obtain approval and validation of
f. Using the United States Army Medical Materiel Agency(USA- the initial System Threat Assessment Report (AR 381-11).

MMA), TSG will— (2) Develop, coordinate, and obtain approval and validation (if
(1) Perform the ILS program surveillance for Army medical ma- required) of Threat Test Support Packages (TTSPs) for operational
teriel systems. testing (see AR 381-11).
(2) Perform ILS assessments for Army medical materiel. d. As the proponent of Battle Labs, the CG, USATRADOC,
(3) Evaluate all medical materiel acquisition programs and de- Will—
ployed medical systems. (1) Provide horizontally integrated requirements for doctrine,
(4) Monitor tests of medical materiel on an exception basis. training, _Ieader development, organization, and materiel focused on
g. Participate in the ATEC, as required. the soldiers.
h. Participate in the TSARC, as required (see AR 15-38). _ (2) Provide Ilnka_ge between techr_wology_ base efforts and war-
fighting concepts via experiments, simulations, or prototypes.
3-18. The Chief of Engineers (COE) (3) Expedite high payoff solutions to priority operational require-
The COE will— ments through early experimentation.

a. Support program managers in the development of materiel for (4) Integrate operational test planning early in Battle Lab experi-
operation in extreme climatic conditions in accordance with AR mentation and, where possible, use data collected to reduce require-
70-38. ments for future operational testing.

b. Provide policy, guidance, and support of T&E environmental
effects on Army materiel and operations.

cu(r:édE);gfu;ﬁ ?;lgéirora ;?nc;?re\ a%?:rgn;%:'ih |te|msagt€vﬁg;|pment PO" The CG, USAMC, will act as a materiel developer for assigned
9 pply y materiel systems required by the Army.

d. Review digital terrain data for accurate representation in dem- a. The CG, USAMC, will—

3-21. Commanding General, U.S. Army Materiel
Command (USAMC)

onstrgtiopg art1d .testths. ATEC red (1) Assist the DUSA(OR) and provide staff support to TEMA in
€. Farticipate in the , as required. , ... developing and promulgating developmental test and evaluation
f. Act as program manager for the Chief of Engineers acquisition policy.
programs. o . ) (2) Provide a member to ATEC and a member and support to the
g. Establish and maintain a Human Use Committee (HUC) in tSaARC process.
accordance with AR 70-25. _ (3) Appoint a T&E manager to serve as Executive Secretary to
h. Participate in the TSARC as required (see AR 15-38). the T&E managers’ committee.

b. Through the CG of a major subordinate command or a direct
reporting program manager, the CG, USAMC, will—

(1) Plan, program, and formulate budgets associated with the
evelopmental T&E function in support of designated program ex-

3-19. Director of Army Safety
The Director of Army Safety (DASAF) has primary Army staff
oversite for system safety (see AR 385-16). The DASAF will be d

assisted by the United States Army Safety Center (USASC), Whichecutive officers, program managers, laboratories, and centers.

ensures that system safety issues are monitored and evaluated during ; : L
testing. The USASC will provide an independent safety assessmenh]éﬁggperr%wgte Lch,r&tl\r/la(I:IZ?]?aj-g‘r&Eu?;rgj?r?aetrgecnc:mbn%a?\zts blishing T&E

before milestone decisions. (3) Develop system threat assessment reports after milestone
I(AR 381-11).

(4) Develop TTSPs as required for developmental testing of
Army materiel systems (AR 381-11).

u . - (5) Maintain a long-range plan for T&E resource requirements.
%oi?r'in(éogénn?rg(:gg (ﬁesrf{ﬂAgO%) Army Training and c. Using a developmental tester (TECOM), the CG, USAMC,

; . ) ill—
The Commanding General (CG), USATRADOC, is the Army’'s wi . .
principal combat and training developer and trainer for materiel (1) Perform the duties of developmental tester for Army materiel

; H . tems (except medical materiel assigned to USAMRMC, and sys-
systems and theater and tactical information systems. The \ X )
USATRADOC, will provide a member to ATEC. ?enﬁs assigned to INSCOM and the Chief of Engineers).

a. As the combat and training developer. the CG. USATRADOC (2) Provide test facilities and technical expertise in support of
Wi||.— g per, ' ' life-cycle developmental T&E activities.

. . (3) Maintain the Army’s Major Range and Test Facility Base(e-
e e e b e ent] e e Tr e U'S Ay Kallen Al)
mentsg’andg lan and 'evaluate these produéts as required to 2u o (4) Provide testers with a safety release for all systems before the
’ P P q PP é{art of pretest training for any test that uses soldiers as test players,

decisions. ;
. . . except for systems developed by USAISC, MEDCOM, and United
(2) Prepare and coordinate COIC for materiel systems and infor-g; ;0 Army Medical Research and Development Command.
mation systems having tactical missions and approve COIC for (5) Provide safety confirmations

those systems that are not reserved for approval by the Office of the (6) Research, develop, and acquire instrumentation, and develop

DCSOPS (ODCSOPS.) and DISCA. o new and improved test methodology to increase the efficiency, va-
(3) Develop a doctrinal and organizational test support package.“dity’ and reliability of developmental testing.

Section 1l
Commanders of Major Army Commands
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(7) Establish and maintain an HUC in accordance with AR g. Provide centralized T&E management by establishing a T&E

70-25. manager.
(8) Ensure that all developmental testing complies with the Inter-
mediate-Range Nuclear Forces (INF) Treaty. 3—23..C0mmanding General, U.S. Army Intelligence and
(9) Ensure that developmental tests conducted by other ArmySecurity Command (INSCOM)
activities are effectively planned, conducted, and reported. The CG, INSCOM, will conduct developmental T&E, serve as an

(10) Review TEMPs for adequacy, and together with the inde- OPerational tester and evaluator for assigned classified or secure

pendent evaluator or assessor, prepare specific portions of the T&ESYStéms, and will participate in the TSARC process, as requ-
Resource Summary of the TEMPS. ired.INSCOM is the CBTDEV for strategic SIGINT systems and

d. Using an independent developmental evaluator (the United "®Presents the DCSINT on study advisory groups, special task

States Army Materiel Systems Analysis Activity (USAMSAA)), forces, and special study groups. The CG, INSCOM, establishes

logistician, or developmental assessor (TECOM), the CG, USAMC materiel development objectives and requirements for assigned clas-
Will— ’ ' ’ "sified or secure systems, prepares requirements documents anc

(1) Perform the duties of developmental evaluator or assessor foS€TVeS as the Army representative during development and fielding

Army materiel systems (except medical materiel assigned qf assigned classified or secure systems, and provides user troops

USAMRMC, and systems assigned to INSCOM and the Chief of and resources for operational testing of EAC intelligence systems.
Engineers),7 Specifically, INSCOM: _
(2) Review TEMPs for adequacy, and prepare the developmental a. Provides the overall design of SIGINT systems that have sole

T&E portion of the TEMP together with the developmental tester. application_to the .SIGINT system.
e. Using an element participating in the C3I interoperability proc- P Coordinates with the Commanding General, AMC, on matters

ess (United States Army Communications-Electronics Commdfiated to acquiring INSCOM user intelligence, security, and elec-
d(USACECOM) APTU)), the CG, USAMC supports tonic warfare systems.
interoperability testing of C3l systems conducted by the Defenses ,, ommanding General, U.S. Army Medical Command
Information Systems Agency for system certification and recertifica- (MEDCOM)
tion. The USACECOM APTU will arrange for and coordinate all i
A X bil i ith the DISA and di h The CG, MEDCOM, will

rmy Interoperability testing with the and coordinate the a. Provide operational T&E of medical materiel (see AR 40-60).

participation of all Army elements and systems.
f. Using the program manager for ITTS, the CG, USAMC, will— E C(.)nduct the health hazard assessment program (see AR
(1) Serve as the Army's single manager and as a proponent for . * gqaplish and maintain an HUC in accordance with AR 70-25.
major test ITTS, and represent the Army on joint Service programs. d. Participate in the TSARC process (see AR 15-38)
(2) Plan, program, budget, defend, and oversee the execution of o proyide a safety release before the start of pretest training for

major test ITTS funding. any test that uses soldiers as test players for MEDCOM developed
(3) Coordinate and consolidate customer technical and functionalsygtems_ play P

requirements in an Operational Requirements Document(ORD) for

instrumentation, targets, and threat simulators. 3-25. Commanding General, Military Traffic Management
(4) Monitor threat representative targets and threat simulators tocommand (MTMC)
ensure they are programmed for validation. The CG, MTMC, will—
(5) Plan, program, budget, and execute the CTEIP. a. Execute the Army transportability agent mission.
(6) Maintain a capability inventory of current Army test ITTS. b. Review and analyze the transportability engineering aspects of

(7) Initiate the development, engineering, procurement, and mod-test-related documents.
ification of major ITTS programs, and deliver them to user organi- c. Ensure that appropriate transportability testing is planned, con-

zations for accountability, operation, and maintenance. ducted, and reported by the program manager.
(8) Serve on Validation and Threat Accreditation Working d. Provide technical expertise at the test site for transportability
Groups for targets and threat simulators. testing.

(9) Consolidate, coordinate, and recommend development priori-
ties for requirements established by Army and DOD user agencies3—26. Commanding General, U.S. Army Space and
and document them in a long-range plan. Strategic Defense Command (USASSDC) _

(10) Manage foreign materiel required to support developmental The CG, USASSDC, will act as a materiel developer for assigned
and operational test and evaluation not managed by the USAOPTEG@Nateriel systems required by the Army. The CG, USASSDC,

Threat Support Activity (OTSA). provides a member to the ATEC and a member and support to the
TSARC process. The CG, USASSDC, will assist the DUSA(OR)

3-22. Commanding General, U.S. Army Information and ASA(RDA) to develop and promulgate developmental T&E

Systems Command (USAISC) policy. Additional duties of the CG, USASSDC, are described in

The CG, USAISC, will act as the materiel developer of assigned througlt below.
information systems required by the Army. The CG, USAISC, will a. The CG, USASSDC, will—
provide a member to the ATEC and a member and support to the (1) Provide test facilities and technical expertise in support of
TSARC process. USAISC assists the DUSA(OR) and DISC4 to strategic, and, where requested, theater missile defense life-cycle
develop and promulgate developmental testing policy. The Cdgvelopmental T&E activities.
USAISC, will— (2) Maintain the Army’s Kwajalein Atoll and the United States
a. Act as a program manager for assigned information systems.Army Kwajalein Missile Range.
b. Plan, program, and formulate budgets associated with the de- (3) Provide centralized T&E management by establishing a T&E

velopmental T&E function for assigned information systems. manager.

c. Perform the duties of developmental tester and evaluator of (4) Ensure that all strategic missile defense testing complies with
assigned information systems. the INF Treaty and the Anti-Ballistic Missile Treaty.

d. Provide technical expertise in support of life-cycle T&E activi- b. Using a direct reporting program manager, the CG,
ties for information systems. USASSDC, will—

e. Provide a safety release before the start of pretest training for (1) Exercise program management for assigned systems.
any test that uses soldiers as test players for USAISC developed (2) Plan, program, and formulate budgets associated with the
systems. developmental T&E function in support of designated program ex-
f. Establish and maintain an HUC in accordance with AR 70-25. ecutive officers, program managers, laboratories, and centers.
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(3) Develop system threat assessment reports after milestone | for d. Plan, program, execute, and report on scientific field experi-

assigned programs (AR 381-11). mentation in support of HQDA.

(4) Develop Threat Test Support Packages (TTSPs) for develop- e. Ensure that operational tests conducted by other Army activi-
mental testing of designated Army materiel systems. ties are effectively planned, conducted, and reported.

(5) Maintain a long-range plan for T&E resource requirements of f. Coordinate test resources to include chairing the TSARC and
designated Army materiel systems. the User Test Instrumentation Subcommittee (see AR 15-38).

c. By means of a program manager for strategic and theater g. Develop the requirements for operational test instrumentation,
ballistic missile targets, the CG, USASSDC, will— and manage the acquisition of sustaining test instrumentation.

(1) In coordination with PM ITTS, serve as a manager and pro- h. Develop and promulgate operational T&E methodology, and
ponent for strategic and theater missile defense test targets, angssist the DUSA(OR) and TEMA in developing and promulgating

represent the Army on joint service programs. operational test and evaluation policy.

(2) Plan, program, defend, and oversee the execution of strategic . Serve as the Army manager and resource coordinator for joint
and theater missile defense test target budget. T&E, which includes chartered phases, and coordinate the nomina-
(3) Document technical requirements in appropriate requirementtion and selection of the Army Joint Test Director or Deputy Test

documents. Director for approval by ODCSOPS.
.(4)' Maintain an inventory of current Army strategic and theater j. Review programmed tests for possible use of modeling and
missile defense test targets. simulation to enhance evaluations and reduce costs.

(5) Serve on validation and threat accreditation working groups k. Establish and maintain an HUC in accordance with AR 70-25.
for strategic and theater missile defense targets and threat cpair operational test readiness reviews (OTRRs) as
simulators. _ appropriate.

d. By means of the Commander, United States Army Spacem Reyview TEMPs for adequacy for all systems, and prepare part
Command, the CG, USASSDC, will— . IV of TEMPs for systems assigned for evaluation.

(1) Provide technical experts to participate in developmental and Manage and fund the USAOPTEC Threat Support Activity
operational testing of space systems or systems dependent upon 0' Serve as a member of the ATEC ’
space based sensors and .communications - . p. Ensure that all operational testing complies with the INF

(2) For space systems in which USARSPACE participates in Treaty

T&E efforts throughout the acquisition process, develop and provide Maintain a long-range plan for operational T&E resource

user perspectives and requirements, refine requirements, ens
igquirements.

space users’ interests are included in the mission area analysis, an i . _
participate in product improvement initiatives. r. Provide centralized T&E management by establishing a T&E

manager.
3-27. Commanding General, U.S. Army Forces Command S. Support the validation and accreditation of targets and threat
(FORSCOM) simulators.

The CG, FORSCOM, provides user troops for operational testing, t. Prepare Army input to the Resource Enhancement
and developmental testing, when required. Because FORSCOM isProgram(REP).

the ultimate user of new materiel, its participation in T&E is essen-

tial throughout the acquisition process. In the program initiation 3—29. Commanding General, U.S. Army Medical Research

phase, FORSCOM ensures that its interests as the ultimate user gnd Materiel Command (USAMRMC)

the equipment are considered during mission areaa. The CG, USAMRMC, will perform the duties of developmen-
analysis.Throughout the acquisition process, FORSCOM refines re-tal tester and evaluator of items of medical materiel (AR 40-60).
quirements for user troops. During the production and deployment b. As the developmental tester for TSG, the CG, USAMRMC,
phase, FORSCOM provides user comments, usage data, and rewill establish and maintain an HUC in accordance with AR 70-25.

quests for product improvements. ¢c. USAMRMC is not required to develop a TEMP for any phar-
maceutical and biological products.

Section 1V d. The CG, USAMRMC, will provide a safety release before the

Heads of Other Army Elements start of pretest training for any test that uses soldiers as test players

] ) for USAMRMC developed systems.
3-28. Commanding General, U.S. Army Operational Test

and Evaluation Command (USAOPTEC) 3-30. Commander, U.S. Army Medical Materiel Agency
The CG, USAOPTEC, supports the system acquisition and force(usaMMA)
development processes through overall management of the Army’sas the medical mission assignee, the Commander, USAMMA will
operational test and continuous evaluation programs reportigrdinate developmental and operational testing for all non-devel-
directly to the Chief of Staff, United States Army. The USAOPTEC opmental and commercial off-the-shelf medical materiel systems,
mlllfsmn is stated in detail in AR 10-88. The CG, USAOPTEC, jtems, and medical assemblages (AR 40-60).
will—
a. Using an operational tester (Test and Experimentation Com- Section V
mand (TEXCOM)), perform the duties of an operational tester for Other Department of the Army Activities
all materiel systems (except pharmaceutical or biological systems
assigned to USAMRMC, and systems assigned to United States3—31. USAOPTEC Operational Threat Support Activity
Army Medical Command (MEDCOM), INSCOM and the Chief of (OTSA)
Engineers), all MAISRC-level information systems, and joint and OTSA, a subordinate element of USAOPTEC, assists and advises
multi-service systems; and perform the duties of an operationalthe Commanding General, USAOPTEC in the fulfillment of the
tester for these systems in support of doctrine, training, organiza-USAOPTEC assigned responsibility for the Army Threat Simulator
tion, leader development, and materiel requirements activities.  Program (ATSP) actions. OTSA operates and maintains operating
b. Using an operational evaluator (Operational Evaluation Com- replica simulators and actual threat systems and ensures that realistic
mand (OEC)), perform the duties of an operational evaluator for threat environments are used in support of free-play, force-on-force,
systems covered by above. real-time casualty assessment testing and training.OTSA works to-
c. Use functional expertise throughout the Army for operational ward continuous improvement of processes for optimizing resources
T&E of MAISRC-level information systems. Coordinate this effort and improving products.
and retain system evaluation responsibility.
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3-32. USAOPTEC Test and Evaluation Coordination co-chaired by AAE and Vice Chief of Staff, Army. ASARC mem-
Offices (TECO) bership, functions and procedures are outlined in AR 70-1.
TECOs are subordinate elements of USAOPTEC and provide on-

site coordination between USAOPTEC and the USATRADOC Pro- 3-39. Major Automated Information Systems Review

ponent Center. TECOs provide operational T&E expertise to the Council (MAISRC)

USATRADOC proponent activity. TECOs work toward continuous  a. Department of Defense (DOD) MAISRthe DOD MAISRC
improvement of processes for optimizing resources and improvingis the primary forum for resolving issues and facilitating Department

products. of Defense decisions for major automated information systems. The
DOD MAISRC is chartered by the Assistant Secretary of Defense
3-33. U.S. Army Research Laboratory (USARL) for Command, Control, Communications, and Intelligence under the

USARL is a major subordinate command of USAMC established 10 oyerall guidance of DoDD 5000.1, and operates in accordance with

conduct basic and applied research, exploratory development angyopp 8120.1 and DoDI 8120.2. Automated information systems
analysis in the areas of sensors, signatures, signal and informatio,¢ meet the thresholds for acquisition category | (ACAT 1) pro-
processing; electronics and power sources; battlefield enwrgpéms are reviewed by the DAB.

ments;vehicle propulsion; materials; vehicle structures; weap ng Army MAISRCThe Army MAISRC serves as a review for

technology; human research and engineering; advanced <:omputin§;n . . .
S X anagement to obtain current status of automated information sys-
and software; and survivability/lethality and MANPRINT analyses. tems %nd to provide additional guidance and give milestone ;;)_

The Survivability/Lethality Analysis Directorate (SLAD), Wlthlnproval to the program. The Army MAISRC provides the Army

ARL, serves as the principal activity in the Army for determining - . . .
P : o position for input to the DAB for Class | information systems. Army
the survivability, lethality, and vulnerability of Army systems to the MAISRC functions and procedures are outlined in AR 25-3.

full spectrum of battlefield threats and supports the Live Fire Test

and Evaluation (LFT&E) program. 3-40. In-Process Review (IPR)

3-34. USATRADOC Analysis Command (TRAC) The IPR is the review forum for all ACAT Ill and IV programs and
TRAC supports the CG, USATRADOC by conducting research and IS chaired by the Milestone Decision Authority (MDA) or his or her
analyses. The analyses, modeling, and research performed by TRA@esignee. General policies for reviews of IPR programs are the same
and its subordinate activities support the planning, execution, and@s for ACAT I and Il programs. Reviews are conducted at formal

evaluation of operational testing. milestones and at other times deemed necessary by the MDA.IPR
members include the MATDEV, CBTDEYV, independent operational
3-35. U.S. Army Concepts Analysis Agency(USACAA) and developmental evaluator, logistician, trainer (if different from

USACAA is a field operating agency reporting to the Director of the CBTDEV), functional support organization or staff, and others,
the Army Staff, Office of the Chief of Staff, Army.USACAA will as determined by the IPR Chair.

formulate test requirements to generate performance data for re-

quired analyses and will assist the tester and evaluator by using3—41. Materiel Release Review Board (MRRB)

contractor studies and analyses and by developing models and simuMateriel release policy is stated in AR 700-142. The testers and
lations. These analyses may be used to establish the context fogvaluators inform the MATDEV, CBTDEV, and ILS program par-
lower-level systems and for issues and criteria used iigipants of potential materiel release, fielding, or transfer problems,
OT&E.USACAA contributes to the CE program through its model- and recommend solutions to the problems. The developmental, oper-

ing, simulation, and studies efforts. ational, and logistics evaluator or assessor submits an independent
] o ) evaluation or assessment or a statement that a previously provided

3-36. United States Army Logistics Evaluation Agency report remains valid. These evaluations or assessments address the

(USALEA) ability of the system to fulfill the requirements in the approved

USALEA is a field operating agency of the DCSLOG. The Com- requirements document and specifications. A safety confirmation
mander, USALEA will assist the DCSLOG in executing automated i pe included with the developmental evaluation or assessment.
logistics system functional proponent responsibilities. USALEA Will \iateriel release prerequisites must be met before materiel release.
assist USAOPTEC and functional proponents with evaluation andrq, engyre that the objectives of the materiel release process are
assessment of automated logistics systems under MAISRC control o4ched. the MATDEV will provide the logistician, CBTDEV, and

other participants in the MRRB, a copy of the documentation show-

Section VI ing that the materiel release prerequisites have been met.

Reviewing Forums

3-42. Test Schedule and Review Committee (TSARC)
The TSARC is the formal process through which Outline Test Plans
(OTPs) are approved and included in the Five Year Test Program-

) programs. In support of the DAB, the appropriate committee of (FYTP). The TSARC provides high-level centralized resource man-
the board will conduct a pre-DAB review.The Office of the Secre- agement by maximizing the use of limited resources and minimizing
tary of Defense Cost Analysis Improvement Group and the Joint the impact on unit operational readiness. The Co_mmandlng General,
Requirements Oversight Council also support the Defense Acquisi-YSAOPTEC, chairs the TSARC; prepares, coordinates, and presents
tion Board in its review process. The DAB is chaired by the Under Proposed changes to the FYTP; and publishes the FYTP after
Secretary of Defense (Acquisition and Technology).Detailed discus-OPCSOPS approval. The CG, USAOPTEC also develops policy
sions on the DAB process and procedures are contained in Dopguidance for conduct of TSARC. The TSARC process is discussed

3-37. Defense Acquisition Board (DAB)
The DAB is the primary forum for resolving issues and facilitating
Department of Defense decisions for Acquisition Category | (ACAT

5000.2, Part 13. in AR 15-38.
3-38. Army Systems Acquisition and Review Council 3-43. Test Integration Working Group (TIWG)
(ASARC) A TIWG must be chartered for every acquisition program (see AR

The ASARC is the Army’s senior-level review body for ACAT | 73-1). Details concerning TIWG purpose, composition, and proce-
and Il programs. The ASARC will be convened at formal mile- dures are contained in Chapter 8.

stones to determine a program or system’s readiness to enter the

next phase in the materiel acquisition cycle. An ASARC may also 3—44. Test and Analysis Integration Group (TAIG)

be convened at any time to review the program status. ACAT | A TAIG is required after MS 0 for all ACAT I, ACAT ll, and other
programs are subsequently reviewed by the DAB. The ASARC is OSD T&E oversight programs for which a Cost and Operational
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Effectiveness Analysis (COEA) is planned. The DCSOPS will es- and concept of operations of all T&E activities within the Army and
tablish each TAIG and its membership. The purpose of the TAIG provide recommendations for change to the senior Army leadership.

includes: d. Provide senior-level focus on and centralized guidance to the

a. Ensuring linkage between ORD development, COEA study management and coordination for all major T&E policy and re-
plan and Critical Operational Issues and Criteria (COIG)rce issues.

development.

b. Conducting crosswalks between the TEMP, ORD, COEA, and & Dev_elop and review A.rmy T&E policy and procedures..
colC. f. Review Army T&E requirements and recommend allocation of

c. Examining planned modeling and simulation efforts to ensure available resources across functional lines.

linkage with test events. g. Review, forecast, and prioritize future Army T&E instrumenta-
d. Advising the TIWG regarding incorporation of pertinent analy- tion requirements.
ses into TIWG efforts. h. Review and coordinate modernization of T&E facilities.

i. Ensure that proper coordination is implemented between the

3-45. Operational Test Readiness Review (OTRR) T&E community and the program executive officers so that require-
Eor each acquisition program, OTRRs are conducted by the OPeray ants for T&E resources unique to a specific program are resourced
tional tester before each OT to allow the tester to assess readiness {0 the proaram executive office
test the system. The OTRR determines the readiness of the syste ,y progr xecutlv cer.
support packages, instrumentation, and test planning, to support the . )
OT. It includes identification of any problems which may impact the 3—49. Test and Evaluation Managers Committee(TEMAC)

start or adequate execution of the test. The objective of the review isThe TEMAC serves as a centralized working group supporting the
to determine if any changes are required in planning, resourcesArmy T&E community. The TEMAC strives to foster efficient and
training, equipment, or timing to successfully proceed with the test. effective working relationships among system developers, testers,
Principal attendees include the operational tester, operatiosmalluators, user representatives, and others participating in the T&E
evaluator, materiel developer, combat developer or functional propo-process. The Deputy Director for Policy, TEMA, will serve as the
nent, training developer, user(FORSCOM or other activity providing chair of the TEMAC. The TEMAC charter identifies the TEMAC

test players), logistician, developmental tester, developmernt@imbership and discusses relevant administrative functions and pro-
evaluator or assessor, HQDA staff element representatives, hostedures. The TEMAC will—
installation representatives, and contractor representatives. The pri-

! ! a. Undertake studies and reviews as directed by the senior Arm
mary OTRR is conducted before resource deployment to test sitey y y

adership on specific DA T&E matters regarding policy, proce-

3-46. Developmental Test Readiness Review (DTRR) dures, organization, and resources.

The DTRR is conducted by the program manager or materiel. Support the senior Army leadership regarding DA input to
developer to determine if the materiel system is ready for the Pro-DOD T&E strategy and action plans.

duction Qualification Test or the information system is ready for c. Provide coordination on T&E matters between TEMA and

SQT. Principal attendees are the TIWG members. program executive officers; major subordinate command project
. managers; and Army research, development, and engineering cen-
3-47. Concept Evaluation Program (CEP) Schedule and ters, and their respective matrix support activities.

Review Council (CEPSARC)

The CEPSARC is a USATRADOC operated and chaired council
which meets at least annually to review and prioritize its CEP
projects (both new submissions and previously approved) to recom
mend the CEP program to the Deputy Chief of Staff for Combat
Developments, USATRADOC, for approval to execute. CEPSARC 3-50. Operational Test Agency (OTA) Commanders

attendees typically include representatives from Headquartepsiference

USATRADOC, and TRADOC Commands, Centers, Schools, and The OT Commanders include the Commander General, USAOP-

d. Act as a working group to study and review T&E issues raised
by any command, activity, agency, or office within the Army acqui-
Sition community.

Battle Labs; USAOPTEC; and FORSCOM. TEC, the Navy Operational Test and Evaluation Force Commander,
. ) the Air Force Operational Test and Evaluation Agency Commander,
3-48. Army Test and Evaluation Committee (ATEC) and the Marine Corps Operational Test and Evaluation Agency

The ATEC is a senior-level committee chaired by the Deputy Under ; ; :
Secretary of the Army (Operations Research). The ATEC charter%ﬂ?&gainnotlgésl—hrilgtrig;ptomg?rtzEwce a year to discuss topics of
identifies the ATEC membership and discusses relevant administra-
tive functions and procedures. The members of the ATEC will— L
a. Provide a forurFr)1 where all elements of the Army T&E commu- 3-51. Data Authentication Group (DAG)
nity, acting as a committee of the whole, may formulate recommen-The DAG is a team of test and evaluation subject matter experts
dations to the Army senior leadership regarding T&E policy, T&E With a broad spectrum of technical disciplines assembled to assess
procedures, organization, and resources. and monitor OT data reduction, quality control, and the identifica-
b. Study and review specific T&E matters such as, but not lim- tion and analysis of anomalies in the system, instrumentation, and
ited to, the test instrumentation program, development of automatedest data. The principal goal of a DAG is a validated database that
test data retrieval systems, and quality assurance of T&E productsaccurately reflects how a system performed during test. The DAG
c. Review the missions, functions, composition, responsibilities, supports the independent operational evaluator in conducting the
OT&E mission.
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Chapter 4 d. Continuous evaluation (CE) as discussed in chapter 2 is a

Test and Evaluation in Support of the Materiel major ingredient in the T&E which supports the MAP. It should
Acquisition Process (MAP) begin as early as the battlefield functional mission area analysis and

) continue through the materiel system’s post-deployment activities.
Section | e. This chapter provides a comprehensive and chronological list-
Introduction

ing of T&E activities from which an efficient and effective T&E
4-1. Determination of mission needs strategy can be built for a given materiel system. It is not intended

a. T&E is an essential activity in support of the Materiel Acquisi- that all programs include a_II activities. The T&E strategy selecte_d
tion Process (MAP). It plays a key role in the life cycle of Army Should be commensurate with the degree of complexity and maturity
materiel systems, providing information that assists in selecting, Of the program.
acquiring, using, and disposing of Army materiel. T&E is inherent f. The phases and milestones for the life-cycle system manage-
in the technology base activities that provide new technologies to bement model (LCSMM) for materiel systems is illustrated in figure
exploited. It is used to support the selection of best solutions to4-1.
satisfy a mission area deficiency. It verifies that the Army is design-

ing, developing, producing, and stockpiling materiel that satisfies 4_2 pre-Milestone 0 Phase (Determination of Mission
the users’ needs; and it assists in ensuring that materiel which is Nqyeeq Activities)

longer usable can be disposed of safely. All acquisition programs are based on identifying mission needs. A

b. Comprehensive developmental and operational T&E, to in- . ~. . ; -
clude use of other previously run test results and modeling andmssion need may be to establish a new operational capability or to

simulation, shall be conducted on all materiel systems. Early de-'Mprove an existing capability. Th_e USATRADOC Battle I__abs (se_e
tailed T&E planning is critical to meaningful evaluations and assess- AR 73._1) may be employed during t.h's phase to experllment W.'th
ments, as well as to successfully developing the system. The T&EChanging methods of warfare, which focuses doctrine, training,
strategy shall specify the impact on risk of the technologies andleader develop_ment, organization design, materiel, and soldl_er Sys-
processes selected for system development during the entire lifdems on battlefield dynamics. The Battle Labs conduct appraisals of
cycle of the system. critical operational capability requirements needed to meet the

c. Developmental test and evaluation (DT&E) shall be planned changing nature of warfighting captured in the battlefield dynamics.
and incorporated into the materiel system’s development process tdf a mission need cannot be satisfied by a nonmateriel solution (that
verify conformity to contract specifications and critical technical is, changes in doctrine, operational concepts, tactics, training, and
parameters in order to meet technical objectives and redquganization), then a Mission Need Statement(MNS) is developed.
irements.DT&E shall encompass all aspects of the system hardwareThe MNS is a broad statement of mission need, expressed in terms
software, performance, integrated logistics support (ILS), swof-an operational capability rather than a system-specific solution.
vivability, safety, human factors engineering (HFE), users’ manuals, This phase ends at Milestone 0 (MS 0), which formally approves the
training material, interfaces, compatibility, and interoperability with MNS.

existing or planned systems. DTs gepgrally requirg instrumentatiqn a. Key eventsln this phase, the Combat Developer (CBTDEV)
and measurements. Engineers, technicians, or soldier operator-maifyatermines whether a mission deficiency or an opportunity to im-

tainer test personn_el perform DTs. _Operational test and eva_luatiorbrove an existing system is important enough to warrant further
(OT&E) shall examine system effectiveness and under operatlonallyanalysis and development of a system. The CBTDEV ensures that

realistic conditions when the system is operated by typical users. In . . .
Y P y yp proper planning and evaluation are successfully carried out. Key

addition, the OT&E should address the system’s compatibility and ™" =" . - . o 7
interoperability with users and other systems activities associated with the determination of mission needs process
' are depicted in figure 4-2.

MILESTONE 0 MILESTONE ! MILESTONE Il MILESTONE Il MILESTONE v
CONCEPT ENGINEERING
EXPLORATION | DEMONSTRATION AND PRODUCTION OPERATIONS
DETERMINATION AND AND MANUFACTURING AND AND
OF MISSION DEFINITION VALIDATION DEVELOPMENT | DEPLOYMENT SUPPORT
NEEDS {PHASE 0) {PHASE 1) (PHASE 1) (PHASE Hl) {PHASE IV)

Figure 4-1. Life cycle management model for materiel systems
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DETERMINATION OF MISSION NEEDS
KEY ACTIVITIES

e Identification of mission deficiencies or improvement
opportunites.

e Evaluation of nonmateriel solutions to satisfy mission
deficiencies.

e Development of MNS if nonmateriel solutions are not
feasible.

Figure 4-2. Determination of mission needs key activities

b. T&E activities. T&E activities during this phase usually in- the preferred system concept; identify and assess high risk areas,
volve the evaluation of nonmateriel solutions to satisfy an identified critical components and subsystems; establish safety for operational
mission need. The CBTDEV, assisted by the independent operatesting; and assess the operational impact of the preferred concept.
tional evaluator, may utilize the Battle Labs to execute Advanced Figure 4—4 illustrates the typical T&E planning, execution, and
Warfighting Experiments (AWES) to support a Concept Evaluation reporting activities conducted during this phase.

Program (CEP) to aid in this evaluation. The CEP can provide the (1) Planning.

CBTDEV with a quick reaction and simplified process to examine (a) The TIWG shall be established upon receipt of the approved
and resolve combat development, doctrinal, and training issudBLS. It will be chaired by the PM, or by the appropriate MATDEV
Within a CEP, tests may be executed to provide experimentatii a PM has been chosen (see chap 8). A draft Operational
databases for an MNS and subsequent requirements documents. Requirements Document (ORD) will be prepared and used with the
addition, a Force Development, Test, and Experiment (FDTE) may System Threat Assessment Report (STAR) to assist in developing
be conducted to support the development of concepts and doctrinethe initial COIC and preliminary TEMP. The TIWG will also con-
training, and organizations not specifically tied to a materiel systemtribute to the T&E portions of the AS, the RFP, and other support-
acquisition. Coordination should also be effected with the DT&E ing documentation for decision authority approval at MS |. Special
community to facilitate early T&E planning, possible support to efforts should be made by the TIWG membership to characterize the
FDTE, and documentation preparation. realistic environment of the proposed system, including organiza-

c. Continuous evaluation activitieThe CBTDEV, assisted by  tional structures, skill levels, manpower requirements, threat, mobil-
the independent operational evaluator, should evaluate the merits oty and deployability requirements, climatic extremes,
a nonmateriel solution to satisfy an identified mission need. electromagnetic environmental effects, and concepts of operation
AWESs, CEP tests, or FDTEs are conducted, test reports are to b@nd maintenance.
written and provided to the CBTDEV. The CBTDEV should also  (b) The acquisition team, or PM (if designated, coordinates all
assist in developing any exit criteria that may be presented at MS |facilities and initiate necessary test technology activities. This coor-

dination facilitates the generation of the DT requirements as well as

4-3. Milestone 0 T&E Requirements determining the extent and nature of contractor services, if required.
The MNS must be developed and submitted to the milestone deci-This decision and rationale will be documented in the TEMP.
sion authority for approval. (c) Developmental and operational testing will be planned to pro-
vide data to support evaluations of the system in its intended envi-
Section |l ronment. As early as possible in this phase, the independent
T&E Activities During the Concept Exploration and developmental evaluator or assessor shall develop an Independent
Definition Phase (Phase 0) Evaluation Plan (IEP) or Independent Assessment Plan (IAP) to
o support the developmental evaluation of the proposed system during
4-4. Phase 0 Activities this phase. Typical developmental tests include technical feasibility

A successful MS 0 decision allows the program to advance into theests, which assist in determining safety and the establishment of
Concept Exploration and Definition Phase (Phase 0).Approval atproposed system performance specifications. Test Design Plans
MS 0 allows for the study of alternative concepts to meet the need(Tpps) will be developed for these tests by the independent devel-
identified in the MNS. Phase O explores various materiel alterna-gpmental evaluator, and Detailed Test Plans (DTPs)will be
tives in satisfying the documented mission need.USATRADOC Bat- developed for these tests by the developmental tester.Typical opera-
tle Labs can, through the use of AWEs, facilitate integratg@nal tests may include CEP tests and FDTEs.

requirements definition and, when conducted concurrently with con- 2y Execution. Technical feasibility tests, CEP tests, and FDTEs
cept development, can streamline the process of fielding ngMall be executed by the appropriate testers in accordance with the

capabilities. o o approved test plans.
a. Key acquisition eventsThe key acquisition activities con- (3) Reporting. After each DT, the developmental tester writes a
ducted during this phase are depicted in figure 4-3. test report (TR) and provides it to the independent developmental

b. T&E activitiesT&E planning will formally begin in this evaluator or assessor for use in developing the Independent Evalua-
phase.Appropriate T&E shall be accomplished and documented inion Report (IER) or Independent Assessment Report (IAR). The
test and evaluation reports and the TEMP to assist in selecting thendependent operational tester shall prepare TRs for each CEP test
preferred alternative system concept, associated technologies, angnd FDTE. An Early Operational Assessment (EOA) or Abbreviated
designs.In particular, the use of modeling and simulation is encour-Qperational Assessment (AOA) may be used by the independent
aged in this phase to aid in assessing alternatives. T&E will providegperational evaluator to provide a status of the system in support of
data for concept evaluation of a potential requirement, tactics, doc-mS |.
trine, organization, training, transportability, and logistic support for  ¢. Continuous evaluation activitieSigure 4-5 contains the CE

activities to be conducted during this phase.
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CONCEPT EXPLORATION AND DEFINITION
Phase 0
KEY ACQUISITION ACTIVITIES

e Definition and evaluation of the feasibility of alternative
concepts.

e Definition of the most promising system concept.

e Establish a proposed Concept Baseline.

e Development of a proposed acquisition strategy for the most
promising concept.

e Development of key system characteristics and operational
constraints.

e Development of proposed program-specific exit criteria that
must be accomplished during Phase I.

Figure 4-3. Key acquisition activities
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CONTINUOUS EVALUATION (CE) ACTIVITIES DURING
CONCEPT EXPLORATION/DEFINITION
Phase O
e Participate in the TIWG.

e Assist in selecting the preferred alternative to resolve.
mission area deficiencies.

e Participate in ORD development efforts.
e Support the initial COIC development and approval process.

e Assist in developing system characteristics and exit
criteria.

e Participate in development, staffing, and approval of the
TEMP.

e Plan and execute all required developmental and operational
tests.

e Develop and provide developmental IER or IAR to appropriate
decision makers.

e Develop and provide EOA or AOA to support MS I decision.

Figure 4-5. Continuous evaluation activities during phase 0

MILESTONE I T&E REQUIREMENTS

e Draft ORD.

Approved initial COIC.

Preliminary TEMP.

Developmental IER or JIAR; EOA or AOA.

Figure 4-6. Milestone | test and evaluation requirements

4-5. Milestone | T&E Requirements a. Key acquisition eventsThe key acquisition activities con-
Figure 4-6 contains the T&E requirements to support MS 1. ducted during this phase are depicted in figure 4-7.
b. T&E activities.T&E conducted in this phase includes DT of
Section Il prototypes and early operational assessments of critical systems,
T&E Activities During the Demonstration and Validation subsystems, and components. Developmental T&E will assist in
Phase(Phase 1) identifying and reducing design risk and indicate the degree to
which new or emerging technologies pose a risk to the program.
4-6. Phase | activities Operational T&E will assess the degree to which the selected design

Approval at MS | establishes a new acquisition program and Con-approach will operate in the intended operational environment. Ap-
cept Baseline, and authorizes entry into the Demonstration and Vali-propriate T&E shall be accomplished and documented in test and
dation Phase (Phase 1). The key objective of Phase I is dwaluation reports and the TEMP. The use of modeling and simula-
demonstrate that the technologies critical to the most promisingtion is strongly recommended in this phase to aid in the assess-
concept can be incorporated into the system design. ments. T&E will also be conducted to address doctrine, training,
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organization, leader development, materiel requirements and logis-environment. As early as possible in this phase, the existing devel-
tics support aspects of the system using surrogate systems if necegpmental IEP or IAP should be updated to reflect information resul-
sary. T&E shall produce information with which to establisting from Phase 0 T&E activities and the MS | decision
realistic program performance and suitability thresholds. Figure 4-8review.Typical developmental tests include engineering develop-
illustrates the typical T&E planning, execution, and reporting activi- ment tests(EDTs), which provide data on safety, the achievability of
ties conducted during this phase. critical technical parameters, refinement and ruggedization of hard-
(1) Planning. . ware configurations, and determination of technical risks. TDPs will
(a) The TIWG should be expanded as necessary to include thepe developed for these tests by the independent developmental
appropriate subgroups, and interfaces with other working groupse,giuator, and DTPs will be developed for these tests by the devel-
should be established (see chap 8). In particular, the Live Fire Tes,nenta| tester. Typical operational tests include Early User Test
ag?kivalu?;fn vafgkwﬁigr?ﬁg (':'_Il\:/;/rgwrr%)sisigtr:a r?;((?émzilgri?lf atrlfiiy and Experiments (EUTEs) and, if necessary, FDTEs. Operational
time TI%]N?S mgetings should be held often, preferably prior ?0 exe- Test Readiness Reviews (OTRRs) and Operational Test Readiness
) ! tatements (OTRSs) are required before the start of each EUTE.

cution of each test to ensure that test details are integrated an he independent operational evaluator and operational tester jointly
roblems resolved. The update of the COIC and TEMP to support . . h
P P PP develop a Test and Evaluation Plan (TEP) for each EUTE in this

MS Il can be conducted during these TIWGS, or at specially desig-
nated TIWGs. The ORD and STAR will be updated, and shall be Phase.

used by the TIWG in the updating of the COIC and TEMP. The (2) Execution. EDTs, EUTEs, and FDTEs shall be executed by

TIWG can assist in the update of such other documents as thdéhe appropriate testers in accordance with the approved test plans.
System MANPRINT Management Plan (SMMP)and the Integrated All required support packages must be developed and in place
Logistics Support Plan (ILSP). The TIWG will continue to contrib- before test execution (see chap 9).

ute to the T&E portions of the AS, the RFP, and other supporting (3) Reporting. After each DT, a test report (TR) shall be written
docume_ntatlon for decision authority approval at MS Il. Sufficient by the developmental tester and provided to the independent devel-
funds will be programmed early by the program manager to ensuréynmental evaluator or assessor for use in developing the Independ-
that adequate prototypes and ancillary equipment and component§ .+ Evaluation Report (IER) or Independent Assessment

(that is, training devices, ground support equipment, physical Stl'UC'Report(IAR). A TDR/TR will be written after the conduct of each

tures, amm“”'t'O“ to ;est systems, field mamteryance test set's, tarI'EUTE/FDTE by the independent operational tester. An EOA, AOA,
gets, simulators, stimulators, models and instrumentation) are

available and adequately tested. Outline Test Plans (OTPs) must ey Op(_aratlonal Assessment .(OA) will be used by the _mdependent
developed and participation in the Test Schedule and Review Com_operatlonal evaluator to provide a status of the system in support of

mittee (TSARC) is required if the planned testing requires user MS !l MS Il decisions to commit funds for production of long-lead
troops and resources (see AR 15-38). items or low-rate initial production (LRIP) must be supported by an
(b) Developmental and operational testing will be planned to EOA, AO’_A’ or OA. _ S _
provide data to support evaluations of the system in its intended c¢. Continuous evaluation activitiefigure 4-9 contains the CE
activities to be conducted during this phase.

DEMONSTRATION AND VALIDATION
Phase I
KEY ACQUISITION ACTIVITIES

e Better define the critical design characteristics and
expected capabilities of the system concept.

e Refinement of the AS.

e Establish a proposed Development Baseline.

e Development of proposed program-specific exit criteria that
must be accomplished during Phase II.

e Determine plan for committing to low-rate initial
production.

Figure 4-7. Phase | key acquisition activities
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Figure 4-8. Phase |, demonstration and validation
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CONTINUOUS EVALUATION (CE) ACTIVITIES DURING
DEMONSTRATION AND VALIDATION
Phase I
e Continued participation in the TIWG.
e Support the COIC update and approval process.

¢ Support the ORD update and approval process.

e Participate in the update, staffing, and approval of the
TEMP.

e Support COEA update efforts.
e Assist in the development of exit criteria.

e Plan and execute all required developmental and operational
tests.

e Develop and provide developmental IER or IAR to appropriate
decision makers.

e Develop and provide EOA, AOA, or OA to support intermediate
decision and MS IT decision.

Figure 4-9. Continuous evaluation activities during Phase |

MILESTONE II T&E REQUIREMENTS

Updated ORD.

Updated COIC.

Updated TEMP.

Developmental IER or IAR; EOA, AOA, or OA.

Figure 4-10. Milestone Il T&E Requirements

4-7. Milestone Il T&E Requirements _ phase.Developmental testing ascertains whether engineering is com-
Figure 4-10 contains the T&E requirements to support Milestone II. plete(including design and maintenance engineering), identifies de-
Section IV T&E Activities During the Engineering and Manufactur- sign problems, recommends redesign, ascertains that solutions are in

ing Development Phase (Phase II) hand, supports decision makers and provides recommendation as to
o readiness of the system to enter OT. It reduces design risks, sup-
4-8. Phase Il Activities ports the evaluation of the critical technical parameters, establishes

Approval at MS Il authorizes entry into the Engineering and Manu- contractual compliance, provides information for the type classifica-
facturing Development Phase (Phase Il). The key objective of Phas§jon determination, and validates general and detailed specifications,
Il'is to translate the design approach developed in Phase | into &tandards, and drawings for use in production. Operational testing

stable, producible, and cost-effective design. o determines the degree to which the system is operationally effective
a. Key acquisition eventsThe key acquisition activities con-  and suitable. The system design must be sufficiently mature to
ducted during this phase are depicted in figure 4-11. provide adequate support packages for testing, and to ensure that the

b. T&E activities.During this phase, the system (including neces- system tested is representative of the production system to enable
sary training devices, threat simulators, test equipment, and com-jajid assessments of the system which is expected to be produced. If
puter resources)is engineered, integrated, tested, evaluated,aagfh-rate initial production(LRIP) decision was made at MS II,
documented to assure that the system design is stable, the systefRen this phase may see the delivery of production systems for use

meets contract specifications and technical parameters, is operationn the |0T. Figure 4-12 illustrates the typical T&E planning, exe-
ally effective and suitable in its operational environment, meets usercyting, and reporting activities conducted in this phase.

requirements, and is ready for production. T&E is conducted on (1) Planning.
prototype, production-representative, or production systems. Both (3) As this phase is the most test-intensive phase of the acquisi-
developmental and operational tests are conducted during tf process, TIWGs should be held often, preferably prior to the
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execution of each test to ensure the test details are integrated anititerface connectivity, or extend to full-scale scenario-driven exer-
problems are resolved (see chap 8). If necessary, updates of theises with all interfaces connected. The IOT must be conducted on
ORD, STAR, and COIC will support the TEMP update, which can production or production-representative systems to support inde-
be conducted during these TIWGs, or at a specially designatedpendent evaluation of the system’s operational effectiveness and
TIWG.The TIWG should assist in the update of such other docu- suitability. The system tested must be sufficiently representative of
ments as the System MANPRINT Management Plan (SMMP) andthe expected production system to ensure that T&E validity supports
the Integrated Logistics and other supporting documentation forthe production decision.
decision authority approval at MS lll. Outline Test Plans (OTPS)  (3) Reporting. After each DT, the developmental tester writes a
must be developed and participation in the Test Schedule and Retest report (TR) and provides it to the independent developmental
view Committee (TSARC) is required if the planned testing requires eyajuator or assessor to use in developing the IER or IAR. The
user troops and resources(see AR 15-38). operational tester will prepare a TR after conduct of the FDTE. A
(b) Developmental and operational testing will be planned to Test and Evaluation Report (TER) will be developed by the inde-
provide data to support evaluations of the system in its intendedpendent operational evaluator after conduct of the IOT to provide a
environment. As early as possible in this phase, the existing develstatys of the system in support of MS IIl. Reports for Limited User
opmental IEP or IAP should be updated to reflect information resul- Tests (LUTSs) that are designed as less than full Initial Operational
ting from Phase | T&E activities and the MS Il decisionrest Evaluation (IOTE) equivalents may be reported by operational
review.Typical developmental tests include production-proveqfsessments (OAs) in lieu of a TER. An OA will be used by the
tests(PPTs), live-fire tests (for designated systems), logistics demoniygependent operational evaluator to report on system status at inter-

strations, and the Production Qualification Test (PQT). Also, for mediate decision reviews, or where a particular test is ongoing and
C3I systems haymg |nterques or |.n.ter(.)perabll!ty requirements ywth results are incomplete.
other systems, interoperability certification testing may be required.
TDPs will be developed for each DT by the independent develop-
mental evaluator or assessor, followed by the DTPs written by the
developmental tester. Developmental Test Readineﬁs
Reviews(DTRRs) shall be conducted, and the PM shall formally
certify via the Developmental Test Readiness Statement (DTRS
that the system is ready for the PQT to be conducted. Typical .
operational tests include Limited User Tests (LUTS) and the Initial Section vV . .
Operational Test(IOT). FDTEs may also be conducted in this phase.T&E Act|V|t!es During the Production and Deployment,
Except for FDTESs, the independent operational evaluator and opera—anOI Operations and Support Phases (Phases IIl and IV)
tional tester will develop a TEP for each operational test in this o
phase, and OTRRs and OTRSs are required prior to the start of eacfr—10- Phase lll and Phase IV Activities
test. The Director, Operational Test and Evaluation (DOT&E), Of- A favorable MS Il decision represents approval to build, deploy,
fice of the Secretary of Defense (OSD), will approve adequacy of and support the system, and authorizes entry into the Production and
IOT test plans for the OSD oversight systems prior to conduct of theDeployment Phase (Phase Ill). The key objective of Phase Il is to
test. establish a stable, efficient production and support base, and achieve
(2) Execution. The PPT can Consist Of a series Of tests on |es§n Operational Capablllty for the SyStem Wh|Ch Satisfies the miSSion
than System_leve| ComponentS, or on ear|y prototypes Of the Com_need. If a major modification or Upgrade is warranted as a result of
plete system. These tests should be tailored to meet the needs of theXE conducted in Phase I, an MS IV(Major Modification Ap-
specific program. The PQT is the principal developmental test in Proval) review will be held. Otherwise, Phase Il transitions
this phase, serving as the final developmental test prior to the 10T.smoothly into the Operations and Support Phase (Phase 1V) without
The C3lI interoperability certification test consists of simple demon- an intervening milestone.
strations using message analysis or parsing software with limited a. Key acquisition eventsThe key acquisition activities con-
ducted during these phases are depicted in figure 4-15.

c. Continuous evaluation activitiesigure 4-13 contains the CE
activities to be conducted during this phase.

9. Milestone Il T&E Requirements
)Figure 4-14 contains the T&E requirements to support MS Il
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ENGINEERING AND MANUFACTURING
DEVELOPMENT
Phase II
KEY ACQUISITION ACTIVITIES
Validate the manufacturing and production process.
Refinement of the AS.
Establish a proposed Production Baseline.

Establish system configuration baseline.

Demonstrate through testing that system capabilities meet

contract specifications, satisfies the mission need, and meets
the minimum acceptable operational performance requirements.

Demonstrate that the low-rate initial production provides

assurance that the design is stable and capable of being
produced efficiently.

Development of proposed program-specific exit criteria that

must be accomplished during Phase III, if appropriate.

Figure 4-11. Phase Il key acquisition activities
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CONTINUOUS EVALUATION (CE) ACTIVITIES DURING
ENGINEERING AND MANUFACTURING DEVELOPMENT
Phase II

e Continued participation in the TIWG.
e Support the COIC update and approval process.

e Support the ORD update and approval process (if
appropriate).

e Participate in the update, staffing, and approval of the
TEMP.

e Support COEA update efforts.
e Assist in the development of exit criteria, if appropriate.

e Plan and execute all required developmental and operational
tests.

e Develop and provide developmental IER or IAR to appropriate
decision makers.

¢ Develop and provide operational TER to support MS III
decision, and OAs to support intermediate decision reviews.

Figure 4-13. Phase Il engineering and manufacturing development

MILESTONE III T&E REQUIREMENTS

Updated ORD, if appropriate.

Updated COIC.

Updated TEMP.

Developmental IER or IAR; Operational TER and OA.

Figure 4-14. Milestone IIl requirements

DA PAM 73-1 « 28 February 1997



PRODUCTION AND DEPLOYMENT
Phase 111
OPERATIONS AND SUPPORT
Phase IV .

KEY ACQUISITION ACTIVITIES

e Update configuration baseline.

e Refinement of cost information.

e Through testing, confirm and monitor performance and quality
and verify correction of defieciencies.

e Ensure the fielded system continues to provide the
capabilities required to meet the identified mission need.

e Tdentify the need for major upgrades to the system currently
in production that require a MS IV, Major Modification
Approval, review.

Figure 4-15. Phase Ill and IV key acquisition activities

DA PAM 73-1 « 28 February 1997
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CONTINUOUS EVALUATION (CE) ACTIVITIES DURING
PRODUCTION AND DEPLOYMENT
Phase III
OPERATIONS AND SUPPORT
Phase IV

e Continued participation in the TIWG. .

e Plan and execute all required developmental and operational
tests.

e Develop and provide developmental IER or IAR to appropriate
decision makers.

e Develop and provide operational TER and OAs to support
intermediate decision reviews.

e Assist in the identification of deficiencies which may
warrant a MS IV (Major Modification Approval) review.

Figure 4-17. Continuous evaluation activities during Phases Il and IV

b. T&E activities.T&E shall be an integral part of the acceptance FOT. OTRRs and OTRSs are required before beginning a FOT.
and introduction of system changes to improve the system, react t@perational testing may not be required during Phase V. Results of
new threats, and reduce life-cycle costs. Production verification test-Army Training and Evaluation Programs (ARTEP), Field Training
ing and follow-on operational testing will be conducted to confirm Exercises (FTX), Return of Forces to Germany (REFORGER), and
and monitor performance and quality and to verify the correction of Sample Data Collection (SDC), are all sources of information which
deficiencies. These tests include testing on the complete systenthe independent operational evaluator can use to continually monitor
necessary to verify that requirements specified in the technical datdhe systems’ ability to meet the identified mission need.
packages and the production contracts for hardware or software are (2) Execution. The PVT is the principal DT in Phase lll. PVTs
met. Production testing also provides a baseline for follow-on post-are system-level tests conducted to verify that the production item
production testing. Feedback of test data, including sample datameets critical technical parameters and contract specifications, to
collection, is required to assess the as-built quality of the productiondetermine the adequacy and timeliness of any corrective action
items and to determine the need to change test methodology, equiphdicated by previous tests, and to validate the manufacturer’s facili-
ment, and facilities. Figure 4-16 illustrates the typical T&E plan- ties, procedures, and processes. The PVT will also provide a base-
ning, executing, and reporting activities conducted in these phasesline for the test requirements in the TDP for post-production testing.

(1) Planning. TIWG meetings should be held often, preferably Follow-on PVTs may be conducted as necessary if the production
before each test is executed to ensure the test details are integratdfocess or design is significantly changed or to verify the adequacy
and problems are resolved (see chap 8). Outline Test Plans (OTP$Nd timeliness of corrective actions indicated by the PVT. Compari-
must be developed and participation in the TSARC is required if theSOn tests and quality conformance (acceptance)inspections may be
planned testing requires user troops and resources(see AR 15-3ggonducted to verify that the contractor can manufacture an item
DT and OT will be planned to provide data to support evaluations Which meets the TDP in a production environment.The inter-
of the system in its intended environment. As early as possible inOPerability recertification test for C3l systems is conducted if major
Phase lIl, the existing developmental IEP or IAP should be updatedhardware and software modifications to the C3I system have been
to reflect information resulting from Phase Il T&E activities and the Made that impact on previously established joint interface require-
MS 1l decision review. Typical developmental tests in Phase Il Ments. DTs in support of PDSS for software intensive materiel
include the Production Verification Test (PVT), follow-on produc- SYStéms parallel those described for Pre-MSilil, but are usually ab-
tion tests, comparison tests, quality conformance inspections, c3iPreviated based on the number, magnitude, and complexity of the
interoperability recertification tests, and testing to support Post- medifications or maintenance. The FOT, the principal operational

Deployment Software Support(PDSS). TDPs will be developetSSt conducted during this phas'e, shall be conducted as necessary to
when applicable, for each test by the independent developmentaf'Suré that the production version of the performance and reliability
evaluator or asséssor followed by the DTPs written by the deVelop_lmprovement, evidences correction of deficiencies identified during

mental tester. DTRRs may be conducted to certify that the system i arlier tests, ensures that new problems have not been injected by
ready for the PVT to be conducted. DT in Phase IV consists of post- he production process, and determines overall readiness of the sys-

production testing, a follow-on to production testing, and includes tem to be fielded. For software intensive systems, the FOT typically

those surveillance and reconditioning tests required to measure thg®Ives as the operational test in support of PDSS.

i S . : : (3) Reporting. After each DT in Phase Ill, the developmental
ab'!'ty of m_aterlel in th? field, In storage, and after maintenance tester writes a TR and provides it to the independent developmental
actions (to include repair, rebuild, retrofit, overhaul, and modifica-

tions) to meet user requirements. The typical operational test Con_evaluator or assessor {0 use in developing the IER or IAR. A TER
ducted in Phase Ill is the Follow-on Operational Test (FOT). The will be developed by the independent operational evaluator to pro-

h . vide a status of the system resulting from the FOT. An OA will be
independent operational evaluator and tester develop a TEP for th%sed by the independent operational evaluator to report on system
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status at intermediate decision reviews, or if the FOT is ongoing and f. This chapter provides a comprehensive and chronological list-

results are incomplete. ing of T&E activities from which an efficient and effective T&E
c. Continuous evaluation activitieBigure 4-17 contains the CE  strategy can be built for a given information system. It is not
activities to be conducted during Phase Il and Phase IV. intended that all programs include all activities. The T&E strategy
selected should be commensurate with the degree of complexity and
4-11. Milestone IV T&E Requirements maturity of the program.
A MS IV, Major Modification Approval, review is required only if g. The phases and milestones for the life-cycle system manage-

major upgrades to the system currently in production are warrantedment model for information systems are illustrated in figure 5-1.
This need may be brought about by a change in the system'’s threat,

a major deficiency identified during FOT or operational training and 5-2. pPre-Milestone 0 Activities

support, or by an opportunity to reduce the cost of ownership. If apuring this phase the mission need is defined, documented, and
major modification program is approved, the milestone decision validated. This phase begins when a mission deficiency is identified
authority will determine which acquisition phase the program should or an opportunity is recognized to improve mission performance.
enter (see DoDI 5000.2). This phase ends at MS 0, which formally approves the Mission
Need Statement.

a. Key acquisition eventtn this phase, the functional proponent
(FP) determines whether a mission deficiency or an opportunity to
. . . improve an information system is important enough to warrant fur-
Test and Evaluation in Support of the Information ther analysis and development of a system. The FP ensures that
Mission Area proper planning and evaluation are successfully carried out. The key
Life Cycle System Management Model acquisition activities conducted during this phase are depicted in

figure 5-2.

b. T&E activities. T&E is usually not conducted until after the

MS | decision.However, in those cases where T&E may be applica-

ble, T&E generally consists of demonstrations to assist in the identi-
f fication of mission deficiencies; evaluation of the impact of the
ficiencies on the performance of the mission; and evaluation of

Chapter 5

Section |
Start-up Test and Evaluation Activities

5-1. Overview

a. T&E is an essential activity in support of the acquisition o
information systems, that incorporate information technology; " ’ > ; .
whether they evolve, are acquired, or are developed. These informal e impact of ess_entlal functlonal and technical constraints affecting
tion systems belong to the Information Mission Area (IMA)diROtential alternative solutions. ) o
sciplines discussed in AR 25-3. T&E in support of the IMA life c. Con_tlnuous evalu_atlon activitiest _appllcable,_ CE actlvme_s_
cycle process plays a key role in the information systems, providingd_ur'”g this phase consist of an eval_uapon of the impact of deficien-
data to assist in their selection, development, acquisition, use, main&i€S on the performance of the mission.
tenance and support. T&E strategies should be developed in order t . .
support program strategies such as grand design, incremental, ang_3- Milestone 0 T&E Requirements . .
evolutionary (see DoDI 8120.2). T&E is inherent in the activities '€ MNS must be developed and submitted to the milestone deci-
that provide new information technologies to be exploited: it is used Sion authority for approval.
to support the selection of best solutions to satisfy an IMA deficien-
cy; and it verifies that the Army is designing, developing, produc-
ing, deploying, and maintaining information systems that satisfy the
users’ needs.

b. Comprehensive developmental testing (DT) and operational

5-4. Phase 0 Activities

A successful MS 0 decision allows the program to advance into the
Concept Exploration and Definition Phase (Phase 0). Phase O iden-
tifies and evaluates alternative functional and technical concepts that
testing (OT) shall be conducted on all information systems. Early Satisfy the approved MNS, and, based on the resuits of these evalua-
detailed software T&E planning is critical to meaningful evaluations tions, selects t_hg_best functional ‘or techn_lc_a_l concept.

and assessments, as well as to the successful development of the @ K€y acquisition eventsThe key acquisition activities con-
system. The T&E strategy shall specify the impact on risk of the ducted during this phase are depicted in figure 5-3.
technologies and processes selected for system development during P- T&E activities.Initial planning for T&E shall begin in this

the entire life cycle of the system. Test methodologies shall includePhase, including the establishment of requirements for independent
realistic software test environments and scenarios. T&E and quality assurance programs. Modeling and simulation,

c. Developmental test and evaluation (DT&E) shall be planned rapid prototyping, and any other techmques shall be considered to
and incorporated into the information system’s development process®duce program risks and future costs. Metrics for cost and schedule
to verify conformance to technical specifications and performance Shall be developed and integrated into the T&E strategy. In those
attributes to technical objectives and requirements. DT&E shall en-Cases where T&E is necessary, it will support the evaluation of
compass the system hardware, software, code documentation, usefdternative concepts that satisfy the approved MNS and support the
manuals, training material, interfaces, compatibility, and int&glection of the best functional or technical concept. Figure 5-4
operability with existing or planned systems. Operational test andillustrates the _typlca! planning, execution, and reporting activities
evaluation (OT&E) shall examine system effectiveness and suitabil-conducted during this phase.
ity under operationally realistic conditions when the system is oper- (1) Planning. The PM shall establish the TIWG during this phase
ated by typical users. In addition, the OT&E should address the(see chap 8). The functional description (FD) will be developed and
system’s compatibility and interoperability with users and other used together with the MNS to develop and finalize initial COIC.
systems. The preliminary TEMP will also be developed by the TIWG. T&E

d. Continuous evaluation (CE) as discussed in chapter 2 is aplanning will be incorporated in the acquisition strategy, the System
major ingredient of the T&E which supports the IMA acquisition Decision Paper (SDP), and other supporting documentation for the
process. It should begin as early as the Project Managem@iestone decision review for MS I.

Plan(PMP) process and continue through the system’s post deploy- (2) Execution. Typically no developmental or operational testing
ment activities. is conducted during this phase.

e. Most large information systems are not fielded in one incre- (3) Reporting. If appropriate, an Early Operational Assessmen-
ment. Usually the program manager develops a block development(EOA) or Abbreviated Operational Assessment (AOA) may be re-
and fielding strategy. Each block will require appropriate T&E to quired to assess the potential of the selected concept with respect to
ensure that the acquisition objections are being met. operational effectiveness and suitability.
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c. Continuous evaluation activitieigure 5-5 contains the CE integrated into the T&E strategy. TIWG meetings should be held as

activities to be conducted during this phase. required to continue planning for developmental and operational

T&E(see chap 8). Figure 5-12 illustrates the typical T&E planning,
5-5. Milestone | T&E Requirements execution, and reporting activities conducted during this phase.
Figure 5-6 contains the T&E requirements to support MS I. (1) Planning.

. (a) As early as possible in this phase, the independent develop-
Section IV ) ) o mental evaluator shall develop an IEP to support the developmental
T&E Activities During the Demonstration and Validation evaluation of the system in this phase. Typical developmental tests
Phase(Phase 1) include software development tests (SDT) and the software qualifi-

cation test (SQT). Also, for C3l systems having interfaces or inter-
> . operability requirements with other systems, interoperability
A successful MS | decision allows the program to advance into theCer ification testing may be required (see chap 4).A TDP will be

Bt s o lomions o 1 sy beloped fo th Sofvare quaificaton test. olowed by the TP
P P written by the developmental tester. DTRRs and DTRSs are re-

system and to validate the selected system design.Commercial-off-_ . ) . R .
) : : : quired prior to execution of the software qualification test. Typical
the-shelf (COTS) software may be considered during this phase tooperational tests include the LUT and the IOT. The independent

support the selected acquisition strategy.Consequently, the assocly erational evaluator and the operational tester jointly develop a

ated T&E strategy should consider commercially availab . . .

: .- P for each operational test in this phase. OTRRs and OTRSs are
benc_hmarks in order to develop the most efficient test strategyrequired to veF;ify that the systemp is ready for the IOT to be
po:sﬁ&lg)./ acquisition eventsThe key acquisition activities con- conducted.

) . : ; — — (b) The SDT, SQT, and either the LUT or 10T form a testing
dugteg&tlizuggtgij\/itt?elss ﬁgésv?/illagi d%pr)tlctthe g CIQmFI%LtIir:n 5of7tl.1 e techni.  Seauence for an information system of specified functionality. If the
' : pp P cquisition strategy separates this system into multiple blocks of

cal specifications and support those remaining demonstration an unctionality, then this sequence is repeated for each resulting block
prototyping activities. Adequate T&E shall be accomplished to com- In this case, each iteration terminates with the LUT, with the excep-

plete the identification of the technical risks associated with the . f the last iteration during this oh hich terminat ith th
selected design, and shall establish realistic system performance an 'rl]'OOthgrvsiss el etreitli?lr;] clérr;r;?stslf)fpor?lilebr\:ve Ii(t:era?iro?r:)af‘ ?r?e\,\f[lesting
suitability thresholds. Modeling, simulation, and prototyping are en- sequence and terminates with the 10T, TIWG meetings should be

couraged to support an EOA or AOA prior to MS Il.In addition to . A .

the metrics developed in the previous phase, metrics for computerhGId as required to continue planning for developmental and opera-

resource utilization (CRU), software engineering environmeliJﬁ?nal T&E (see chap 8).

(SEE), requirements traceability, and requirements stability shall be _ (€) The DOT&E will approve the adequacy of the IOT TEP for

developed and integrated into the T&E strategy.Figure 5-8 illus- OSD MAISRC systems prior to the conduct of the test. The TEMP

trates the typical T&E planning, execution, and reporting activities MUt be updated to support the MS il decision, and if necessary,
the COICs are also updated. OTPs must be developed and participa-

conducted during this phase. e - ; . . )
(1) Planning. TIWG meetings should be held as required to con-tion in the TSARC process is required if the planned testing requires
user troops and resources (see AR 15-38).

tinue planning for developmental and operational T&E, and to up- : ; : .
date the TEMP in support of MS II. The FD will be finalized and  (2) Execution. Developmental tests in this phase include SDTs
used to update the COIC. and the SQT. SDTs, which consist of unit or module tests and cycle

(2) Execution. Typically no developmental or operational testing © system tests, concentrate on thg functional and technical correct-
is conducted during this phase. ness of the information system. Unit or module tests are executed on

(3) Reporting. An EOA or AOA, based on demonstrations, mod- local Festbed hargiware using .ben.chmark. test files. chle or system
eling, simulation, and other analytical techniques, will be provided tests involve testing the combination of linkage of units or modules

by the independent operational evaluator in support of the Ms | N0 major processes. The SQT, a total system test, follows to
decision review. validate the system on target hardware with user involvement. The

c. Continuous evaluation activitieSigure 5-9 contains the CE developme_ntal tester conducts this test using live data files supple-
activities to be conducted during this phase mented with user-prepared data and executed on target hardware.
' The PM shall formally certify via the DTRS that the system is ready

5-6. Phase | Activities

5-7. Milestone Il T&E Requirements for the SQT to be conducted. In recognition of the need to make
Figure 5-10 contains the T&E requirements to support MS II. limited changes to software at the test site, the PM may negotiate a
number of software drops with the operational tester and evaluator.
Section V It is also usual to leave an information system at the user site after a
T&E Activities During the Development Phase (Phase II) favorable LUT or IOT for use as a continuous evaluation testbed
pending a formal fielding decision.The TIWG plans for this and
5-8. Phase Il Activities documents it in the TEMP. A signed memorandum of agreement

A successful MS Il decision allows the program to advance into theafter completion of the test among the program manager, opera-
Development Phase (Phase IlI). The purpose of Phase Il istibmal evaluator, and testing unit will confirm the use of the system
develop the information system, test the total system to ensure itas a testbed.

satisfies the user's requirements, and to prepare the information (3) Reporting. The developmental tester writes a TR after the

system for deployment. SQT and provides it to the independent developmental evaluator for
a. Key acquisition eventsThe key acquisition activities con- input into the IER. The independent operational evaluator shall
ducted during this phase are depicted in Figure 5-11. write an OA after each LUT, and a TER after the I0T. An OA will

b. T&E activities. T&E will be conducted during this phase to be written if any operational test is incomplete or a review prior to
determine the degree to which the system meets technical specificaMS Il is requested. Before the MS Ill review, the results of testing
tions, meets user requirements, and to provide a valid estimate ofhall confirm that all deficiencies have been identified;that solutions
the system’s safety, operational effectiveness and suitability in theto these problems are available; and that the system tested is effec-
user environment in support of a MS Ill fielding decision. T&E may tive and suitable for its intended use.
also include testing required to confirm that all deficiencies have c¢. Continuous evaluation activitieBigure 5-13 contains the CE
been identified and that solutions to these problems are availableactivities to be conducted during this phase.

All remaining required software metrics shall be developed and
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5-9. Milestone lll T&E Requirements Il, the SCP is left at the user site after a favorable acceptance test

Figure 5-14 contains the T&E requirements to support MS Ill. pending the distribution of the change to all other sites. This action
is documented when the MACOM attendees sign the MOA at the
Section VI conclusion of the UAT.
T&E Activities During the Production and Deployment, (3) Reporting. The independent operational evaluator writes a
and Operations and Support Phases (Phases Ill and V) TER if either an FOT or LUT is performed. Before the SCP is
. released, the results of testing shall confirm that all deficiencies
5-10. Phase Il and Phase IV Activities have been identified; that solutions to these problems are available;

A successful MS Il decision allows the program to advance into the
Production and Deployment Phase (Phase IlIl). The purpose of Phasguitable for their intended use.
lll'is to complete development of the objective system and field it .~ ntinuous evaluation activitieBigure 5-17 contains the CE
according to the approved fielding plan. Transition into the Opera- activities to be conducted during this phase

tions and Support Phase (Phase V) occurs when program control is '
passed from the PM/MATDEYV to the Operations Manager.There iSg_11  Milestone IV T&E Requirements

no milestone required for this action. Phase IV objectives are tOFigure 5-18 contains the T&E requirements to support MS IV. At
operate and maintain the system, evaluate its effectiveness and bengis v a decision is made to continue operation and support

fits, implement the short-term post deployment modernization plan’modernize, or terminate the AIS. Depending on the decision, the

and plan for !ong-tern& mlodernizatio?tWThe majority of ggase IV information system re-enters the life cycle at either Phase 0 (mod-
activities are in post deployment software support (PD ): ernize) or Phase IV (continue operation and support), or is
a. Key acquisition eventsThe key acquisition activities con- o minated.

ducted during these phases are depicted in Figure 5-15.

b. T&E activities.T&E will be conducted to support the comple-
tion of the objective system development; fielding and operation of
the information system; evaluation of the effectiveness and benefits
of the system; implementation of the short-term post deployment
modernization plan; and the long-term existing modernization. T&E
will also be conducted to support PDSS, by testing the modifica-
tions to and the maintenance of software in deployed systems.
TIWG meetings should be held as required to continue planning for
developmental and operational T&E (see chap 8). Figure 5-16 illus-
trates the T&E planning, execution, and reporting activities con-
ducted during these phases.

(1) Planning.

(@) The independent developmental evaluator shall update the
IEP to support the developmental evaluation of the system in these
phases. As in Phase I, typical developmental tests during these
phases are SDTs and the SQT, C3l interoperability recertification
tests (see chap 4), and testing to support Post deployment Software
Support (PDSS). Typical operational tests include the LUT and
FOT, and a functional proponent-conducted user acceptance test
(UAT)which is limited in scope relative to the FOT. As in Phase II,
the appropriate developmental and operational test planning docu-
mentation shall be written and reviews conducted.

(b) In those cases where the system acquisition strategy calls for
the fielding of additional blocks of functionality, the SDT, SQT, and
either the LUT or FOT form the testing sequence. This sequence is
repeated for all additional blocks. In this case, each iteration termi-
nates with the LUT, with the exception of the final iteration, which
terminates with the FOT. Otherwise, testing consists of only one
iteration of the testing sequence and terminates with the FOT.

(c) The PDSS implementations of these tests involve iterations of
sequences of testing as described in (b) above, however, each itera-
tion concludes with a UAT. These iterations test the current system
change package (SCP) in progress and are intended to test only that
functionality modified by each SCP. A Memorandum of Agreement
(MOA) is developed prior to the UAT and used to document the
major command acceptance after a favorable UAT. In those cases
where a system modification creates significant operational effec-
tiveness or suitability issues requiring independent operational eval-
uation, the test iteration concludes with an FOT or LUT as
appropriate instead of an UAT.

(2) Execution. During both phases, a cycle consisting of SDT,
SQT, UAT, and distribution to the user is repeated, one iteration per
SCP. After the SDT, the PM shall certify that the system is ready
for the software qualification test to be conducted. A readiness
review is also held after the SQT to determine whether to proceed to
the UAT, involving the PM, FP, tester, and evaluator.The UAT is
replaced with an FOT or LUT in those situations where independent
operational evaluation is needed. In recognition of the need to make
limited changes to software at the test site, the PM may negotiate a
number of software drops with the tester and evaluator. As in Phase

and that the items or components actually tested are effective and
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MILESTONE 0 MILESTONE | MILESTONE 1! MILESTONE INl MILESTONE 1V

CONCEPT .
EXPLORATION | DEMONSTRATION PRODUCTION OPERATIONS

DETERMINATION AND AND AND AND
OF MISSION DEFINITION VALIDATION DEVELOPMENT | DEPLOYMENT SUPPORT
NEEDS (PHASE 0) {PHASE I) (PHASE ) (PHASE Ili) (PHASE IV)

Figure 5-1. Life cycle management model for information systems

" DETERMINATION OF MISSION NEEDS
KEY ACQUISITION ACTIVITIES

e Identification of mission deficiencies or improvement
opportunites.

e Identification of essential functional, technical, and
financial cornstraints and assumptions which affect potential
alternative solutions.

e Integration of the results of these activities into the
MNS.

Figure 5-2. Determination of mission needs key acquisition activities

CONCEPT EXPLORATION AND DEFINITION
Phase 0
KEY ACQUISITION ACTIVITIES

e Assessments of alternative functional and technical
concepts. :

e Selection of the best functional or technical concept to
satisfy the mission need.

e Evaluation and selection of the appropriate acquisition
strategy to implement the recommended programn.

e Initial planning for the design, development, testing,
deployment, training, maintenance, and modernization {if
appropriate) of the proposed information system.

Figure 5-3. Phase 0 key acquisition activities
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Figure 5-4. Phase 0 conception, exploration, and definition
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CONTINUOUS EVALUATION (CE) ACTIVITIES DURING
CONCEPT EXPLORATION AND DEFINITION PHASE
Phase 0

e Determine if the system requirements are testable, and that
measurable criteria are established.

e Ensure that user requirements are traceable to the system
specifications.

e Ensure that the cost and schedule software metrics are
properly developed and incorporated into the T&E strategy.

e Develop and provide EOA to appropriate decision makers.

Figure 5-5. Continuous evaluation activities during Phase O

MILESTONE I T&E REQUIREMENTS

e Updated and revalidated MNS.
e Draft FD.
e Initial COIC.

Preliminary TEMP.

Figure 5-6. Milestone | test and evaluation requirements

DEMONSTRATION AND VALIDATION
Phase I
KEY ACQUISITION ACTIVITIES

e Ensure that the system design is based on functional
requirements, including the FD.

e Integrate of results of remaining demonstrations and
prototyping activities into the system design.

e Select modern development technologies to be used in system
development.

e Develop a product baseline in accordance with the CMP.

Figure 5-7. Phase 1 key acquisition activities
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CONTINUOUS EVALUATION (CE) ACTIVITIES DURING
DEMONSTRATION AND VALIDATION PHASE
Phase 1

e Ensure that the requirements in the FD, and MNS are
traceable to the system specification and among each other.

e Ensure that performance and suitability thresholds have
been properly determined and are reflected in the TEMP.

e Ensure that the required software metrics are properly
developed and integrated into the T&E strategy.

e Develop and provide EOA to appropriate decision makers.

Figure 5-9. Continuous evaluation activities during Phase |

MILESTONE II T&E REQUIREMENTS

e Finalized and validated FD.

Updated COIC.

Updated TEMP.

EOA provided by the independent operational evaluator.

Figure 5-10. Milestone Il test and evaluation requirements

DEVELOPMENT
Phase II
KEY ACQUISITION ACTIVITIES

e Full-scale information system development.

e Conduct developmental and operational testing to validate
that the system design is stable and that it meets user
functional requirements.

e Validate that the information system is ready for
peacetime, mobilization, and wartime operational use.

e Plan for deployment, training, operations, maintenance, and
logistic support of the information system.

Figure 5-11. Phase Il key acquisition activities
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Figure 5-12. Phase Il development
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CONTINUOQUS EVALUATION (CE) ACTIVITIES DURING
DEVELGPMENT PHASE
Phase II

e Continue participation in the TIWG and TEMP update process.

e Plan and execute all required developmental and operational
tests. '

e Ensure that all required software metrics are properly
developed and integrated into the T&E strategy.

e Develop and provide developmental IER to appropriate
decision makers.

e Develop and provide OA to support intermediate decisions.

e Develop and provide TER to support MS III decision.

Figure 5-13. Continuous evaluation activities during Phase Il

MILESTONE III T&E REQUIREMENTS

e Developmental IER, operational TER.
e Updated COIC (if necessary).

e Updated TEMP.

Figure 5-14. Milestone Il test and evaluation requirements
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PRODUCTION AND DEPLOYMENT
PHASE III,
OPERATIONS AND SUPPORT
Phase IV
~«EY ACQUISITION ACTIVITIES

e Transition planning from the PM/MATDEV to the information
system Operations Manager.

e Availability of resources to satisy the requirements of the
proposed deployment schedule and full operations and
maintenance.

e Postdeployment operational assessment planning for the MS IV
decision review.

‘e Planning for existing system modernization assessment.

e Effective operating procedures are developed to evaluate
benefits, correct malfunctions, and respond to user needs.

Figure 5-15. Phases Ill and IV
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Figure 5-16. Phase Il production and support; Phase IV operations and support
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CONTINUOUS EVALUATION (CE) ACTIVITIES DURING
PRODUCTION AND DEPLOYMENT AND
OPERATIONS AND SUPPORT
Phase III and Phase IV

e Continue participation in the TIWG.

e Plan and execute all required developmental and operational
tests.

e Develop and provide developmental IER to appropriate
decision makers.

e Develop and provide operational TER and OAs to support
intermediate decision reviews.

Figure 5-17. Continuous evaluation activities during Phases Il and IV

MILESTONE IV T&E REQUIREMENTS

» Developmental IER, operational TER.

Updated COIC (if necessary).

Updated TEMP.

Any OAs (as necessary).

Figure 5-18. Milestone IV test and evaluation requirements

Chapter 6 demonstrators are typically premilestone 0 efforts to demonstrate
Test and Evaluation in Support of System Changes, and evaluate technical feasibility and performance of a new technol-
Reprocurements, and Science and Technology ogy (ATD) or to evaluate the military potential of a new technology
Development and Transition or concept (ACTD).

Section | Section |l

Introduction System Change Management

6-1. System Changes 6—-4. Definition of System Changes

A system change encompasses all hardware, firmware, and software a. Changes to an existing system consist of modifications and
modifications or upgrades to materiel and information systems afterupgrades. A modification is a change to a system which is still in
the Milestone IlI decision, except Class Il Engineering Change Pro-production. An upgrade is a change to a system which is out of
posals (ECP) for materiel systems. System changes apply only tdroduction. Changes can be improvements to system capabilities or

systems either in full-rate production or out of production. fixes to correct deficiencies after the system Milestone Ill.Changes
before Milestone IIl are part of the system acquisition program.
6-2. System Reprocurements b. A major modification is defined as a program that in and of

Reprocurements apply to systems procured to a Government conitself meets the criteria of Acquisition Category | (ACAT 1) or
trolled technical data package (military standard item) and thoseACAT Il or is designated as such by the milestone decision author-
procured to a system performance specification (non-developmentalty (see DoDI 5000.2). A major modification (Milestone V) review
item). Reprocurement of an item is authorized when a continuingis held to approve a major modification and to determine which
need has been identified and validated by the combat developer ofcquisition phase the major modification program should enter.
functional proponent and, when applicable, the milestone decision c. System modifications and upgrades include multi-system

authority (see ARs 70-1 and 25-3). changes (that is, application of a common technology across multi-

ple systems), block changes, preplanned product improvements,
6-3. Science and Technology Development and Class | Engineering Change Proposals (ECP) per MIL STD 973,
Transition and System Change Packages (SCP).

Technology advances which are not modifications or upgrades to d. Software changes to deployed systems are typically generated
systems, either in full-rate production or out of production, typically because of latent defects, doctrinal requirements, threat changes,
take the form of Advanced Technology Demonstrators (ATDs)or weapon or munitions upgrades, interoperability requirements, prod-

Advanced Concept Technology Demonstrators (ACTDs). Theset improvements and new system functions. Change requests are
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normally generated by the using agency, combat developer, or funcThose change programs which are major modifications normally
tional proponent and forwarded for approval, prioritization, ameenter the acquisition process prior to Milestone Il with appropri-
implementation. ate milestone decision reviews and acquisition documents.

b. Changes with operational impacthese changes correct an

6-5. Levels of Management of System Changes : . :
Changes to system hgardware firn):ware and goftware are manage8perat|onal deficiency, reduce operations and support costs, or sup-
! ' port continued procurement. The change does not increase opera-

at one of four levels depending on the cost, complexity, criticality or .

oversight. The change process has four levels of management agonal functions to satisfy existing operational requirement per a

follows: Milestone Il approved acquisition strategy preplanned product im-
a. Changes with the Configuration Control Board (CCB) or Con- Provement requirement or respond to a new or revised operational
figuration Manager (CM) as the decision authority. requirement. The change is determined by the combat developer or

b. Changes with a program manager (PM) assigned the decisiorfunctional proponent to have (or have significant potential for) oper-
authority (based on CCB recommendation). The term “progré#ional impact, either effectiveness or suitability.
manager” is used to indicate the actual manager of the change c. Changes with no operational impadtese changes are con-
effort. The program manager could be a PM or project officer for figuration changes with either no or insignificant operational impact.
systems that have not transitioned into production, or the item man-The change either reduces operation and support cost or supports
ager for developed systems (that is, pre-planned product improvecontinued production. The change may be a significant configura-
ment changes). Changes to systems that have transitioned {i@® change without operations impact for which the combat
production but that require a significant effort may be assigned to ageveloper, logistician, or functional proponent have no significant

PM f_o_r development or implementation. In these cases, the initial logistics concerns. These changes do not respond to a new or re-
activities of the change effort will be conducted by the item man- \igeq operational requirement.

ager until assignment of a PM.
c. Changes with a Program Executive Officer (PEO) or Major . . .
Subordinate Command (MSC) commander as decision authorb; y7' Test and Evaluation for System Changg Programs
(based on recommendation from CCB, PM, or In-Process Review” valid T&E program for system changes will be developed and
(IPR) as appropriate). documented in accordance with the DoDI 5000.2, DoD 5000.2—M,
d. Changes with the Army Acquisition Executive (AAE) as deci- AR 73-1, this pamphlet, and supporting documentation. The actual
sion authority (based on recommendation from an Army System T&E strategy developed for a given change will depend on the
Acquisition Review Council (ASARC) or Major Automated Infor- impact of the change. All system changes must undergo evaluation,

mation System Review Council (MAISRC)). and most will require some level of testing to gather the requisite
data.
6-6. Classification of System Change Programs a. T&E strategies for system changes vary depending on whether

Three classes of system change programs apply for test and evalugre mogification or upgrade is classified as having significant opera-
tion %J':poses. ith sianif ional i h h tional impact, having operational impact, or having no operational

a. anges with significant operational impagtiese changes impact. For those changes with operational impact(significant or
typically respond to a new or revised operational requirement or areotherwise), independent evaluators must draw upon military expert-

preplanned product improvements to fill existing operational re- ise, systems acquisition knowledge, and current Army policy when
quirements, and provide increased operational functionality. Thesemaking recommendations for T&E strategy to the TIWG. The

changes normally entail major technical configuration changes and h ' LS ) - e
have significant operational effectiveness and suitability impa(f,jf.ec_kl'st at ﬂgl.”e 6-1 V\.".” a'.d in determining which classification
applies to a given modification.
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SYSTEM CHANGE CLASSIFICATION CHECKLIST

1. IS THIS CHANGE IN RESPONSE TO A NEW OR REVISED OPERATIONAL
REQUIREMENT (AN MNS FOR AIS OR AN ORD.FOR MATERIEL SYSTEM)?

IF "YES" - SYSTEM CHANGE WITH SIGNIFICANT OPERATIONAL
IMPACT
IF "NO" - GO TO QUESTION 2

2. IS THE CHANGE A PREPLANNED PRODUCT IMPROVEMENT LISTED IN
THE CURRENT APPROVED ACQUISITION STRATEGY FOR THE PURPOSE OR
ACHIEVING EXISTING OPERATIONAL REQUIREMENTS?

IF "YES" - SYSTEM CHANGE WITH SIGNIFICANT OPERATIONAL
IMPACT
IF "NO" - GO TO QUESTION 3

3. DOES THIS CHANGE AFFECT SYSTEM OPERATIONAL
CHARACTERISTICS, PERFORMANCE OR TACTICAL EMPLOYMENT AND
LOGISTICS SUPPORT BY THE USER?

IF "YES" OR "NOT SURE" - GO TO QUESTION 3A
IF "NO" - SYSTEM HAS NO OPERATIONAL IMPACT
(GO TO QUESTION 4)

3A. BASED ON COORDINATION WITH USER REPRESENTATIVE, IS AN NEW
OR REVISED OPERATIONAL REQUIREMENT (A MNS FOR AIS OR AN ORD
FOR MATERIEL SYSTEM) NEEDED? ‘

IF "YES" - SYSTEM CHANGE WITH SIGNIFICANT OPERATIONAL
IMPACT
IF "NO" - GO TO QUESTION 3B

3B. BASED ON COORDINATION WITH USER REPRESENTATIVE, DOES THE
CHANGE HAVE OPERATIONAL IMPACT?

IF "YES" - SYSTEM CHANGE WITH OPERATIONAL IMPACT
IF YNO" - SYSTEM HAS NO OPERATIONAL IMPACT
(GO TO QUESTION 4)

Figure 6-1. System change classification checklist
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SYSTEM CHANGE CLASSIFICATION CHECKLIST, continued

4. DOES THIS CHANGE SIGNIFICANTLY ALTER THE CONFIGURATION OF
THE SYSTEM OR END ITEM IN ANY OF THE FOLLOWING AREAS?

® TECHNICAL MANUALS

® TMDE OR TEST PROGRAM SETS

® SPECIAL TOOL SETS

® TRAINING DEVICES

® RAM CHARACTERISTICS

® TECHNICAL SURVIVABILITY, VULNERABILITY, OR LETHALITY
CHARACTERISTICS

® HUMAN FACTORS OR SAFETY CHARACTERISTICS

® NEW OR NOT FULLY DEVELOPED TECHNOLOGY EMPLOYED
® INTEROPERABILITY

® MULTISERVICE IMPACT

IF "YES" - SYSTEM WITH SIGNIFICANT TECHNICAL CHANGE
IF "NO" - SYSTEM WITH OTHER TECHNICAL CHANGES ONLY

Figure 6-1 (PAGE 2). System change classification checklist--continued

b. T&E is conducted to ensure that the change achieves theproduction. This could include a cut into an existing production line,
desired effect without degrading performance, reliability, safety, or procurement of Modification Work Order (MWO) kits, or new im-
system logistical characteristics. Adequate T&E will be conducted proved system production. The specific tests would be those appro-
on all changes. The level of T&E required to verify each change priate for the technical issues and, when applicable, to the
will vary from one change to another depending on the extent of theacquisition phase. These include TFT, EDT, PQT, LD and LFT as
change and the effect of the change on technical characteristics angpplicable to the change. A tailored PQT (including inspection, test,
operational effectiveness and suitability. or series of tests) may be conducted on a proposed change during

¢. As a general rule, some form of developmental test and evalu-system production to confirm the achievement of specified technical
ation (DT&E) will apply to all system changes. If there is any parameters (including embedded software performance) and any re-
change in the operational performance envelope, then an appl’oacguirements for compatibility or interoperability with remaining com-
consisting of DT&E and operational test and evaluation (OT&E)n- ponents, subsystems, and systems prior to the approval of the
ormally applies. If there is no operational impact, then normally proposed configuration change. Likewise, an LD may be used to

only DT&E applies. Between these two extremes, the T&E require- yerify adequacy of the modified logistics package for system
ments are determined by coordination with the TIWG members. changes during production.

d. In all cases, the need for and intensity of the testing must (2) Postmilestone 1l developmental tests (AR 73-1) apply to

reflect the level of the evaluation required to address the impact Ofsystem changes to be verified during a new or existing production.
incorporating the change. In particular, for computer resources (soft-

ware, hardware, or firmware), the proportion of the change and theThe T&E strategies are |nteg_rated W.'th ongoing and planned pro-
criticality of affected computer software units must be considered. curements 1o provide appropriate verification of the change. These

include PVT, comparison test, quality conformance inspection, and
6-8. Testing in Support of Change Programs C3l interoperability recertification test. The PVT is most frequently
Changes to materiel systems and information systems may requir@sed since this is the initial test during procurement, but other tests
developmental and operational testing, depending on the level of thgnay be applicable dependent on the stage of procurement. A com-
change as described in paragraph 6-7. parison test could be used as final confirmation of a modification

a. Changes to materiel systems. during production with a tailored PQT providing initial confirmation

(1) Premilestone 1l developmental tests (AR 73-1) apply as ap-for cut into production.Developmental tests in support of Post
propriate to verify achievement of change objectives without degra- Deployment Software Support(PDSS) for software intensive mate-
dation in other technical areas before decision to releaserigb systems parallel those described for premilestone Ill, but are
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usually abbreviated based on the number, magnitude, and complexresulting in significant operational impact to the system. This would
ity of the modifications or maintenance. normally result in developing a T&E strategy as outlined in para-

(3) Premilestone Il operational tests (AR 73-1) apply to system graph 6—8b, however, the test iteration for any interim block (that is,
changes which have significant operational impact or when other-a block not resulting in the objective system or capability) concludes
wise determined necessary by the TIWG and included in an ap-with a LUT. The test iteration for the final block which results in
proved TEMP to support acquisition decision reviews. Normally the objective system or capability concludes with an FOT.
these programs reenter the acquisition process before Milestone (2) In addition, any test iteration may conclude with an FOT
lll.These tests include EUTE, LUT, and IOT. The specific testing when major changes to the information system baseline occur, since
required would be that appropriate for the acquisition decision. the magnitude of change may create an essentially different sys-

(4) The postmilestone Il FOT applies to system changes to betem.Criteria for determining a major baseline change consist of a
verified during a new or existing production. The test is conducted total estimated budgetary cost for the change greater than $5 mil-
on system changes when the need for such a test is identified by théon; a significant change in program cost, schedule, performance,
TIWG and included in an approved TEMP for the changes. operational capability or to the COIC as determined by the CCB; or

(5) The Concept Evaluation Program (CEP) is a TRADOC con- high-level interest (for example, DOD, Congress). The USAOPTEC
trolled experimentation program used to evaluate materiel conceptgietermines whether conditions satisfying any of these criteria re-
for defining operational requirements. TRADOC may use a CEP quire an FOT.

Test to define requirements for a change.

(6) FDTE is a TRADOC controlled test and experimentation pro-
gram that may be used to support development and release o
doctrinal, training, leader development, and materiel requirements
products. TRADOC may use FDTE as required for system change
programs.

b. Changes to information system&ppropriate T&E will be
conducted to support changes to information systems by testing th

6-10. Test and Evaluation for Changes Having

perational Impact
f the case described in paragraph 6-9 does not apply, but the
combat developer or functional proponent determines the change to
have (or to have significant potential for)operational impact (opera-
tional effectiveness or suitability), then the level of the developmen-
éal, operational, and logistics evaluation is determined by the TIWG

g . - members. These changes typically will impact mission or support
formation Sysioms usually occur as part of e PSS process aftopPeraions. TIWG members will review and determine the T&E
Milestone 11l and usually consist of change packages, or as preplan: trategy. The existing approved system COIC do not require revi-

ned block improvements to generate new or additional capability in sion since there is no change to the operational requirement nor is
the system Ielformation S s?em change management rinpci Iesy in-the change a preplanned product improvement. The combat

Sy y on sy 9 nag P Pes, It developer or functional proponent will review the COIC for applica-
cluding change classification and change priorities, are contained i

DA Pamphlet 25-6 nbiIity to the change. Tailored PQT or PVT are required to assess
(1) Thgre are geﬁerally two types of change packages for imcc)r_technical adequacy for materiel systems.FDTE may be conducted as
mation systems. These are listed below (see DA Pamphlet 25_6)needed by the combat developer. SDT, SQT and UAT may apply

(a) System change package. A system change package (SCP) is fgr information systems. The system TEMP will be updated.
change package which provides one or more changes approved anglL11. Test and Evaluation for Changes Having No
scheduled for implementation by the appropriate Configuration Con- Operational Impact
trol Board (CCB). If a change has no operational impact, then the procuring command
(b) Interim change package. An interim change package (ICP) iswill determine the T&E actions necessary to support the decision to
a software change which, because of urgency, regulatory require-apply the change. Such changes do not respond to changes in opera-
ment, or special need, must be provided before the availability oftional requirements and thus do not change COIC.
the next SCP. a. For materiel systems, tailored PQT and PVT apply. The pro-
(2) Testing of change packages and block improvements to infor-posed test strategy will be defined by the procurement organization
mation systems involves iterations of the sequence of tests consistT&E staff and attached to the ECP during review processing. The
ing of the SDT, SQT, and either a UAT, LUT, or FOT, depending CCB will review and approve the ECP package. The specific PQT
on the significance of the changes. This sequence is repeated foand PVT testing requirements will vary based upon the significance
each additional change package or block improvement and is in-associated with the technical change.
tended to test only that functionality modified by the change. A (1) A significant technical change is a major configuration or
Milestone 1V modernization decision may be made which causes thefunctional change to a materiel system which is operationally trans-
information system to re-enter the life cycle in phase 0. In this case,parent to the user (see fig 61 for significant change check list). The
T&E follows the procedures outlined in chapter 5. change can be supported within existing logistics concepts and in-
c. Developing a T&E strategyn developing a T&E strategy to  frastructure. Tailored PQT or PVT apply, but normally there will be
apply to changes to software-intensive materiel systems and theatecomprehensive testing because of the magnitude of configuration
and tactical information systems, it may be appropriate to selectchange and potential for other impact.Those changes involving sig-

tests frona. and b. above. nificant logistics changes will require a LD. Specific test require-
ments will be documented in a T&E strategy attached to the ECP

6-9. Test and Evaluation for Changes Having Significant (or ECP package for multiple modifications) and summarized in the

Operational Impact Integrated Program Summary (IPS) if necessary. No formal TIWG

Any change which responds to a new or revised operational requireor TEMP update is required, but the independent evaluator or asses-
ment or is a preplanned product improvement to fill an existing sor must concur with the adequacy of planned DT&E.The develop-
operational requirement is considered to have significant operationalmental independent evaluators or assessors will provide assessments
impact. In this case, independent developmental, operational, ando support materiel release.
logistics evaluations are required to support the decision to apply the (2) Other technical changes which are developmental and are
change to the system. transparent to the user or do not represent any major configuration
a. Material systemsFor materiel systems, this would normally change or functional changes should have tailored PQT or PVT
result in the development of a T&E strategy as outlined in para- which focus on verification of achievement of the objective without
graph 6-8a, and include the formation of a TIWG, development of concern for adverse impact on other features. Tailored PQT or PVT
Critical Operational Issues and Criteria (COIC), and development of can normally focus on verification of achievement of the objective
an update to the system TEMP (see chap 4). without concern for adverse impact on other features. Specific veri-
b. Information systems fication requirements will be documented in a T&E strategy at-
(1) Preplanned block improvements are typically the drivetached to the ECP (or ECP package for multiple changes). No
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formal TIWG or TEMP update is required. The independemfetermine test requirements. In all cases, the change and reprocure-

evaluators or assessors normally are not involved with thement T&E programs must be appropriately integrated.

changes. c. When the reprocurement is from the same contractor for the
b. For information systems, SDT and SQT apply. No formal same model (no significant configuration change) with no signifi-

TIWG or TEMP update is required, but the independent evaluator orcant break in production, the PVT and other production develop-

assessor must concur with the adequacy of planned DT&E. mental tests may be tailored considering past contractual
performance.

Section Il

Management of Reprocurements 6-16. Testing in Support of System Reprocurements
Reprocurements of materiel systems and information systems may

6-12. Decisions to Reprocure require developmental and operational testing, depending on the

Reprocurement of an item is authorized when a continuing needlevel and type of configuration changes, as described in paragraph
based on an updated performance specification or purchase descrig—15. The following paragraphs discuss testing options for materiel
tion from the last procurement has been identified and validated bysystem reprocurements_ Testing Options to Support reprocurement of
the combat developer or functional proponent. The combigformation systems generally follow those options outlined for in-
developer or functional proponent will provide a statement that aformation system changes.

continuing need exists for the item and the milestone decision au- 5 premilestone IlI developmental tests (AR 73-1) would apply
thority will determine if the item is eligible for reprocurement. If {5 reprocurements of NDI system when significant configuration
there has been a significant break in production, for example, over 2changes are identified during market investigations or significant
years, a mllestone_demsnon review will be_ g:onducted and the dec"adaptation of NDI apply. Technical Feasibility Test (TFT) may
sion documented in the Acquisition Decision Memorandum. The sypport the market investigation and revisions to the system specifi-
following paragraphs apply to systems procured under the ARtion. PQT may be required to verify adequacy of any adaptation
70-series and, where applicable, the AR 25-series. before production. Logistics demonstration (LD) would be used
when adaptation or configuration changes cause significant logistics

Materiel and softw h t changes. The specific tests would be those appropriate to the acqui-
ateriel and sottwareé changes aré common on reprocurement prog,, phases for the change. T&E principles for NDI acquisition are
grams and may have one or several drivers. used wherever possible

a. Changes to a Government controlled technical data package b. Postmilestone Il developmental tests (AR 73-1) apply to all

;r;a;l/mb: mg]ri(ie (:ﬂ altn?grpgrnagltiz s%r?v':tfn di?gss z:cgir?g;?gﬁg ?oerVYerl)rocurements. The full array of postmilestone Il tests are options
tra%s ortability) or to cbrrect revious deficien‘ciesq & 5pply (includes PVT, comparison test, LD, quality conformance
P P ) inspection, and C3lI interoperability recertification test). These tests

b. In a Non-DeveIopme_n'_[aI I_tem (N.DI) acquisition strategy 10 a 'y tajlored based on considerations of previous contractor expe-
current performance specmcatloq or if commercial item specmca- rience, continuity of production, configuration stability and manu-
tions are used, changes are driven by the commercial 'ndUStry'Sfacturi’ng stability ’

need to constantly improve commercial hardware or softwaret. Premilestone Il operational tests (AR 73-1) which apply to

changes in vendors, and the fact that frequently several contractors ;
provide the same capability with different designs. reprocurements include LUT and IOT. These tests may apply to

NDI adaptation before release to production. The specific testing

6-14. Combat Developer or Functional Proponent Review required would be that appropriate for system acquisition status.
of Requirements T&E principles fpr NDI ach|S|t|on are utilized wherever possible.
When a reprocurement of a system is authorized, the combad- The postmilestone IIl FOT is conducted rarely and only as
developer or functional proponent must certify the continuing need needed for reprocurements.

for the item. e. CEP is a TRADOC controlled experimentation program used

a. Associated with this certification will be a review of the sup- t0 evaluate materiel concepts to define operational requ-
porting operational and performance requirements (MNS, FD, ORD, irements. TRADOC may use a CER test to redefine requirements for
and specifications). If this requirements review indicates that@procurement to include testing in support of NDI market
change in the requirements is needed, the program will be treatednvestigations.
like a system change program from a T&E standpoint. f. FDTE is a TRADOC controlled test and experimentation pro-

b. If the results of the review indicate that no change in the gram that may be used to support development and release of
requirements is warranted, the required T&E program can be greatlydoctrinal, training, leader development, and materiel requirements
simplified. On these programs, the T&E program normally satisfies products. TRADOC may use FDTE as required for system
requirements for a PVT to assure compliance with the specification.reprocurement.

6—13. Characteristics of System Reprocurement Programs

6-15. Test and Evaluation in Support of Reprocurements 6-17. Reprocurement to a Current Military Technical Data

T&E requirements for reprocurements vary depending on degree ofPackage

configuration stability and whether the reprocurement is for an NDI These reprocurements require only the appropriate DT&E(normally
or military standard item (a Government controlled technical data PVT) determined by the procuring agency to verify production com-
package), an item from a contractor different from the original item pliance with the specifications and to ensure no degradation of
contractor, or an item with a significant break in procurement. overall system performance.

a. A valid T&E program for reprocurements will be developed a. If either the materiel developer or combat developer (or func-
and documented in accordance with the DoDIl 5000.2, Dadtibnal proponent) induces system changes relative to the current
5000.2-M, AR 73-1, this pamphlet, and supporting documentation.military technical data package, the system modifications or up-

b. Configuration changes are a normal part of reprocurementsgrades will be treated as system changes and T&E requirements are
and are treated as system changes. If the reprocurement generatas described in Section II.
any significant changes in the operational performance envelope, b. The T&E requirements for any system changes and for the
then a tailored DT&E and OT&E cycle with an associated TEMP reprocurement will be integrated into a single test program. PVT is
update applies. If the reprocurement generates configuration changesormally the only testing required in these cases. The proposed test
which are transparent to the user, generally only limited DT&E, strategy will be defined by the procurement organization T&E staff
usually in the form of a PVT, is performed. If the reprocurement and attached to the MDA acquisition decision documentation.
generates changes with operational impact, then TIWG principals
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6-18. Reprocurement of an NDI (Off-the-Shelf or Modified Usually experimentation will not provide all data required for sys-
Off-the-Shelf) tem acquisition. However, to the maximum extent possible, experi-
In an NDI acquisition strategy (performance specification)or if com- mental design will be used to reduce overall operational test
mercial item specifications are used, changes are driven by the neegequirements. Operational testing will then be conducted to provide
to constantly improve commercial hardware or software, changes inthe data that could not be obtained through Battle Lab
vendors, and the fact that there are always several contractors proexperimentation.
viding the same capability with different designs.
a. NDI reprocurements to a current performance specification Section V
from the original contractor (make and model) without significant T&E Documentation and Review Requirements
break in production requires only the appropriate DT&E determined
by the procuring agency to verify production compliance with the 6—20. Overview
specifications. PVT is normally the only testing required in these Documentation and reviews to support T&E for system changes,
cases. The proposed test strategy will be defined by the procurementeprocurements, and science and technology development and tran-
organization T&E staff and attached to the MDA acquisition deci- sition should be consistent with the level of activity prescribed by
sion documentation. the effort, and generally follow guidance in AR 73-1 and chapters 4
b. NDI reprocurements to a current performance specification and 5 of this pamphlet.
from a contractor different from the original contractor (different
make) or to the original contractor (different model), or to a per- 6—21. T&E Documentation Requirements for Changes and
formance specification modified or upgraded by the materi@eprocurements
developer or combat developer, require appropriate DT&E deter-Documenting the T&E strategy for each change or reprocurement
mined by the procuring agency to verify production compliance can be done either as an update to the basic system TEMP or as a
with the specification and will be coordinated with the TIWG prin- stand-alone document.
cipals to determine the need for any DT&E or OT&E in addition to  a. It is essential that the materiel developer involve the TIWG
the PVT. principals early in the change or reprocurement process. The results
(1) If the TIWG principals agree that a PVT is the only test of any T&E will be used by the independent evaluators and the
required for the reprocurement, the proposed test strategy will belogistician to render assessments supporting or opposing the produc-
defined by the procurement organization T&E staff and attached totion decision of the change or reprocurement. Additionally,
the acquisition decision documentation. Independent developmentalevaluators and logisticians will use the T&E information gathered to
operational, and logistics evaluations or assessments will be requiredender opinions on materiel release.
to support materiel release. b. Where no TEMP will be prepared, informal coordination be-
(2) If the TIWG principals require additional testing in the form tween the materiel developer and the TIWG principals is sufficient.
of a technical feasibility test (TFT), LD, or any form of operational Where a formal TIWG is required, maximum use of correspondence
testing, a TIWG will be convened and a formal TEMP prepared. TIWG, teleconference TIWG, and other expedited forms is
Independent developmental, operational, and logistics evaluationsencouraged.
will bg required to support the milestone decision authority and the ¢ Tg achieve maximum efficiencies, testing of multiple changes
materiel release. . o in a single system or end item is encouraged. This process should be
(3) Independent developmental, operational, and logistics evalua-planned thoroughly early in the change process. One comprehensive
tions or assessments will be required to support the milestone deciTEMP should integrate as many minor changes as possible.
sion authority in determining whether to authorize a reprocurement § The use of the basic system TEMP is the preferred ap-
when there has been a significant break in production and to supporhroach.Where there is an archive version of an existing TEMP for a
materiel release. _ . system, T&E requirements for system changes and reprocurements
_ C. Independent developmental, operational, and logistics evalua-are documented as modifications to the existing TEMP. Preplanned
tions may be required to support milestone decision reviews if product improvement programs shall have a TEMP to document
market investigations reveal that an item previously procured is NOiheir T&E programs. If the preplanned product improvement pro-

longer available and significan_t configuration changes or techn_ol_o_gygram is near term, the T&E program should be defined in the basic
advances have occurred which may result in a new vaU'S't'Onsystem TEMP, as applicable.

strategy. Market investigations supporting such reprocurements may
include necessary DT&E and OT&E to support updates to the sys-
tem specification.

e. If the system change is large, complex, or is based on its own
program guidance, a new separate TEMP is considered for the
change program. When there is no archive version of a TEMP, a
new TEMP must be written.

f. When several changes are being made on one system, consoli-
dation of the T&E effort is desirable. One comprehensive, consoli-
dated TEMP should be prepared outlining the planned T&E and all
6-19. T&E in Support of Science and Technology data should be shared to ensure maximum efficiency.
Development and Transition ~ g. If a stand-alone TEMP is used to describe the change program,
A T&E strategy should be developed to support each advancedt Will follow prescribed format, content, and staffing procedures.
technology demonstration (ATD) and advanced concept technology h. If a preplanned product improvement program uses emerging
demonstration (ACTD). These demonstrations are typicall§chnologies or for some other reason is to be implemented quite a
premilestone O efforts to demonstrate and evaluate technical feasifew years out, the program manager may choose to use a stand-
bility and performance of a new technology (ATD) or to evaluate alone TEMP to define the applicable T&E program.
the military potential of a new technology or concept (ACTD). i. Where there is no operational impact of a change or reprocure-

a. T&E strategies shall be developed for new ATDs and ACTDs ment, and no testing beyond tailored PQT for verification of
and documented using the TEMP format. No formal TIWG meet- changes and PVT for conformance to specifications is planned, the
ings are required, and the documents do not require formal staffingT&E strategy may be documented without using a TEMP.
or approval. The strategies should consider including development (1) System change T&E may be documented as an enclosure to
and operational testing as appropriate. the engineering change proposal (ECP) package.

b. Where possible, data collected during Battle Lab experimenta- (2) System reprocurement T&E may be documented as an enclo-
tion will be used to reduce operational test requirements, decreasingure to the acquisition decision documentation.
the time required for the acquisition cycle and conserving resources.

Section IV
Management of T&E in Support of Science and
Technology Development and Transition
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6—22. T&E Documentation Requirements for Science and b. T&E requirements to support NDI acquisition approaches do
Technology Development and Transition not differ appreciably from T&E requirements for a traditional de-
a. The TEMP format should be used to document the T&E strat- velopmental program. A TIWG must be formed, a TEMP is re-
egy for each ATD and ACTD. No formal TIWG meetings are quired, test data must be available, and developmental, operational,
required, and the documents do not require formal staffing norand logistics evaluations or assessments must be performed.
approval. The documents will be maintained by the science and
technology program advocate, usually a research, development, an@—4. NDI Tailoring Opportunities
engineering center, with assistance from the combat developdd] invites considerable tailoring of the acquisition process, depen-
logistician, and the developmental and operational testers @b on the extent of trade-offs and testing required to verify
evaluators. achievement of critical technical parameters and operational effec-
b. Programs beyond MS | having approved TEMPs but which tiveness and suitability. Maximum use should be made of existing
have been redesignated as ATDs or ACTDs shall continue to main-documentation, verification data, modeling and simulation, and re-
tain TEMPs.The TEMPs shall reside with the materiel developer lated evaluations to tailor the acquisition.Documented results of
and shall be maintained by the materiel developer. If a program ismarket surveys or market investigations and data from contractor
directed to reenter the formal acquisition process, the matetésting may be adequate to evaluate the system.
developer will follow the formal policy and procedures in obtaining
TEMP approval by the appropriate approval authority. 7-5. Acquisition of NDI
NDI acquisition is a generic term that covers systems or pieces of
equipment which may require limited or no development effort by
the Army. NDI includes materiel developed and in use by other

Chapter 7 military services or Government agencies, materiel developed and in
Tailoring Test and Evaluation for Non- use by other countries, and commercially available materiel.
Developmental Items(NDI), Foreign Comparative a. NDI feasibility surfaces during the normal requirements gener-
Testing (FCT), Limited Procurement(LP), and ation process with the preparation of a MNS and a preliminary
Accelerated Software Development Process (ASDP) determination of whether NDI is a viable option. This determination

by the materiel developer is based on an initial analysis of the
Section | operational requirements in the MNS versus technology or materiel
Introduction already developed and in existence (for example, foreign-made

materiel).

7-1. Overview
The Army often uses expedited acquisition processes to reduce thg,
acquisition cycle time for the following reasons:

a. To save development and acquisition costs by streamlining the
acquisition process for low-risk items through NDI acquisitions, t0 7_g  Categories of NDI
include adoption of items developed by other DOD components andrhere are two general categories of NDI and a third level of effort
items _foreign countries use. ) not designated as a separate category.

b. To quickly field systems to meet urgent operational needs 5 an NDI that fully meets the user need without modification
accepting moderate to high risks through DA-directed LEyn yndergo a single decision review (combined milestone (MS) I,
acquisitions. ] _ ) I, and Ill). The review verifies the sufficiency of the item against
_ €. To develop, test, and field parts of software intensive systemsihe requirement and initiates type classification with reduced mile-
in incremental blocks of functionality. stone decision documentation. This category consists of off-the-shelf
items (for example, commercial, foreign, other services) which will
be used in the same environment for which they were designed and
Will require no modification (see DoDI 5000.2, Part 6).

b. An NDI requiring minor modification to an off-the shelf item
may involve an abbreviated engineering and manufacturing develop-
ment phase to add necessary modifications. Here, limited testing
d?j'uay be required to verify how the modifications affect performance

b. The criteria for a viable option is that a facsimile system or
ements of a system are already operationally successful and are
adaptable to the operational requirements specified in the MNS.

7-2. Tailoring Test and Evaluation

Program managers and the developmental and operational evaluato
and logisticians are encouraged to make maximum use of prior tes
information (including information from commercial manufacturers,

users, other Services, agencies, or countries)supporting NDI acquisi
tions. Market investigations supporting NDI acquisitions (including
reprocurements) may include developmental and operational testin . h . :
er?en the mater?el ar)lld combat develgpers (or functignal proponents nd. r.ellabll.lty. This approach may involve a comblneq MS I and I

find it necessary to support development and updates to the systerﬂeCISIon V‘."th an Ms il deC|S|_on to approve productlon.Th_|s cate-
specification. However, all NDI T&E programs shall be structured gory consists of off-the-shelf items to be used in an environment

in accordance with the policies and procedures used for new acquidifferent from that for which designed. Modifications may also be
sition T&E programs. required to correct problems discovered during the engineering and

manufacturing development phase (see DoDI 5000.2, Part 6).

Section I c. The integration of NDI components into larger parent systems,

Non-Developmental Item Acquisition Process both developmental and non-developmental is encouraged. The inte-
gration of NDI components and systems resulting in a new system

7-3. NDI Features can be designated as NDI. This category is focused on integration or

An NDI acquisition provides a preferred alternative if the market assemblage of existing proven components (commercial part inte-
surveillance reveals that items are available which have a highgration). These systems may be candidates for tailored T&E.
probability of meeting the user’s requirements. NDI acquisition pro- (1) To be considered as NDI, any integration effort should in-
cedures are discussed in DoDI 5000.2, Part 6. volve only minor modifications to each NDI component or subsys-

a. NDI feasibility may surface before preparation of the(mission tem to achieve successful integration. When pursued as an NDI
need statement) MNS or may be identified during the market inves-strategy, integration of NDI components and subsystems requires an
tigation. This is based upon continuous market surveillance, front-early and realistic assessment of the size of the integration effort
end analysis, responses to deficiencies, and the proposed solutiorand the associated risks. Since an NDI integration results in an
The market investigation becomes much more important as a data@ssentially new system and involves increased levels of test and
source for NDI systems and often is the only source before aevaluation over more classic forms of NDI, focused risk manage-
combined milestone decision review. ment is essential throughout the acquisition process.
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(2) This category may require some hardware and software de- c. The independent developmental evaluator or assessor will pre-
velopment and integration. MS | and Il decisions occur very close pare independent evaluation plan (IEP) (or independent assessment

together in these acquisitions and may be combined. plan (IAP)). The independent operational evaluator will prepare a
test and evaluation plan (TEP) as required to document specific data
7-7. Advantage of NDI requirements and sources. These documents are prepared in Phase

An important advantage of NDI alternatives is reduced acquisition 0.The evaluators complete their evaluations and prepare an IER or
cycle time. This is accomplished, in part, by maximizing existing IAR or operational assessment (or early operational assessment
test data. As general guidance, when existing data (contractor ofEOA)) as prescribed by the milestone decision review documenta-
other sources) afford an estimate of system performance at a levelion. Although the evaluators are not required to prepare plans and

of confidence appropriate to the mission, additional testing is notreports to support the market survey or investigation, the materiel
required. It is imperative that independent evaluators get involveddeveloper should share market data and information with the
early, participate in the formulation of the acquisition strategy and evaluators and solicit their input to the conclusions to be presented
market survey or investigation plans, and provide developmental,at the milestone decision review.

operational, and logistics evaluation and assessment reports. Early d. The materiel developer initiates development of an NDI acqui-
involvement of the testers and evaluators in the planning processition strategy, including any recommendations to the milestone

can significantly reduce the time and resources required. decision authority for tailoring the T&E process. If the NDI solution
involves foreign materiel, the Foreign Comparative Test Program
7-8. NDI Type Classification Actions should be considered.

Type classification (TC) is required for NDI acquisitions, unless

o ; - 7-10. Test and Evaluation in Support of Reliability,
%tig;‘lcally exempted by regulation (see AR 70-1 and DA Pam Availability, and Maintainability for NDI Acquisitions

Quantitative or qualitative reliability, availability, and main-
tainability (RAM) requirements should be developed for the NDI.Q-
ualitative RAM requirements typically are used only for commercial
off-the-shelf acquisitions. Before the milestone decision review, a
tailored RAM Rationale Report (RRR) should be prepared by the
combat developer based on mission needs and a thorough user
analysis of market survey and investigation results. RAM parame-
ters in the RRR will be considered against characteristics of items
available in the marketplace.

Section Il
Test and Evaluation Process for NDI Acquisitions

7-9. Test and Evaluation in the NDI Acquisition Process

Flow

The process described herein is a typical listing of activities that
would normally take place in an NDI acquisition.Actual process

activities may differ somewhat on a case-by-case basis, tempered by a. Many approaches can be taken to gather valid RAM data from

program specific requirements and degree of tailoring. . the market. One approach is to review any RAM analysis that the
a. After a preliminary decision on an NDI approach, the materiel manufacturer performed in the development of the item. In market
developer conducts a market survey or investigation based upon thgyreys or investigations, a range of values limiting RAM require-
MNS to determine viability of an NDI approach or of the existence ments may be used as a baseline for the RAM assessment. When
of other streamlining opportunities. The market survey or investiga- quantitative RAM data are not available, it may be possible to
tion is tailored to the situation, and involves interaction between, assess relative RAM values or to perform a qua”ta’[ive assessment
and participation by, the materiel developer, user, independgniRAM based on subjective feedback from existing commercial
evaluators, testers, threat integrator, industry, and logistician. Theysers.
materiel developer should ensure that the independent evaluators b, If either independent evaluator determines that the market sur-
review the market survey or investigation questionnaire so that allvey or investigation did not provide data adequate to resolve RAM
required data may be collected. The materiel developer should coorissues, testing may be required. The TIWG should be convened to
dinate the requirement with the International Materiel Evaluation provide alternative solutions to satisfy RAM issues for the sys-
Division, International Cooperative Program Activity at the United tem.Evaluators should be flexible in accepting and adapting availa-
States Army Test and Evaluation Command (USATECOM) to de- ble market data that can be used to answer the essential questions.
termine what is available on the foreign market. The combatc. When market surveys or investigations or Army testing dem-
developer uses the results of the effort to evaluate effectiveness andnstrate that commercially available materiel cannot meet the com-
suitability of NDI as a potential solution. bat developer's RAM requirements, several alternatives
b. Concurrent with initiation of the market survey or investiga- exist.Existing commercial equipment may be modified to meet
tion, the materiel developer establishes a TIWG and initiates prepa-RAM requirements, or user acceptable modifications may be made
ration of the TEMP. to the existing mission profiles to allow acceptance of commercially
(1) The TIWG determines the type and amount of testing re- demonstrated RAM values. When RAM is a critical design charac-
quired to verify achievement of critical technical parameters, and teristic and the commercial RAM parameters are far inferior to the
operational effectiveness and suitability. The TIWG plans and coor-équirements, a tailored NDI strategy may not be adequate and a
dinates all T&E to be conducted during the acquisition process andmore traditional development strategy may be appropriate.
assists in developing the acquisition strategy and all supporting

documentation W't.h T&E |mpl_|(_:at|ons. . . . Every effort should be made to evaluate the achievement of the
(2) The TEMP identifies critical operational issues and critical citica| technical parameters and operational effectiveness and suita-

technical parameters and outlines the approach that will be used tgyjiy ysing existing data from the contractor or any other credible

capture required data to perform the developmental and operationalg,rce.

evaluations. The TEMP also captures the materiel developer's Tests by manufacturers and contractors, previous performance

evaluation. data, and market analysis information may validate acceptability of
(3) As with all acquisition programs, the T&E community is critical system characteristics and provide evidence of system opera-

encouraged to make maximum use of existing data and sources t@ional effectiveness and suitability.

minimize testing. Potential data sources include commercial testing, b. If contractor and commercial user data are not sufficient, the

commercial user data, foreign governments, foreign contractensaimum amount of testing should be conducted to support inde-

third party participants, and independent evaluation agencies such agendent developmental and operational evaluations.

Underwriters Laboratories and Consumer Reports.When data are not c. A developmental IER or IAR and operational test and evalua-

available, or when data are suspect, testing can and should béon report (TER) (or abbreviated operational assessment(AOA))

conducted. will be required to support a MS Il decision.

7-11. Testing and Product Assurance of NDI
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d. No acquisition, including NDI, is exempt from that DT&E and b. DT&E should be conducted to verify integration and inter-
OT&E necessary to verify the MANPRINT, quality, safety, RAM, operability with other system elements. Additional DT&E, as appro-
performance, logistics supportability and transportability characteris- priate, will be conducted to evaluate and control risk. PQT and PVT

tics of a system. should be identically designed. If the PQT is completely successful,
e. OT&E of NDI systems is subject to congressional statutes with the PVT can be conducted as a first article test. If the PQT is
regard to system contractor involvement. partially successful, the PVT can be redesigned to address only
those parameters which are still in question.
7-12. Testing before Milestone | c. The following general guidance is provided relative to the

Testing should be limited to that which is essential to support atesting activities appropriate for the following NDI options.
decision to pursue an NDI solution. These tests are sponsored by the (1) NDI items to be used in the same environment for which they
materiel developer (usually a technical feasibility test (TFT) by were designed (no development or modification of hardware or
USATECOM) or the combat developer (usually CEP tests by the software is required) will normally not require developmental test-
United States Army Operational Test and Evaluation Commang before MS lll; however, available data must be sufficient to
d(USAOPTECQC)) rather than the independent evaluators. These testassess safety, RAM, performance, producibility, supportability, and
are extensions of market survey and investigation efforts. Evalua-transportability. TFT may be conducted to support the MS Il deci-
tions or assessments will be provided. Every effort should be madesion. When the production contract is awarded to a contractor who
to perform these evaluations using existing data. has not previously produced an acceptable finished product and the

a. Before any dedicated Army testing, external sources should beitem is assessed as high risk, a PVT will be required.
searched for relevant data. The Army will minimize testing by (2) Those off-the-shelf items which require modification of hard-
obtaining and assessing contractor test results, obtaining usage arijare or operational software will require TFT, unless the milestone
failure data from other customers, observing contractor testing, anddecision authority indicates that further testing is not required. PQT
obtaining test results from independent test organizations (for exam-s required if feasibility testing results in the necessity for fixes to
ple, Underwriters Laboratory, National Bureau of Standards.) the item. PVT is required to support materiel release.

b. If, based on this initial data collection, more information is  (3) A research and development effort is required for integration
needed to make a sound NDI decision, the market investigation mayf NDI subsystems, modules, or components which contribute to a
enter into an evaluation phase. NDI candidates may be bought ofmateriel solution. Systems engineering, software modification, and
leased, and DT or OT (including RAM and logistic support) should testing are required to ensure a total system meets user requirements
be conducted. Safety release procedures, in accordance with AF&Nd is producible as a system. TFT is required in a military environ-
385-16, must be followed before conducting OT. The results will Ment. A system-level PQT, hardware and computer software inte-
directly support the acceptance or rejection of the NDI alternative, 9ration tests, and a PVT is required. PQT and PVT should be
influence preparation of requirements documents, and assist in prepSimilarly designed. If the PQT is completely successful, the PVT
aration of solicitation documents. The test results will not be used toMay take the form of a first article test. If the PQT identifies

select a specific contractor or product. required fixes, the PVT will address only those parameters which
are still in question.
7-13. Testing After Milestone | d. Some follow-on testing of the NDI may be required to verify

The type and amount of testing will be determined by the TIWG the adequacy of corrective actions indicated by the PVT.
members and documented in the TEMP. Testing and independem7

f . : ; —16. OT&E for NDI
evaluations will done be in accordance with the IEP or IAP and theOperationaI testing may or may not be required for NDI. If the

T(Igzsps.ingea::ngar;renr?z%er;]gwtsrglné?lziigﬁﬁtln%aqge?c? azrfrg :Jlfr:]h tﬁzmateriel developer demonstrates through market survey or investiga-
2va|uations and assessments 9 p tion data that NDI products will satisfy the requirements document,
: - . OT may not be required provided the independent operational
a. DT and OTDT and OT can be limited to data acquisition that o\ 51 ator concurs. This determination must be included in the initial

is essential to the decision making process, and for which there arq,jasione decision review documentation, including the TEMP, and
no existing data available. When both DT and OT are requ'red‘approved by the milestone decision authority.

maximum effort should be made to combine the testing. a. Off-the-shelf items to be used in the same environment for
b. Independent developmental and operational evaluatiil which they were designed (no development or modification of hard-
acquisitions require evalyatlons (or assessments)_ by the independeRare or software is required) will normally not require 10T before
development and operational evaluators. Evaluations or assessmenjgs .
are provided at each milestone decision review by the evaluators. |, Those off-the-shelf items which require hardware or opera-
Every effort should be made to perform these evaluations usingtional software modifications will require 10T only when critical
existing data. issues in the TEP have not been addressed. Prior concurrence by the
. . independent operational evaluator is required to eliminate 10T.
7-14. Testing After Milestone Il p b g

e ; e e . c. For integration of NDI subsystems, modules, or components
Testing, if required, is oriented to qualification of the manufacturing \,nich contribute to a materiel solution, 10T is always required.

process and compliance with the technical data package, validation”  “ro|iow-on testing, after the first unit is equipped, is oriented to
and refinement of operating and support cost data, RAM characterisy gjigation and refinement of operating and support cost data, RAM
tics, logistics support, training, and provisioning. characteristics, logistic support, training, and provisioning planning.
These tests can materially aid the logisticians in supporting NDI

7-15. DT&E for NDI throughout its life-cycle.

DT&E is tailored to each specific system. DT&E should be con-
ducted, as a minimum, to verify integration and interoperability with 7_17 Recapitulation of Testing Requirements by Type of

other system elements and to evaluate and control risk. The indeyp

pendent developmental evaluator (or assessor) will identify any needresting requirements will be tailored to each specific system. The
for specific information that has not been satisfied by contractor or following test guidance by NDI category provides the general char-
other test data sources, and will accept and adapt available data thaicteristics of testing activities appropriate to each NDI category. The
answer essential questions. goal of minimum testing still remains regardless of NDI category.

a. Risks associated with hardware and software modifications for a. Off-the shelf itemNo testing prior to PVT is required unless
modified off-the-shelf and for integration of NDI components will the contract is awarded to a contractor who has not previously
be carefully considered when determining test requirements. DTproduced acceptable finished products and the item is assessed as
requirements should be tailored to each specific system. high risk. In that case, PQT should be required.

DA PAM 73-1 « 28 February 1997 53



b. Modifications to off-the shelf itenkeasibility testing is re- 7-21. LP Criteria
quired in the military environment. PQT is required if feasibility Criteria for LP type classification of an item required for urgent
testing results in fixes to the item. PVT is required. Limited user operational use will include the following:
evaluation may occur during feasibility or preproduction tests. a. Existence of an urgent operational requirement, substantiated
c. Integration of NDI componenteasibility testing is required by the using command representative and the combat developer or
in the military environment. PQT of complete system is required. by Headquarters, Department of the Army.
Hardware and computer software integration tests are required. I0T b. Determination that there is no type classified item that fully

is required.PVT is required. satisfies the requirement. N o .

c. Sufficient definition of the military characteristics of the item
Section IV in materiel requirements documents to allow subsequent evaluation
Foreign Comparative Testing (FCT) Program of the item. _ _

d. Demonstration that the proposed item does not qualify for
7-18. Foreign Comparative Testing Mission STD and offers no more than a moderate risk.

The mission of the foreign comparative testing (FCT)program is to €. Determination that the proposed item can be economically
provide cost effective foreign equipment alternatives that meet ap-maintained and logistically supported in the geographic area and
proved Army requirements, and which, after being successfully tes-timeframe for which the type classification is valid.

ted and evaluated, can be selected in a procurement decision. Th o . .
FCT involves T&E of weapon systems, equipments, and tecz_-zz'. Prohibitions Against Misuse of LP Type
nologies of allied and other friendly nations with a view toward Cl2ssification

tion in R&D, enhancing standardization and interoperability, im- q P '

proving cooperative support, and promoting competition apdog Operational Field Evaluations

international technology exchange. Not later than 6 months following delivery of the initial shipment of
the LP item, the user or requester of the item will collect data and
7-19. FCT Procedures provide an operational field evaluation statement to the program

The FCT program generally fits into the Army acquisition cycle as manager or mission assignee agency. Information copies will be
part of the normal T&E process of NDI materiel. FCT is not a short provided to Headquartersl Department of the Army(ATTN SARD-

cut to fielding, but can achieve significant savings in time and Rpp), USATRADOC, USAMSAA, and USAOPTEC.
funding versus traditional development as research and development
is usually not required. Procedures and criteria for project submis-7—24. Expedited OT&E for LP Systems
sions are contained in DOD 5134.M-2. The following general pro- The USAOPTEC can perform LUTs and expeditious operational
cedures apply for Army FCT implementation. assessments to support LP procurement before materiel release to
a. A materiel developer, acting as the project proponent, canthe first unit equipped if the urgent requirement permits. The
sponsor an item by preparing a Candidate Nomination ProposalJSAOPTEC participation in LP procurement can cover a spectrum
(CNP)for the Army FCP Executive Agent, currently the United of involvement, for both war and non-wartime urgent procurement.
States Army Materiel Command (USAMC). After verifying that the Some examples are: _ . _
DoD FCT criteria have been met and coordinating the CNP with & Participation in a materiel release decision by rendering an
appropriate Army organizations, the CNP will be forwarded to DOD AOA of the system ba_sed on program documentation and contractor
through the Assistant Secretary of the Army (SARD-DI) for fund- ©Of developmental testing. o _
ing. Informal coordination of draft CNP and joint working groups b. Participation in a materiel release decision by rendering an
on proposed FCT projects is encouraged. A_OA of the system based on program documentation and a com-
b. Upon approval of the CNP, detailed plans for developmental PiNed DT and OT conducted by the developmental tester.
and operational evaluations will be prepared by the independent C: Pariicipation in a materiel release by rendering a TER based
developmental and operational evaluators and coordinated with the®n resu_lts of a quick reaction LUT in addition to results of contrac-
acquisition community. Foreign and contractor data will be used to tor testing or DT.
the maximum extent possible to satisfy evaluation requirements. If
sufficient data are not available, test items will be obtained from theAcceIerated Software Development Process for Software
foreign country by way of loan, lease, or purchase—whichever isI ensive Materiel Svstems aFrlld Information Svstems
most advantageous to the Army and agreed to by the forelgﬁ Y Y
country. _ _ 7-25. Accelerated Software Development Process
c. DOD will provide FCT funds directly to the Army FCT Exec- A flexible strategy, the accelerated software development process
utive Agent who will distribute funding to the materiel developer as (ASDP), has been developed to expedite development, testing, and
required or approved. All required plans and reports will flofielding of software intensive systems (materiel systems with exten-
through the Army FCT Executive Agent which will provide Army sive embedded software and information systems). It is consistent

Section VI

policy and oversight of all FCT projects. with the DoD 5000-series and DoD 8120-series guidance, including
the requirement to identify low-rate initial production items at MS
Section V Il. The strategy also implements the Software T&E Panel (STEP)
Test and Evaluation Process in Support of Limited recommendations for a unified software process. This strategy ap-
Procurement(LP) Systems plies to materiel systems with extensive embedded software and to
automated information systems. Typically, the PM develops an ac-
7-20. Limited Procurement Process quisition plan at Milestone I. The process described in the remainder

Limited procurement (LP) type classification (formerly called Lim- of this chapter presents the way T&E would fit into a generic

ited Procurement-Urgent) is used when a materiel item is requiredsoftware intensive development. T&E events should be tailored to

for a special use for a limited time. The specified limited quantity each acquisition.

for the LP item will be procured without intent of additional pro- a. Traditional weapon system OT&E requires the entire system to

curement of the item under this classification. The LP type classifi- successfully complete OT&E of production representative items

cation is used to meet urgent operational requirements that cannobefore fielding. The new strategy allows fielding of parts of soft-

be satisfied by an item type classified Standard (TC-STD). ware intensive systems, once successful OT&E of a representative
sample has been accomplished.
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b. Features of an ASDP include incremental blocks of develop- a. For each LUT after MS IIl.C, the independent operational
ment and testing, use of either a high-level functional description evaluator will prepare an OA. When the final block has completed
(HLFD) or an ORD, user involvement throughout the prototyping FOT, the OT&E activity will provide a TER to address operational
process, MS Ill.C and fielding of an operationally tested representa-effectiveness and suitability of the total system.
tive sample, fielding of subsequent blocks of functionality, and b. The jagged vertical line in the Figure 7-1 can move to the left
milestone decision review delegations to Project Boards for interim or right, depending on the definition of a representative sample of
blocks. the blocks of software to be developed.Many systems will have no

c. The procedures outlined in this section and the following sec- more than one or two blocks; some may have several. Regardless of
tion offer an alternative to the standard process described in chaptethe design, the OT&E strategy can be tailored to support the devel-
5. opment and fielding strategy.

7-26. Accelerated Development of Software 7-32. Other Features

Technological changes have occurred that allow software develop-Other features of the new strategy include the addition of critical
ment processes that are different from the traditional approachesnission functions (CMF) to Part | of the TEMP; criteria for deter-
(that is, Grand Design, Waterfall). Software development has beenmining readiness for OT; and tripwires to determine 10T require-
enhanced by availability of automated tools that help define require-ments when changes are made to the CMF, hardware, COTS
ments, help design and document the system, generate code, hekpftware, or communications network.

simplify configuration management, and make maintenance easier a, CMF describe the minimum acceptable functionality that must

by developing embedded test instrumentation. These procedures abe provided before each block of the system can be fielded. CMF
low for faster production of software-intensive weapons and infor- are developed and prioritized by the user representative and are

mation systems at less cost. based on the user's requirements. CMF are grouped into and ena-
bled by blocks of developed software. An example of a CMF for a
7-27. Keystone of ASDP Strategy weapon system might be to provide position location; an example

The keystone of the new strategy is the MS Il.n and lll.n approachfo, an information system might be to process officer promotions.
shown in figure 7-1. The time line in the illustration begins after —, Ag part of any strategy for successful fielding of these soft-

MS 1I. If a system has a hardware and commercial-off-the-shelf 5o jntensive systems, OT (LUT, 10T, or FOT) will not start

(C]PTS) sdoftvxgare component (operating SyStfm* Communl_'fﬁf'%ﬁout assurance that the system can successfully function in the
software, database management system, query language), a Sperational environment. In addition to the standard OT readiness

Cogdggifé to getermined :j:tuc.cetssfult.interqt%erability Ofléhe hardwalrestatements from the project manager, user representative, and the
an 3 tsho ware att_n IIS Interaction ;N' users (soldiers or civil- yosters and evaluators, the OT&E activity will require the Configu-
ians), an € operational environment. ration Control Board (CCB) to certify that each block is ready for

7-28. ASDP Testbeds test.

A testbed must be configured and fielded to support the LUT. C- Testing of changes to blocks and systems after fielding must
Authorization to purchase gnd field the LUT testbed IDollzzcurs at Ms 1 be considered. The CCB is required to notify the OT&E activity if a
or, in cases where the design is incomplete, on approval (by HQDAtrllere is activated (significant impact on or change to CMF or a
or DOD, depending on the level of oversight) of the TEP for the COMPUter resource change that affects system operation or suppor-
LUT. Following a successful test, the tester will redefine the testbed [@Pility). After examining the changes to be made, the OT&E activ-
for OT of Block 1 of the developed software to appropriate sites |ty Will recommend appropriate levels of new OT to the
beyond those required for the testbed LUT. The testbed may in-1WG.Otherwise, testing in support of PDSS (see chap 6) will
crease in size to support testing of subsequent blocks (1 through n§ccu’

of developed software. .
Section VII

7-29. Representative Sample Accelerated Software Development Strategy
Each block of developed software must provide added functionality )
or necessary integration capability with other systems and must/—33. Introduction

stand alone, in the event that subsequent blocks are never fielded!Nis section briefly outlines the life cycle management model for
a. The operational tester will conduct an OT (LUT, IOT, or FOT) the ASDP, and discusses the T&E activities related to each phase of

for each block. When a representative sample of the total softwareh® model. A comparison of this strategy with the standard strategy
functionality to be developed has successfully completed 10T, thedescribed in chapter 5 can be helpful in understanding the mecha-
independent operational evaluator will provide a fielding recommen- Nism of the ASDP.
dation to a MS III.C (fielding certification) decision review body.
b. To reach a representative sample, some number of blocks mus
sufficiently stress the system hardware, all COTS software, the
intra-system connectivity, and the communications network.Defin-
ition of a representative sample will differ for each system.Genera-
lly, a representative sample is determined by collating the critical
mission functions from the requirements documents with the hard-
ware and with the COTS software capabilities.

3—34. Determination of Mission Needs

a. Acquisition activitiesActivities to be completed prior to MS 0
are outlined below. These actions will culminate in a defined mis-
sion need and produce the MNS.

(1) A need is identified by completing an Information Require-
ments Study, modeling of the business processes, or identifying
requirements through the operation of existing systems or processes.

(2) Evaluation of the identified need is calculated to determine if
7-30. Fielding—MS 1I1.C it can be satisfied by a non-developmental solution, such as changes
DOD or HQDA approval at a MS I1I.C decision review will allow in doctrine, operational concepts, training, or organization.
the Army to authorize, purchase, and field 100 percent of the hard- (3) The preferred method for an initial evaluation of the re-
ware and COTS software and all developmental software successsources required to develop a solution would be through a Func-

fully tested to date to all users of the system at all sites. tional Economic Analysis (FEA). The FEA does not replace the
Economic Analysis (EA) required after MS 0.

7-31. Development, Testing, and Fielding of Subsequent b. T&E and CE activitiesTypically no T&E or CE activities are

Blocks conducted in this phase.

The OT&E activity will conduct an additional dedicated phase of ¢. Milestone 0 (Concept Studies Decisioipproval of the MNS
OT for each software block developed after MS 1II.C. Each block is is required by this milestone.
fielded after successful completion of an OT (usually a LUT).
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7-35. Concept Exploration and Definition Phase hardware to support MS II.1. Testing should include an SQT and a
a. Acquisition activitiesActivities to be completed prior to MS 1 LUT. If Block 1 is not the representative sample, MS I.1 will
are outlined below. These actions will culminate in a coordinated authorize the fielding of block 1 to the operational testbed only. The

strategy to satisfy the mission need and will produce the high-levelproject Board conducts the MS 1.1 review.

functional description (.HLFD)' . (3) Milestone 11.2 through 1l.n. Each block prior to reaching a
.(1) I_Evaluate alternative teCh”'Ca' concepts and_analyze the teCh'representative sample will be tested as above and reviewed by the

nical risks to ensure that alternative system design concepts adel':’roject Board with MS 11.2 through I1.n reviews. The SQT and LUT

gﬁaggeﬁg%ﬁ ac(?rrnosedtit?\tlegn;ﬁcitrgrf]%h:mtechnology base and prowdt\eNi” examine the functionality of the block and their integration with
(2) Development of an initial EA. previously built blocks. This review will authorize the fielding of

(3) Development of the acquisition strategy (AS). the block to the testbed. The Project Board conducts the MS I1.X

b. T&E and CE activitiesTypically no developmental or opera- rewews.. o )
tional testing is conducted. The program manager establishes the (4) Milestone IIl.C (Certification). When the accumulation of the
TIWG during in this phase. CE activities include participation in the integration of the blocks comprises a representative sample which
development of the HLFD, the preliminary TEMP, and associated has been tested and evaluated using the MS I1.X approach, the
documents such as training plans, the SMMP, and the ILSP.  system is ready for a MS IIl.C. MS III.C is the decision point that

c. Milestone | (Concept Demonstration Decisiomg&E-related certifies the completed increments for fielding Armywide. It deter-
requirements for this milestone include approval of the HLFD, the mines whether the completed representative sample satisfies the
initial COIC, the CMF, and the preliminary TEMP. mission and is ready for deployment. MS I1I.C requires a MAISRC

review. Approval by the MAISRC at MS III.C authorizes the ex-
penditure of resources for the deployment of the representative sam-
ple and the hardware and communications packages Army-wide.

7-36. Demonstration and Validation Phase

a. Acquisition activitiesActivities to be completed prior to MS I
are outlined below. These actions will culminate in a demonstration L . ;
that better defines the critical design characteristics and expected P- T&E and CE activitiesThe operational tester will conduct an
capabilities, that proves that the critical technologies can be incorpo-OT Of the representative sample to support MS 1II.C. LUTs will be
rated into the system, that the processes are understood and attaingonducted to support intermediate blocks.
ble, and that the first incremental block is functional and ready for (1) Extensive use of simulation and emulation may be required to

final development and testing. fully stress the target configuration. The object of the“fully stress”
(1) Selecting and, if necessary, acquiring the developmental toolrequirement is to ensure that, as additional blocks are added beyond

set. the representative sample, the system will continue to function with-
(2) Prototyping the system to conform with the HLFD. out adverse impacts on the user and without the need for expensive

(3) Updating the system design based on the prototyping, to in-hardware upgrades.
clude trade-offs between software, hardware, firmware, and human (2) Test plans, test reports, evaluations and assessments will be

fac;rorsL.J 0 the devel al tools and th s invol . prepared by the developmental and operational testers and independ-
(4) Using the developmental tools and the user's involvement, o' qevelopmental and operational evaluators to support T&E during
design BLOC!( 1. h development. The evaluations and assessments will be provided to
g; Esta%tllirs]%ir:geaAdSévelopmental baseline the Project Board and MAISRC as required. CE activities also
: include participation in the TEMP update for MS IIl.C and associ-

otrg?r glgrgfsletlng the EA for Block 1, to include estimates for the ated documents such as training plans, the SMMP, and the ILSP.

(8) Determining the membership, and drafting of the charter for .
the Project Board. 7-38. Production and Deployment Phase

b. T&E and CE activitiesTypically no developmental or opera- a. Acquisition activitiesThis phase begins with MS 11I.C and
tional testing is conducted prior to MS Il. TIWG meetings are held ends with MS lIl.F(Final). MS IIl.F will approve fielding the final
as required. CE activities include participation in updating thtck of the system. The blocks completed after MS 11I.C will be
HLFD and transitioning it into the FD as the development contin- reviewed by the Project Board prior to fielding. The reviews associ-
ues, updating the preliminary TEMP, and updating the associatedated with these blocks will be designated as MS 1l1.1 through [11.M
documents such as training plans, the SMMP, and the ILSP.  until the final block is ready for fielding. Because the representative

c. Milestone Il (development decisio®JS Il approves the de-  sample has been fielded Army-wide, MS IIl.1 would authorize Ar-
tailed design of block 1 and authorizes both the completion of Block my-wide fielding of the first block completed after MS III.C.
1 and the start of the development of subsequent blocks as resources, TeE and CE activitiesThese activities are similar to those
become available.Approval of the FD, the COIC update, and the

. L i in the MS.IL.X . Th ional ill -
TEMP update are required by this milestone. discussed in the MS sequence. The operational tester will con

duct an 10T of the final block of the system to support MS III.F.

7-37. Engineering and Manufacturing Development Phase CE activities aIsp include participation in the.T.EMP update for MS

a. Acquisition activitiesProject Board reviews will occur at key II.C and associated documents such as training plans, the SMMP,
points in the development of the blocks of the system to ensure theand the ILSP.
project is on track. These reviews have been labeled “MS 11.X" to  c. Milestone IIl.LF (Final).MS IIl.F is the MAISRC review that
keep the terminology consistent. The reviews are not MAISRC-level determines that the final block is complete, the total system is
reviews. As developmental resources are made available, ¢bmplete, the system satisfies the mission need, and the system is
remaining blocks are prototyped, designed, developed, integratechperationally effective and suitable. This milestone marks the transi-
with previous blocks, and tested. Actions to be completed by MStion of the system to operations and support.

IIl.C are outlined below. These actions will culminate in the fielding
of the representative sample of the system to the Army.

1) Milestone 11.0. A LUT is conducted after the MS Il review b, . ) . .
thé ZJperationaI tester. The LUT is designed to test the target h?’:llrd-':O”OW'ng MS 1II.C, the_ fielded blocks are in the ope_ratlons and
ware, COTS software, and communications without any application SUPPOIt phase. The entire system transitions to operations and sup-
software. This test shall be conducted before Block 1 is tested onPO't after MS IILF. The acquisition process, T&E, and CE activities
the target system. The Project Board conducts the MS 11.0 review.from this point forward are similar to the standard process (see chap

(2) Milestone 11.1. After MS 11.0, Block 1 is tested on the target 5)

7-39. Operations and Support Phase
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Figure 7-1. OT&E strategy for software-intensive systems
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Chapter 8 coordination, and approval of all required T&E documentation, for

Test Integration Working Group example, TEMP, schedules; establishment of necessary subgroups;
managing the corrective action process;supporting the CE process;
Section | the airing of substantive developmental and operational issues;
Introduction briefings by special interest activities, for example, safety, environ-
mental, software; and the identification of problems and resolution
8-1. Overview of issues.

The Test Integration Working Group (TIWG) has been established

as the forum to effect coordination, to integrate T&E planning, 8-7. Establishment of the TIWG

ensure participation by all members of the T&E community, and to The TIWG must be established for every program (see AR 73-1).
solve routine problems in the T&E process. By bringing together the The TIWG is established between Milestone O (MS O) and Mile-
many agencies involved in the T&E process, the TIWG chairpersonstone | (MS I) by the program manager or materiel developer(co-
can explain the current status of the program and anticipated futurenbat developer or functional proponent, in coordination with the
events and emphasize the work that each agency must do to ensurgateriel developer if the program manager has not been desig-

that a well orchestrated T&E program is being conducted. nated)after receipt of the approved MNS. This affords sufficient
time to assist in finalizing the critical operational issues and criteria
8-2. TIWG Team for decision authority approval at MS I, and will facilitate early

The TIWG is a team of highly qualified members representing their geyelopment of the TEMP and the T&E portions of the request for

respective organizations who meet to plan the necessary testing angroposal (RFP) and supporting documentation.
the attendant evaluations. Through the intense efforts of this team,

the planning, scheduling, resourcing, and actual testing can be acg—8. TIWG Charter

complished. The team effort establishes a T&E program that will A TIWG charter shall be developed which establishes the member-
address whether the risks of developing and producing requiredship of the TIWG. The charter establishes the membership, scope,
systems are within acceptable and safe parameters. Actual testing abjectives and procedures of each TIWG. A sample format is indi-

the availability of existing and directly applicable test data will cated at figure 8-1. The formal TIWG charter is finalized after the

assure that all technical and operational characteristics and issuegiitial TIWG meeting by the program manager or materiel developer

are measured or assessed as comprehensively as possible. and coordinated with the principal TIWG members. The TIWG
. charter is approved by the program manager or materiel developer
8-3. Coordinated Program on concurrence by the principal TIWG members. Each TWIG mem-

The primary purpose of the TIWG is to develop a coordinated per receives a copy of the approved charter. The TIWG is chartered
program for developmental and operational T&E of the system in 1, girycture the T&E program and integrate the various T&E and
determining that user requirements are met. This includes optimiz-gat5 requirements. It is chaired by the program manager or materiel
ing the use of appropriate T&E expertise, instrumentation, targets,qeyeloper and its members are qualified T&E representatives, with
facilities, simulations, and models to implement test integration, {he aythority to speak and sign for their parent organizations. TIWG
thereby reducing costs to the Army; integrating test requirements; omber organizations are obligated to participate in TIWG meet-

developing and concurring in the TEMP as the first step in the jhg5 ynless the agenda does not include topics of direct interest to
TEMP approval process; mutually resolving cost and scheduling yham

problems; providing a forum to assist those responsible for T&E

documentation and execution; and ensuring that T&E planning, exe-g_9. Continuous Evaluation

cution, and reporting are directed toward common goals. The TIWG supports CE by accomplishing earlier, more detailed,
84 Goals and continuing T&E documentation, planning, integration, and shar-

ing of data from all testing. If possible, T&E documentation should
TIWG goals are to develop a mutually agreeable T&E program that gy pe published, without first allowing the principal TIWG mem-
will provide the necessary test data for evaluations; to provide for o q 45 review (not necessarily with any form of approval authority)
development, staffing, coordination and approval of all required

. . . -~ the document thoroughly. This process will ensure that accurate

T&E documentation; establish the necessary subordinate working &E documentation will be published.
groups (subgroups) to address related T&E issues; assure that aﬁ
participants have the opportunity to be involved and are not ex-gaction 111
cluded; establish and manage the corrective action processélgrﬁposition
rticipate in developmental test readiness reviews (DTRRs) an
operational test readiness reviews (OTRRs) and support the CE ang_10. T\WG Participants
integrated T&E. Close coordination among the TIWG members Representatives from all commands and agencies which may have a
must be effected in a timely manner to optimize schedules and costgole in a particular program’s T&E shall attend the initial TIWG
and preclude duplication or voids in the acquisition test cycle. meeting. At the conclusion of the initial meeting, a determination

. shall have been made as to those organizations which are critical to
Section I the TIWG body. The TIWG charter will identify representatives
Objectives from those organizations as principal TIWG members.

8.5 TIWG Forum a. Principal TIWG participantsTypical principal members to a

; . . . . TIWG are listed below:
A TIWG provides a forum in which designated representatives of .
each men?ber organization can discuss frgely their ?est requirements; (1) Program manager or matef'e' developer.
mutually resolve cost and scheduling problems; and assure that T&E (2) Combat developer or functional proponent.
planning, execution, and reporting are directed towards a common (3) Developmental tester.
goal. T&E coordination among all members of the acquisition team (4) Independent developmental evaluator or assessor.
(AT) is accomplished through the TIWG. To this end, TIWG mem-  (5) Operational tester.
bers are members of the AT and remain a principal active working EG) Independent operational evaluator.

group throughout the system acquisition process. 7) Logistician. _ o
(8) Survivability Lethality Analysis Directorate (SLAD)represent-
8-6. TIWG Meetings ative. This individual determines the survivability, lethality, and

TIWG meetings encompass activities such as development, staffingyvulnerability of Army systems to the full spectrum of battlefield
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threats. SLAD will make a determination as to its participation, that program.Participating services will determine their membership re-

is, as principal, associate, or nonparticipant, in the TIWG process.quirements and those will be documented in the TIWG charter.
(9) Threat Integrator, Threat Systems Officer (TSO)represeNtulti-service programs with Army participation (not lead) will

ative. This individual represents the USATRADOC school initiating have, as a minimum, representatives from the program manager or

the requirement for materiel systems. A threat integrator is generallymateriel developer, combat developer, or functional proponent, inde-

required for theater and tactical information systems. The threatpendent developmental evaluator or assessor, and independent oper-

integrator is a principal member of the TIWG only when the system ational evaluator. If any Army-unique testing is planned, the

being acquired is intended to defeat a specific threat system. appropriate test agency shall also be represented. As in all cases,
(10) Training representative. The training representative is a prin-TIWG membership is documented in the charter.

cipal member of the TIWG only when the combat developer is a

separate agency from the one that will be providing training for the Section IV

program. For example, Special Operations Forces may the comballWG Subgroups

developer, Army Infantry School, the trainer.
b. Additional principal TIWG participantsAgencies which can ~ 8-13. TIWG Subgroups

provide additional principal members to the TIWG are listed below: Essential to the TIWG process is the performance of specialized
(1) The Army Command Control System (ACCS) systems engi- tasks assigned to subordinate working groups. The subgroups are

neer for any ACCS component system or equipment which has ondecessary to define the details of the T&E program, handle the

or more interfaces. interfaces with other disciplines, prepare for testing, and develop
(2) The Program Manager for Smoke and Obscurants for all SUpporting T&E documentation. Additionally, the subgroups are re-

systems which rely on electro-optical propagation and are susceptiduired to coordinate and jointly develop T&E parameters and iden-

ble to aerosol countermeasures. tify corrective actions. When possible, the TIWG charter will
(3) Military Traffic Management Command Transportation En- delineate the planned subgroups. In some cases the subgroups may

gineering Agency if transportability engineering analysis of‘problem N€ed to establish their own work groups.

items,” in accordance with AR 70-47, has identified any transpor 8-14. TIWG Subgroup Charters

tability issues. . . o
(4) A C3I Interoperability Test Coordinator from the Army Par- The TIWG will charter, as necessary, the subgroups_ldentlfled be-
low. Other subgroups may be chartered as appropriate.

ticipating Test Unit (APTU) representing the Joint Interoperability Availability, and Maintainability Working Group

and Engineering Organization (JIEO) will participate for c3| & Reliability,
systems.g ¢ g ( ) P P (RAMWG).Co-chaired by the materiel developer and combat

(5) United States Army Defense Ammunition Center amgeveloper, this group will address all RAM issues including failure

School(USADACS) when ammunition restraint system procedures efiniti(_)n and s_coring criteria, RAM Rationale Annex, and Data_
need to be developed for military vehicles. Collection. The independent development evaluator or assessor, in-

(6) Program managers or materiel developers from other pro-ﬂgﬁgln?gsntter()paegago:ﬁllqi;‘Lﬁlquat%rr'tige‘a’ueéo?nmﬁ:i‘;alsljfft& ar(lgegpﬁlr?a-
grams that are being developed concurrently as part of a singl 02-3 ' P P group
system.This can occur when two vehicles or major subsystems aré€ =~ )-

being developed concurrently by two different organizations as part . °- The Supportability T&E Working Group(STEWGHaired by
of one program. the program manager or materiel developer ILS manager, this group

(7) Representatives from the Army Research Laboratory (ARL). will provide coordination between the TIWG activities and the
(8) Representatives of other services for muIti-servicItLSSMT' Topics to be coordinated will include all supportability test
acquisitions ISsues, test requirements, and logistic demonstration requirements

(9) Other organizations when significant interest and support is acontalned in the TEMP (see AR 700-127).

major contribution to executing the T&E strategy, and are identified ¢. Modeling and Slmul_atlon Working Gr_OL(bhalred by the pro-
as such at the initial TIWG meeting. gram manager or materiel developer, this group will examine all

c. Associate TIWG participant§he associate members of the g:;[gﬁr:gu;;ﬁ&ewsnig di?itnerm;?lg t:icrﬁlfla\?ilghcr]raiﬁgrbti;r?stt) ef;f:;:ttilr\]/ely
TIWG may consist of any representative who provides a needed 9 9 Y 9-

supportive role to adequately address all necessary T&E require-Section v
ments and support the subordinate working groups. Associate memy . tace Groups and meetings
bers can include the Integrated Logistics Support Managemen‘te P 9
Team (ILSMT), the international materiel evaluation representative, 8-15. Other Working Groups
the contractor (when appropriate), program manager for InStrumen'Theré are many related disciplines which have a close tie with the
tation, Targets and Threat Simulators (ITTS), environmental special-

ists (to determine h th ffects critical threshold val f TIWG and their working group activities occur concurrently and are
ists (to determine how weather etects critical threshold values 101 (e combined with the activities of the TIWG. The communica-
systems), test and evaluation manager, and representatives fro

those commands or activities which serve in a monitor’s role (forrnon lines between these groups with the TIWG must be clear and

. ; - allow information transfer to enhance the progression of work for all
example, TSG representative for health aspects associated with Sy%'isciplines Some of these closely related subgroups are listed
tem testing or use). below: '

u S a. The Threat Coordinating Subgrouphis is chaired by the
gt;f% .aEI(;NCC);ﬁIi:;aertlocflpt?]tleoréé)é/ret?[zfyargfn%netfé);;geSAt;rfrf]y (DA) threat_ integrator me_mbgr of the TIWG. This subgroup reviews,
Representatives from the DA staff, the Office of the Director, Oper- Co0rdinates, and maintains the Threat Test Support Package (TTSP).
ational Test and Evaluation (DOT&E), the Office of the Under D OperatlonaI’Test Readiness Review (OTRR§. OTRR evalu-
Secretary of Defense (Acquisition and Technology) (OUSD(A&T)), ates the system’s readiness to enter OT.Membership includes the
Director for Test, System Engineering and Evaluation (DTSE&E), Program manager or materiel developer, operational tester, and inde-
and other DOD agencies are invited to attend specific TIWG meet-Pendent operational evaluator.

ings at the discretion and invitation of the TIWG chairperson. c. Developmental Test Readiness Review(DTRRIDTRR
evaluates the system’s readiness to enter developmental test. Mem-
8-12. Multi-Service Aquisition Programs bership, as a minimum, includes the program manager or materiel

Multi-service acquisition programs with Army lead will have the developer, developmental tester, and independent developmental
same Army TIWG membership as an Army-unique acquisitic@valuator or assessor.
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d. Data Authentication Group (DAGThe operational tester de- new program and it is necessary to familiarize them with all aspects
termines the need for a DAG. The DAG is chaired by the opera-of the program.
tional tester with representatives from required areas of expertise. It b. Review available system requirements documents to familiar-
meets while operational tests are being conducted to ensure timelyze TIWG members with preliminary system requirements.Describe
exchange of data among all participating agencies or commands anthe overall acquisition approach that will be employed, showing
to build a factual database by assisting in data reduction, datshow the results of the T&E community’s participation in the early
analysis, and the investigation of problems revealed in test data. Th@lanning of the acquisition strategy ensures adequate T&E is inte-
group is formed when the evaluation of systems requires complexgrated into the overall program.
data collection and instrumentation. Its members may also comprise C. Develop the T&E strategy for incorporation into the acquisi-
the membership of the RAMWG who participate in the RAM scor- tion strategy. Conduct a detailed review of the Mission Need State-
ing and assessment conference. Composition of the DAG for an oTment (MNS) and the draft ORD or functional description if
is included in the OTP. available. This will familiarize the TIWG members with the require-

e. Computer Resources Working Group (CRWIBE CRWG is ments for the new or modified system. The combat developer or the
established by the program manager or materiel developer after Mgunctional proponent, in the case of information systems, should
| for each materiel system with embedded software to aid in theCconduct the review. . o .
management of system computer resources. The CRWG assists in d Initiate d[alogug to define the critical technlcal parameters and
ensuring compliance with policy, procedures, plans, and standardgitical operational issues to be addressed in T&E.
established for computer resources. Membership includes the com- & Detail the initial test requirements for the respective life cycle
bat developer, materiel developer, developmental and operationaphases that will provide the test data and evaluations needed for

; : ach milestone.
testers, independent developmental evaluator or assessor, independ- . . .
ent operational evaluator, and the PDSS activities. Members will f. Task TIWG members to draft their respective portions of the

. L ; . - TEMP if a strawman is not provided. If a strawman was prepared,
actively participate in all aspects of the program dealing with com- TIWG member comments gnd recommended changes Zhopuld be
puter resources.

f. Integrated Logistics Support Management Team (ILSNI. discussed.Agreement should be reached on changes to be made and

- ; . A issues to be resolved. If a strawman TEMP is prepared prior to the
ILSMT is established to coordinate overall ILS planning and execu- initial TIWG meeting, time should be allotted at the TIWG meeting

tion. Membership includes the program manager or materigl e iew all comments and proposed changes to the TEMP. If the
developer, development tester, operational tester, independent deve shanges are satisfactory to the TIWG members, the TIWG Coor-

opmental evaluator or assessor, independent operational evaluatogjination Sheet can be signed at the meeting site, or alternatively,
logistician and trainer (see AR 700-127). signed within some timeframe that is mutually agreeable to all
g. MANPRINT Joint Working Group (MJW®)e MIWG principal TIWG members.

develops the System MANPRINT Management Plan(SMMP) and = g. Draft the TIWG charter. Ensure all TIWG members (principal

coordinates the MANPRINT program. Membership includes th@d associate) are identified.

program manager or materiel developer, combat developer, logis- h, Review available contract documentation. Generally, contrac-

tician, and other organizations as appropriate (see AR 602-2). tual documentation has not been prepared at this point;however, it is
h. System Safety Working Group (SSWIBe SSWG is chaired  a major function of the TIWG members is to review contractual

by the program manager or materiel developer and provides pro-documents for T&E adequacy. If there is a draft Statement of Work

gram management with system safety expertise and ensures enSOW) or RFP, it is useful to highlight the contractual requirements

hanced communication between all AT members.MembersHgr test and evaluation.

includes the program manager or materiel developer, developmental i. Establish required subgroups.

tester, operational tester, independent developmental evaluator or j. Discuss related document development and status which affect

assessor, and independent operational evaluator (see AR 385-16).&E planning and whose completion is necessary to facilitate the
i. Live Fire Test and Evaluation Working Group (LFT&EWG). T&E process, for example, the Critical Operational Issues and Crite-

The LFT&EWG is chaired by USAMSAA and is formed to prepare fia (COIC), the Safety Assessment Report (SAR), the Security Clas-

the LFT&E strategy and input to the TEMP. Membership typically sification Guide (SCG), Safety Release (SR), and Environmental

includes the materiel developer, the combat developer, the indelmpact Statements (EIS). _

pendent evaluators or assessors, vulnerability and lethality analysts, k- Establish unique values for the test title and system name to

testers, the medical community, the intelligence community and theinitialize a database in the Army Test Incident Reporting Sys-

system contractor (as required). tem(ATIRS). Determine which tests require Test Incident Reports
(see chap 10) and identify these in TEMP.
8-16. Initial TIWG Meeting I. Record the minutes and action items. After the meeting the

The initial TIWG meeting should be held together with a review of chairperson will prepare the meeting minutes including the Action
the draft Operational Requirements Document (ORD) or information tém List (AlL), and distribute the minutes as agreed at the meeting
system requirements document to familiarize the TIWG members@nd in the TIWG charter. o .
with the preliminary system requirements. This meeting can be used M- Establish the TIWG minutes distribution list containing all
to support the program manager in developing the T&E strategy forPertinent information, a_tctual names, telephone numbers, facsimile
incorporation into the acquisition strategy, to identify all required NUmbers, and electronic addresses. .
TIWG members, draft the TIWG charter, and task TIWG members N- Discuss the action items assigned and develop a tentative
to prepare input for the preliminary TEMP. agenda for the next meeting. .

0. Address data collection requirements.
8-17. Notice of the Initial TIWG Meeting

Notice of the initial TIWG meeting should be sent at least 14 p£qjio.0n TIWG meetings should occur on a timely basis to con-
calendar days (preferably 30 calendar days) prior to the TIWG tin,e the T&E planning effort and the development, coordination,
meeting. A draft agenda should accompany the notice. The agendang approval of the required T&E documentation, especially the
should be finalized with input solicited from the TIWG members. TEMP.The progress of the test program will be addressed and sub-
. . o groups will meet as appropriate. As program changes occur and

8-18. Initial TIWG Meeting Activities testing details are developed, program planning modifications will
The initial TIWG meeting should: _ o ~ be required. Discussion of issues should continually occur, and
a. Provide a program or system orientation briefing. At the initial jssyes which are resolved will be closed out in the AIL. DTRRs and
TIWG meeting, it is likely that attendees will be unfamiliar with a OTRRs will be conducted and any issues relating to test readiness

8-19. Follow-on TIWG Meetings
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should be raised and resolved at the TIWG. Techniques for dataOpen action items become part of the TIWG Action Item List(AIL)
collection, incident reporting, and other test peculiar issues shouldand are carried over to the next TIWG agenda either to verify that
be fully coordinated and integrated within the T&E community. A action has been completed or to accomplish the necessary closing
TIWG can be held at any time in a program when it is necessary toaction. The action items should be briefed as the last agenda topic at
assemble the many agencies involved in the T&E process for thethe TIWG.

program. This can occur when the program is restructured, when an

event presents a serious conflict for the next series of tests, during 8-23. TIWG Meeting Minutes

test to disseminate information, or any other time. Minutes of each meeting are prepared by the chairperson and dis-
) tributed to each principal member (to include those who could not
Section VI attend) within 10 working days of the TIWG meeting. The minutes

General TIWG Procedures document all decisions and agreements of the TIWG and become a

part of the official file. If the minutes do not adequately reflect a

member’s understanding of what was accomplished at a TIWG
Announcements for a TIWG must be sent to all TIWG members at meeting, or if a member organization’s position changes, this should

least 14 days, preferably 30 days, prior to the commencement of 3 ; : :

! ) ) e brought to the attention of the chairperson for correction or
TIWG‘. The hotice announcing the TIWG should include an a.gendaadded ag an action item to the next TIWCF; agenda within 2 weeks
of topics to be discussed that includes TIWG member topics. after receipt of the minutes. Alternatively, any reasonable period of
time, as agreed to by all TIWG members and documented in the
charter, can be used.

8-20. TIWG Meeting Announcements

8-21. Unresolved Issues

The TIWG should not discourage the airing of substantive develop-

mental and operational issues. Disagreement on matters of substance

will be elevated through command channels to the next higher level _24', Tele.conferences . . L

for review and adjudication. Issues not resolved will be brought to Consideration should be given to conducting limited scope TIWG

the DUSA(OR) for resolution. Policy and procedural issues should Meetings by video teleconference. Normally conference time is lim-

be brought forward through TEMA for DUSA(OR)resolution. ited to 2 hours. This method is good for disseminating information
and reviewing comments requiring TEMP changes.

8-22. Open ltems

When an agenda item is not completed or resolved during a TIWG8-25. Coordination

meeting, it is usually assigned to one of the representatives(conti-Coordination on documents can be done by telephone or facsimile

ngent upon acceptance) for action, with appropriate suspense datenachine. This is especially useful when TIWG principals are re-
quired to concur in a TEMP revision.

DA PAM 73-1 « 28 February 1997 61



CHARTER OF THE *
TEST INTEGRATION WORKING GROUP

1. PURPOSE: This is a brief statement identifying the system
for which the TIWG is being established. ‘

Example: To formally charter the * TIWG, comprised of the
command representatives for the agencies listed in paragraph 2
below.

2. MEMBERSHIP: List organizations providing members. Include
organizational addresses, office symbols, electronic message
addresses, and DSN telephone numbers to facilitate
communication between member organizations.

Exanple:

a. The * TIWG will be composed of one representative
(principal) of each of the following:

(1) Program Manager/MATDEV

(2) Combat Developer/Functional Proponent

(3) Developmental Tester

(4) Independent Developmental Evaluator/Assessor

(5) Operational Tester

(6) Independent Operational Evaluator

(7) Logistician

(8) Survivability/Lethality Analysis Directorate

(9) Trainer

(10) Threat Integrator

(11) Other commands/agencies/services (when appropriate)

b. In addition to the members listed above,

representatives of the agencies listed below are also included
in this TIWG. These members will attend * TIWG meetings in an
advisory role (such as providing comments on plans and reports
and coordinating actions within their representative

organizations as appropriate in accordance with their assigned
mission.

Figure 8-1. Format of a TIWG Charter
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3. OBJECTIVE: Specific objective of each TIWG is listed.

Example: The objective of the * TIWG is to provide a forum
for test planning and integration to ensure an adequate and
comprehensive test program to fully validate the systenm.

4. PROCEDURES: The procedures section provides the broad,
general guidelines under which the TIWG will operate. The
method of calling meetings, representation by members,
developing agenda items, and conducting meetings are included.
The organization of the TIWG is shown including the addition,
the interface of the TIWG with other activities such as design
engineering, simulation, targets management, etc., is shown.
Procedures are also provided for handling open agenda items,
resolution of problems and preparation of minutes of each TIWG
meeting. Maximum use should be made of correspondence and
electronic communication, e.g, facsimile, electronic mail,
TECNET to resolve issues in order to reduce frequency of
meetings.

Example:

a. * After coordination, with principal members, meetings
will convene at the call of the chairperson, who will provide
for the recording and distribution of minutes of meetings.

b. Not less than two (2) weeks prior to each meeting, the
chairperson will provide each member agency with notification
of the time, place, and agenda for the proposed meeting.

c. Member agencies will be responsible for ensuring their
own representation and such additional supplementary
representation as may be indicated by the agenda.

d. Test integration, logistics, concepts, and training
subcommittees will be established.

e. Members will be responsible for action items related
to their functional areas that are specified on an Action Item
List (AIL). The AIL will be revised by the agencies’
representatives at each meeting. Such additions or deletions
as recommended by agency representatives attending will be
reviewed by the group and an updated AIL will be provided as
part of the minutes.

f. The TIWG members will provide inputs and
recommendations with regard to modification and revision to-
the TEMP.

Figure 8-1 (PAGE 2). Format of a TIWG Charter

DA PAM 73-1 « 28 February 1997

63



g. Disagreements on matters of substance will be elevated
from the TIWG to the next higher level of review for
adjudication. Such matters are brought to the attentin of the
DUSA (OR) for resolution or guidance if agreement cannot be
reached at lower levels of review.

5. DISTRIBUTION: This section includes distribution to be
made of the TIWG Charter, changes thereto, minutes of
meetings, plans, reports, etc.

Example:

a. This charter, minutes of all meetings, and all issues
of the * TIWG AIL shall be distributed to each * TIWG
principal member within ten (10) working days after the
meeting.

b. If the minutes do not adequately reflect a member’s
understanding of what was accomplished at a TIWG meeting, or
if a member organization’s position changes, this should be
brought to the attention of the chairperson for correction or
added as an action item to the next TIWG Agenda within two (2)
weeks after receipt of the minutes.

c. Additional supplemental distribution of meeting
minutes and AIL will be as recommended by the group.

d. Copies of T&E documentation, both government and
contractor, will be provided to all TIWG members.

e. Specific points of contact and their addresses are
provided as an Appendix.

Signature Block
TIWG Chairperson

Figure 8-1 (PAGE 3). Format of a TIWG Charter

Chapter 9 repair parts, tools and test measurement, and diagnostic equipment
Test Support Packages (TMDE)) planned for a system in the operational (deployed) envi-
ronment, provided before DT and OT and tested and evaluated
Section | during DT and OT, to determine the adequacy of the planned sup-
Introduction port capability. The SSP is provided by the program executive
officer (PEO) (or program manager (PM) or materiel developer
9-1. Overview (MATDEYV)). An SSP is required for all systems, both materiel and

Test support packages (TSPs) are provided to support conduct oinformation (see AR 700-127).
Army testing for new systems undergoing development and fielding. b. New Equipment Training Test Support Package (NET TSP).
TSPs are primarily used during developmental testing (DT)and op-NET program is first prepared by the PEO/PM/MATDEYV in accord-
erational testing (OT) before the Milestone Ill production decision. ance with AR 350-35 to support training development for new
They include the System Support Package (SSP), New Equipmentateriel and information systems, including conduct of test and
Training Test Support Package (NET TSP), Doctrinal and Organiza-evaluation of new equipment and software. Based on the NET
tional Test Support Package (D&O TSP), Training Test Support program, the PEO/PM/MATDEV prepares, as appropriate, a NET
Package (Training TSP), and Threat Test Support Package (ThreatSP. The NET TSP is provided to the training developers and
TSP). testers. It is used to train player personnel for DT and to conduct
a. System Support Package (SSR)e SSP is a set of support training of instructor and key personnel who train player personnel

elements (support equipment, manuals, expendables, sparesf(a’n@)erationiﬂ testing. The training developer uses the NET TSP to
develop the training test support package (Training TSP).
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c. Doctrinal and Organizational Test Support Package (D&0O 9-6. SSP Processes and Procedures
TSP).The D&O TSP is a set of documents prepared or revised by The SSP is a composite of the support resources that are required to
the combat developer or functional proponent for each OT support-support the system when fielded or deployed. The SSP will be
ing a milestone decision. Paragraphs or elements in the D&O TSPevaluated as part of the logistics demonstration (LD) during DT and
not needed (as determined by combat developer) will be annotatedested and certified as appropriate during OT. To influence OT
as“not required” in the D&0O TSP. Major components of the D&0O design plans, draft descriptions of the SSP should be provided 18
TSP are means of employment, organization, logistics conceptsmonths before the start of testing followed by approved descriptions
operational mode summary/mission profile (OMS/MP), and tek$ months prior to test start.
setting. a. SSP sufficiencythe PEO/PM/MATDEYV, in coordination with

d. Threat Test Support Package (Threat T9M Threat TSP is the _independent _evaluator_s Or assessors, will ensure _that th(_e SSP is
a document or set of documents that provides a description of thesufficient to permit evaluation of logistic supportability issues in the
threat that the new system will be tested against. A Threat TSP isTEMP.The SSP does not include those logistic support resources
required for all materiel systems(see AR 381-11). and services required by the tester to sustain the continuity of tests

e. Training Test Support Package (Training TSF)e Training and demonstrations (for example, test site facilities, and administra-

TSP consists of materials used by the training developer to train tesfiV® Support vehicle available at the test activity).
players and by the independent evaluator in evaluating training on a P: Draft SSP Component List (SSPCL) deliverye PEO/PM/
new system. This includes training of doctrine and tactics for the VATDEV will ensure a draft SSPCL is developed for any other test

(developmental or operational) with critical supportability issues.

system and maintenance on the system.It focuses on the perforrn_l_he PM/MATDEY will furnish the draft SSPCL 1o the ILSMT or

ance of specific individual and collective tasks during OT of a hew TIWG members 90 days prior to test. They will review and identify
tem. The Training TSP i d by th t trainer. ; : . e X
system ¢ ‘raining IS prepared by the proponent frainef. gqp components required for each test in sufficient time for the

9-2. Applicability PEO/PM/MATDEYV to acquire and deliver the SSP.

TSPs are required to support testing of materiel and information C- Final SSPCL deliveryAt least 60 days prior to the training
systems (including NDI and system change programs) when theyt€St start, the PEO/PM/MATDEV will provide two copies (or as

are scheduled for delivery by the responsible organizations in theotherwise specified) of the final SSPCL to the developmental and
approved Outline Test Plan (OTP) (see AR 15-38) for the test. Theoperational testers, independent developmental and operational
Test Schedule and Review Committee (TSARC) is the appropriateevaluators or assessors, logistician, combat developers or functional
forum to resolve issues regarding applicability of any TSP deemedP'oPOnents, and any other interested activities.

necessary by the tester when preparing the OTP. d. SSP deliveryA complete SSP will be delivered to the test

a. The SSP is required to support developmental and operationaPClVity at least 30 days prior to test training initiation. When the
testing for all materiel systems and information systems unl P includes items Qva"ab'e in the Arr_ny inventory, the resp_on3|b|e
waived (see AR 700-127) O/PM/MATDEV will ensure the on-site availability of such item-

. ~ s.Upon receipt, test activities will inventory the SSP and report
b. The PEO/PM/MATDEYV of the system conducts NET In sup hortages that will have a significant impact on the planned test to
port of the developmental and operational testers, and trainers of

operational test plavers. for materiel and information svstems. NET he independent evaluators or assessors, and the logistician at least
per: players, . . Y g 25 days prior to scheduled test training initiation. If the independent
applies to operations and maintenance of equipment, including soft-

dat d iated d tation. The NET TSP id evaluators or assessors determine that SSP shortages exist which
ware updates and associatec documentation. The provi eﬁrevent the adequate evaluation of any supportability-related issues,
this information transfer to the trainer.

; . . the test start will be suspended until the complete SSP is available,
c. A Threat SSP is required in support of developmental and P P

) ; . or a waiver is obtained by the materiel proponent. The ATIRS (see
operational testing for all materiel systems when the TIWG deter- chap 10) will be used for reporting the SSP inventory.

mines that an operationally realistic threat is needed for the test (see
AR 381-11). . Section Il
d. While the D&O TSP, NET TSP, and Training TSP are nor- preparation of the New Equipment Training Test Support
mally critical to the conduct of testing, they are not mandatory and package(NET TSP)
may not be desired when conditions exist that make them not

applicable. 9-7. Introduction

The NET program (NETP) is first prepared by the PEO/PM/MAT-
9-3. TSP Submission DEV in accordance with AR 350-35 to support training develop-
Table 9-1 summarizes the responsible organizations and deliveryment for new materiel and systems, including conduct of test and
schedule guidelines for the five TSPs. evaluation of new equipment. Based on the NETP, the PEO/PM/

MATDEV prepares, as appropriate, a NET TSP. It provides an
Section |l equipment-specific training program for the training developer or
Preparation of the System Support Package (SSP) subject matter expert (instructor) to develop a training program to

train troops who will be used in a specific test. The NET TSP
9-4. Introduction contains a combination of equipment-specific documents, training

The SSP is prepared and provided by the PEO/PM/MATDEYV of the aids, training devices, training simulators, programs of instruction-
new equipment. The SSP is a composite of support equipment angPQls) and lesson plans.

documentation that will be evaluated during logistic demonstration

and tested and certified during developmental and operational test§-8. Content of NET TSPs

including repair parts, tools, maintenance and training manuals, andrThe NET TSP should include all training material required to train
consumable supplies. For information systems, an SSP is prepare@perators and maintainers of system peculiar tasks. The SSP should
for hardware and software. The SSP, used to validate the supporgupport the NET TSP and should be developed together with the
system, is to be differentiated from other logistic support resourcesNET TSP. Preparation of the NET TSP includes any contractor-
and services required for initiating the test and maintaining testdeveloped training to be provided in support of operational testing.

continuity. Format and content of the NET TSP are listed below.
a. Title of system.
9-5. Content of SSPs b. Training aids (for example, transparencies, 35mm slides, stu-
See AR 700-127 for content of SSPs, and for associated policydent handouts, and blackboard).
responsibilities, and waiver provisions. c. POl and lesson plans (draft or final).

d. Technical manuals (draft, commercial or other).
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e. Points of contact (POCs) (support agency’s POC name andspecifically defined and subject to rapid changes as different con-
telephone number required for initial coordination). cepts and techniques of employment and support are identified and

f. Remarks reflecting clarification of the above items (for exam- accepted. As additional knowledge about the system and its capabil-
ple, time schedules; support package components; additional suppoity increases, the more mature the D&0O TSP becomes. As much
required in the system for test sustainment). information as possible should be provided to ensure support of

g. Maintenance (including all maintenance charts and literature). operational test issues as determined by the combat developer or

functional proponent.
9-9. NET TSP processes and procedures b. A D&O TSP typically supports the conduct of an LUT, IOT,

a. The PEO/PM/MATDEV will program, budget, and fund the and FOT. A D&0O TSP may also be necessary in support of CEP,
preparation and execution of the NET TSP. This includes, but is notFDTE, and EUTE (as determined by the combat developer, func-
limited to, training courses, travel and per diem for Instructor and tional proponent, operational tester, and independent operational
Key Personnel Training (IKPT) for instructor personnel support in evaluator), but content will vary based on test or experiment re-
tests. The NET TSP should be planned, developed, and executed iquirements. The D&0O TSP should be updated before each major
coordination with the trainer and concurrently with the SSP. test during a system’s development.

b. The training developer or training proponent should use the c¢. The D&O TSP should be thought of as a transfer of approved
NET TSP to develop the Training TSP used by operational testsystem acquisition documents (for example, Operational Mode Sum-
participants in support of operational test execution. The develop-mary/Mission Profile (OMS/MP)) or draft new or changes to opera-
mental tester should use it in support of all developmental teststions documents (for example, field manuals (FMs)). Therefore, the
during the development process. majority of the package should be filled by references to approved

c. For information systems, the NET TSP, if developed, should documents or attachments of draft documents (for example, draft
address both system hardware and software and be provided witfrfM change pages).
the information system to the functional proponent for support of
the planned testing assessments.

d. Milestones for providing NET TSP will be identified by the
testers in either the TEMP or the OTP supporting the TSARC.

(1) The NET TSP should be provided to the developmental tester,
no later than 60 days prior to developmental test start. The mile-
stone for delivery of the NET TSP to the developmental tester
should be shown in the TEMP.

(2) The NET TSP should be provided no later than 180 days
prior to start of training for an 10T. For NDI, the NET TSP should
be provided no later than 60 days prior to start of training for an

IOT. For EUTE, LUT, and FOT, the NET TSP should be provided |qterenced or attached and all other documents supporting the D&O
no later than 90 days prior to test start. TSP appropriately referenced.

(3) To provide the best training possible, the contractor may be , Means of employmerithis paragraph describes how the sys-
allowed to train instructors as close to the start of training for start ey will pe employed and supported. It includes or references docu-
of I_OT and FOT as feasible fc_)r knqwledge retention purposes. ments which describe the doctrine, tactics, techniques, logistical
Delivery of the NET TSP must still be timely to support delivery of oncepts, and means of employment for the tested system, including
the Training TSP 60 days prior to start of training for 10T and FOT. 5 statement on new or revised versus current doctrine. The package
Training aids, to include vehicles, should be provided to instructors shouid include sufficient detail to permit realistic system employ-
as early as possible prior to the training test start date to train teSihent for conduct of the specified type test. It is used to guide the
players. The 180-day lead time for contractor training cited in (2) development of the TEP and to govern user actions during test.
above is applicable. However, for NDI with more compressed mile- plso. when appropriate, related documents for the new system or
stone schedules, contractor training for the instruptors may OCCUlequipment as well as support equipment should be shown as well as
closer to start of the OT. To ensure adequate planning, the PEO/PMfeferences or page changes to FMs, Field Circulars (FCs), Training
MATDEV should notify the available agencies as the acquisition Circulars(TCs), and operators manuals.
strategy is developed and establish mutually satisfactory milestone ¢ Qrganization.This element defines military occupational spe-
goals. ] o cialty (MOS)requirements, basis of issue, unit structure, organiza-

(4) The NET TSP should be provided to the training developer astional concept, operating concept, and lines of command or
a package after completion of IKPT (which should be scheduled coordination for units employing the tested system. It is used in test
completion 180 days prior (60 days when required for NDI) to the planning to structure player units. When new MOSs are required,
start of test player training in support of an IOT for a Milestone Il the specific duties of each MOS level must be included in the D&O
decision review. TSP. See AR 611-1 regarding information for the development of

(5) Deliveries of the NET TSP should be met even though the this section. References to Basis of Issue Plan (BOIP), Quantitative
PEO/PM/MATDEV may use contractor support to develop the NET and Qualitative Personnel Requirements Information (QQPRI), and

9-11. Content of D&O TSPs
The D&O TSP consists of the following sections:references, means
of employment, organization, logistics concepts, operational mode
summary/mission profile, test setting, and coordination. A suggested
format for preparing a D&O TSP is shown in Figure 9-1. A major-
ity of the details should be satisfied by references or attachments.
When references are very large, specific pages and chapters should
be identified to assure appropriate use by the operational tester. A
short paragraph should be provided for each item to help focus the
tester on pertinent information.

a. ReferencesThe draft or approved MNS or ORD may be

TSP. Table of Organization and Equipment (TOE) apply.
d. Logistics conceptsThis paragraph describes the concept for
Section IV planned supply, transportation, maintenance procedures and methods
Preparation of the Doctrinal and Organizational TSP (D&O for supporting the proposed or actual test system when fielded. If
TSP) interim contractor support is planned in any form during initial
] fielding, then so state since laws govern system contractor or affili-
9-10. Introduction ates participation in IOT. References or draft change pages to appro-

The D&O TSP can be prepared in support of both materiel systeMspriate FM apply. The concept will:
development and information systems development. The D&0O TSP, (1) Describe supply concepts envisioned for class | through X
provided by the combat developer or functional proponent, is usedsupply items and outline procedures for class IX repair parts availa-
to expand, update, and add specificity to the information in the pjjity for the system prescribed load list (PLL) including mainte-
MNS and ORD documents to support planned operational testsnance records, PLL records, requests for class IX items, and level of
required to support a scheduled decision review milestone. maintenance.

a. The D&O TSP will mature as the system and its requirements (2) Describe what supply and maintenance including repair parts
mature. Early in the system’s life cycle, the content will be less and special tools will be provided to support testing.
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(3) State system transportation procedures for rail, highway, ma-9-13. D&O TSP Checklist
rine and air movement with emphasis on new or changédchecklist is provided at Figure 9-2 for the preparer of the D&O

requirements. TSP to use to ensure that basic contents of the TSP are addressed.
(4) state the MOS and duty title for each required level of
maintenance. Section V

(5) Describe special tools and test equipment required to operatd reparation of the Threat Test Support Package (Threat
and maintain the system. TSP)
(6) Describe each level of maintenance responsibility during the

telst, that is, military personnel, lDepartment of Army civilian em- Proponent combat developers (or functional proponents) and mate-
ployees, or _contractor personne. .__riel developers provide threat support, including validation, to Army
(7) Describe warranty procedures to be used to ensure ma'metesting of new materiel and systems (see AR 381-11). The propo-
nance conformity. o _ nent threat support office will provide threat support by participating
(8) Include coordination annexes listing the agencies throughtest planning, preparing the Threat TSP, providing training re-
which the logistics concept was staffed and showing their com- quired by units portraying threat forces, and providing on-site
ments.The logistics concept should be compatible with concepts,monitoring of the threat portrayal prior to and during the test. This
policies, and system support stated in AR 700-127 and AdRplies to all developmental tests, operational tests, and other tests
750-1.This section of the D&O TSP excludes the SSP by the PEOlonducted in an operational setting.
PM/MATDEV but it should be compatible with the SSP.
e. Operational Mode Summary/Mission Profile(OMS/MPhis 9-15. Content of Threat TSPs
summary presents a description of the anticipated mix of ways theGuidance regarding Threat TSP content and format is contained in
new equipment will carry out its operational role. It includes the AR 381-11. Figure 9-3 provides a suggested Threat TSP prelimi-
operational events and environment the equipment experiences fronmary package format for use as a guide during Threat TSP
beginning to end of a specific mission laid out in a time-phased preparation.
approach. Additionally, as required to satisfy the purpose of test, a
set of operational mission profiles (that is, attack, defense) should b&)—16. Threat TSP Processes and Procedures _
shown. This section is prepared by the combat developer or func” Threat TSP will be prepared when an operational threat is re-
tional proponent in coordination with the operational tester, to sup-duired for developmental and operational testing of ACAT | sys-
port the operational requirement. Details that should also s, ACAT Il systems, and other systems on the OSD T&E
included or discussed for information systems are workload, envi- oversight I.'St' Specific testing requirements for a given system will
ronment, mobilization, continuity of operations, data loss, and sys-P€ determined by the TIWG. Determination of the requirement for
tem peculiar events. an operationally realistic portrayal will be made by the TIWG upon

f. Test settingThis paragraph should describe total environment the recommendation of the evaluation organization based on the

(that is, tactical, threat, terrain, weather and logistical support) underrequirements of the TEMP.
which the system is to be examined. The test setting defines the a. Initial Threat TSPThe initial Threat TSP (minus test specifics
annexes) is developed after Milestone 0 by the combat developer or

interactions among threat, friendly actions, and the environment (Orfynctional proponent threat support organization to support future

some specific geographic Ioca.tion) and establighes a scepario the}esting for a specific system or concept. This Threat TSP is derived
subjects the system under test in the context of its total enwronmentfrom the system threat assessment rebort (STAR) or system threat

to include the next higher level system or organization. The test P - .
. ; : ; assessment(STA). The initial Threat TSP is more detailed than the
setting should be compatible with the Threat TSP. Also, the size ofgTaR o S'I('A ar)1d provides the threat scenarios to Support a spe-

unit, opposing force, equivalent scale of operations should be stated ific test and assesses the impacts of threat-related test limitations.
Reference any combat developer or functional proponent standardr, support DT requirements, the PEO/PM/MATDEV proponent
scenario which is applicable. o o (threat support organization/office) will expand and tailor the initial
g. Coordination.This paragraph indicates the organizations that Threat TSP for each test in which threat force operations are to be
normally should be provided the D&O TSP for review and com- norirayed realistically. For OT, the combat developer or functional
ment. The final D&O TSP should contain an enclosure or appendix proponent threat support activity will expand and tailor the initial
which details the results of the coordination (see Table 9-2 for Threat TSP for each OT requiring a realistic threat portrayal.
suggested TSP coordination). The combat developer or functional | FEinal threat TSPThe final threat TSP includes an update of
proponent should establish appropriate coordination requirementsphe injtial threat TSP plus a section of several appendices that are
and all coordination schedules to support timely completion of the geyeloped on an iterative basis to support specific tests approved by
D&O TSP prior to approval. Information contained in the D&O  the TEMP. The appendices become part of the Threat TSP and must

9-14. Introduction

TSP already approved should be annotated as such. be completed before final Threat TSP approval can be granted.
c. DA Threat Integration Staff Officer (TISO)involvemehks. a
9-12. D&O TSP Processes and Procedures member of the TIWG for ACAT | systems, ACAT Il systems, and

The combat developer (or functional proponent) is responsible forosp OT&E oversight systems, the TISO advises threat representa-
planning and development of the D&O TSP for each materiel sys-tives from the combat and materiel developers of tests scheduled
tem (or information system) undergoing acquisition. The operational and the anticipated threat support requirements at the initial threat
tester should assist the combat developer or functional proponent intoordinating group (TCG) meeting. TRADOC Threat Managers and
preparing the test setting (for example, scenarios and profiles) and\MC Foreign Intelligence Officers serve as the principal threat
concept of test employment. integrators for operational and developmental tests, respectively.
a. The D&O TSP, to include the OMS/MP, should be provided d. ACAT Il and IV systems applicabilifhreat TSPs for ACAT

to the operational tester 27 months prior to the start of an IOT, alll and IV systems not on the OSD T&E oversight list will be
LUT, or an FOT as agreed to by the TIWG (or as agreed to betweemrovided by the combat or materiel developer, as appropriate, when
the combat developer (or functional proponent) and operatiotiakat portrayal is required by the TIWG for a DT or OT.

tester prior to the start of a CEP test, EUTE, or FDTE), and as e. Validity. When approved, the Threat TSP describes the threat

shown in TSARC OTP. to be used for planning and developing the test and portrayed during
b. The combat developer or functional proponent must approve test execution. An approved Threat TSP, however, does not ensure
all D&O TSPs. that test threat portrayal is valid. Two separate approval actions are

required, one for the Threat TSP and one for the threat portrayal
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during the test. The approved threat is included in the approved (11) Field manuals (FMs) or changes to FMs.
T&E plan prior to execution of test.
f. Additional guidanceSee AR 381-11 for additional procedural 9-19. Training TSP Processes and Procedures

and process guidance for Threat TSPs. The proponent training developer develops, coordinates, and
) provides the Training TSP to the test agency. Logistics oriented

Section VI . schools and non-proponent schools which manage MOSs involved

Preparation of the Training Test Support Package with the new system develop training TSP input (for example, POI,

(Training TSP) Lesson plans, STRAP changes, training data requirements, ARTEP/

9-17. Introduction MTP changes, target audience descriptions, crew drills, ammunition,
. targets and ranges required for training, and critical task list) to the

The Training TSP is provided to the test agency by the proponentI L " )
- . “lead proponent. This is in addition to the NET TSP provided by the
developers (proponent) of the new system. A Training TSP is as materiel developer. All Training TSP input must be provided in

sembled by the proponent training developer for each affected oper-_ .~ . - . .
ator and maintainer MOS. Where there are system cross propone utficient time from responsible agencies to the training developer
0 days prior to start of test player training to allow the TSP to be

responsibilities, the proponent for the requirement will assemble K . . L
b prop 9 submitted on time to the tester.When required, a Training TSP for

training materials for supporting MOS. The lead proponent will ; s g o .
consolidate the package and assure it does not contain conflicting” information system will be prepared as specified by the training

requirements. The Training TSP contains information used by theProponent for the information system under development. The
trainer to train test players and for the tester's use in evaluatingraining TSP may provide or make reference to supporting docu-
training on a new materiel system. It focuses on the performance ofentation to the TSP. Attachments depend on availability of refer-
specific individual and collective tasks during operational testing of €nced documents.

a system. The Training TSP package should be updated prior to a. Initial submission.The initial Training TSP consists of the
each of the EUTE, LUT, IOT, and FOT during a system’s develop- approved STRAP or training data requirements, and the Certifica-
ment or as required by the TEMP or OTP. Training TSP for infor- tion Plan. It provides the test agency with the training concept for
mation systems should be tailored to the skills and abilities of thethe system, the training issues upon which the trainer requires data,
target audience scheduled to use the system. If there are no specifiethd the method for training test players. The initial submission is
MOS to use the information system, training should be addresseddue to the test agency from Test (T) start minus (-) T-18 months, or
and the users described. as specified in the OTP.

b. Final submissionThe Training TSP is a full package. It is
prepared following IKPT and receipt of the NET TSP which should
occur 6 months prior to the start training date for developmental
systems and not later than 2 months prior to the start training date
for NDI systems. The final Training TSP is submitted to the training
proponent 60 days prior to the commencement of test player

9-18. Content of Training TSPs
Training TSPs usually consist of an initial submission and a final
submission. The Training TSP items identified below will be sub-
mitted for approval to HQ TRADOC or major Army commands
(MACOMSs)assigned responsibility for non-TRADOC systems.
a. The initial Training TSP contains the items listed below. training
(1) System Training Plan (STRAP). The STRAP should be ap- -
proved prior to its inclusion in the Training TSP. Approval of the C. Funct|0n§ )
Training TSP should not be construed as approval of the STRAP. (1) The training developer:
See TRADOC Regulation 351-9 for a detailed description of the (a) Provides guidance on preparation, coordination, approval and
contents of each paragraph in the STRAP. distribution of the Training TSP.
(2) Test training certification plan. The plan outlines and de- (b) Serves as approving authority for all STRAPs and Training
scribes the method and procedures for evaluating and certifyingTSPs.
individual and collective pre-test training. Specifically, it describes  (c) Serves as the training developer policy element for the
the who, where, and how training is certified. STRAP and the Training TSP.
3 Traini_ng dg_ta requirements. Data requirements and milestones (2) The operational test and evaluation agency:
should be identified.
b. The final Training TSP contains the items listed below.
(1) Training schedule.
(2) POI for each MOS/SSI affected.
(3) The Army Training and Evaluation Program (ARTEP)/Mis-

(a) Reviews the draft Training TSP and provides comments to
proponents.

(b) Ensures the Training TSP is included as part of the TEP
development process.

sion Training Plan (MTP) or changes to the ARTEP/MTP. (c) Ensures. gll training is completed prior to start of test.
(4) List of training devices, embedded training components, and (3) The training proponent:
simulators. (a) Prepares initial and final Training TSPs in coordination with
(5) Target audience description. supporting schools.
(6) Soldier training publications or changes. (b) Forwards approved copies of initial and final Training TSPs
(7) Crew drills. to the tester.
(8) Lesson plans.
(9) Ammunition, targets, and ranges required for training. 9-20. Checklist
(10) Critical MOS task list. Figure 9-4 provides a checklist to use in preparing the Training
TSP.
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1. Title Page (type of test, system, date, etc.).

2. References.

3. Means of Employment.

mo a0 TR

g.
h.

Field Manuals (FMs).

. Field Circulars (FCs).

Training Circulars (TCS).

. Soldiers Manuals (SMs).

Operators Manuals.

Tactical Unit Standing Operating Procedures (TAC SOP).
Communications-Electronic Operating Instructions (CEOT).
Equipment Storage Plans (Load lists).

4, Organization.

4

Basis of Issue Plan (BOIP).

Qualitative and Quaatitative Personnel Requirements Information (QQPRI).
Organization Plan.

(1) Introduction.

(2) System Description.

(3) Organizational Concept (Unit).

(4) Operating Procedures.

5. Logistics Concept.

TR Mo AN OB

Purpose.

. Source.

Description.

. Supply.

Transportation.

Maintenance.

MOS by level of maintenance. (
Special tools and test equipment.

6. Mission Profiles.

7. Test Setting.

8. Approval authority.

NOTE: Content will vary based on purpose of TSP or milestone decision review and as
deemed necessary by the combat developer or functional proponent and evaluator.

Figure 9-1. Suggested format for a doctrinal and organizational TSP
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CHECKLIST FOR DOCTRINAL AND ORGANIZATIONAL
TEST SUPPORT PACKAGE (D&O TSP)

1. Following is a list of items to consider during
preparation and review of D&0O TSP:

a. References and title page. Administrative information
and ORD/TSARC references (current and available).

b. Means of Employment.

(1) Does the D&0O TSP provide a complete, current
listing of the doctrinal materiel that will be required for
the new system at the unit level, e.g., FMs, FCs, TCs, SMs,
operators manuals (may be included in the SSP), TAC SOPs,
CEOIs, and load plans?

(2) Does the D&0O TSP provide a listing of the
doctrinal material used at staff levels above the operating
unit that must be changed or augmented to support fielding of
the system? Interoperability?

(3) Are drafts of, or changes to the listed or
referenced documents included in the D&0O TSP?

(4) Is the draft documentation such that it addresses
system employment and permits development of the TEP, DTP and
other T&E planning documents, e.g., TEMP, COIC, etc.?

(5) Are dates for delivery of the Tactical SOP,
communication/electronic and loading instructions and plans
established?

(6) Does the scope state the tactical scenario?

c. Organization.

(1) Are draft or final TOEs for units employing the
system up to battalion level or eguivalent included? BOIP,
QQPRI referenced?

(2) Does the D&0O TSP include a detailed description
of the operational concept for employing the system in combat
to include lines of communication and coordination through
division level?

{3) Does the D&O TSP describe each of the system
employment options, e.g., direct support, general support,
attachment, etc.?

Figure 9-2. Doctrinal and organizational TSP checklist
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(4) Are the operating procedures for each option
described in detail? ~

(5) Are the lines of C3 for the system clearly
delineated?

(6) Are the degraded mode(s) of operation described
in detail?

(7) Are the various communications options (wire,
radio (voice, digital data, secure, etc.), facsimile, etc.)
described?

. (8) Are related operational and organizational
concepts included in the D&0O TSP? This applies when the
system under development/test is used in conjunction with or
to employ other systems. B2An example of a system requiring
special treatment is the Fire Support Team Vehicle (FISTV)
which in addition to its usual field artillery missions may be
required to employ Hellfire missiles, U.S. Air Force laser
guided and conventional weapons and other systems. The D&O
TSP should include the employment concepts for each such
related system.

(9) Are MOSs discussed?

d. Logistics Concepts.

(1) Are the logistical concepts for the system
through the direct support level incorporated into draft FMs
and support documents?

t

(2) Are they shown in FM (draft/final)?

(3) Are the logistical concepts detailed enough so
that IOT and FOT can assess supportability through the direct
support level? A '

(4) Are all major logistical areas included (e.g.,
supply, maintenance, transportation).

(5) Does the logistics concept include procedures for
use of operational readiness floats (ORF)?

(6) Type of support stated (troop, contract)?

(7) Are there environmental impacts(e.g.,
manufacturing, supply, maintenance, repair, and disposal
actions)?

Figure 9-2 (PAGE 2). Doctrinal and organizational TSP checklist--continued
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e. Operational Mode Summary/Mission Profile.

(1) Has the OMS/MP been expanded or updated since the
last operational test or publication of the ORD?

(2) Does the OMS/MP describe the events and frequency
of occurrence and duration events in attack, defense,
exploitation and retrograde operations? State alternate
missions?

(3) Does the OMS/MP state the frequency and duration
of responses to threat use of countermeasure such electronic
warfare or radio electronic combat, obscurants and NBC
weapons?

f. Test Setting.

(1) Does the setting detail friendly and threat force
actions down to the unit level?

(2) Are the probable areas of employment for the
proposed system stated?

{3) Does the setting state the primary areas of
employment for the proposed system?

(4) Is the approved scenario on which the test
setting is based referenced? (Include sequence number and
date of the scenario). .

(S5) Does the setting state or relate to a standard
scenario and threat support package?

(6) Does the test setting identify the type force
structure for the proposed system?

2. After finalizing contents, ensure that adequate
coordination is accomplished.

Figure 9-2 (PAGE 3). Doctrinal and organizational TSP checklist--continued
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1. Title page. (Preparing agency, information cutoff date,
U.S. system project office, and the MACOM or DA validation
date).

2. Tables of contents and illustrations.
3. Section I Background Information.

a. Description of system, organization or concept to be
tested. .
Type of test.
Evaluating agency.
Test organization.
TRADOC proponent school.
Test dates.
Test location.
Simulated location (e.g., central Europe).
I0C of system being tested.
Threat year.

UHTQ O LQT

4. Section II Critical Operational Issues and
Criteria/Additional Operational Issues and Criteria
(COIC/AOIC).

5. Section III Threat.

a. Specific threat systems and units/organizations.

b. Threat tactics, doctrine, techniques, procedures and
flight profiles (as appropriate).

c. Threat countermeasures.

6. Section IV Test Specific Appendices.

a. Appendix A Test concept (Draft of TEP Chapter 3-1).

b. Appendix B Scenario.

c. Appendix C Description of trials/test runs/vignettes.

d. Appendix D Firer/target matrix.

e. Appendix E Targets, threat simulators, and
surrogates.

f. Appendix F Limitations.

g. Appendix G Threat force training plan.

Figure 9-3. Suggested format for a threat TSP

DA PAM 73-1 « 28 February 1997

73



CHECKLIST FOR TRAINING TEST SUPPORT PACKAGE
(Training TSP)

1. Initial Submission of the Training TSP.

a. Were development procedures outlined in TRADOC Reg
351-9 followed for the STRAP?

b. Did the STRAP address:
(1) The system description?
(2) Assumptions?
(3) The training concept?
(4) The training device strategy?
(5) Significant training issues at risk?

c. Did the Test Training Certification Plan describe the
method and procedures for evaluating and certifying individual
and collective pre-test training? Specifically, did it
describe the who, where, and how training is to be

accomplished and the method of certification?

d. Were the STRAP and Test Training Certification Plan
submitted within the time frame prescribed?

e. Did the Training Data Requirements provide training
issues outlining the need for data on individual/collective
performance, technical manuals, etc.?

2. Final Submission.

a. Is final Training TSP submitted to HQ TRADOC at least
60 days prior to the test date?

b. Does the final Training TSP include:
(1) The training schedule?
(2) The POI for each MOS/SSI affected?
(3) FMs/FM Changes References?

(4) The ARTEP/MTP or changes t¢o the ARTEP/MTP?

Figure 9-4. Training TSP checklist
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(5) A list of training devices, embedded training
components, and simulators?

(6) A target audience description?

(7) Soldier training publications or changes?
(8) <Crew drills?

(9) Lessons Plans?

(10) A list of ammunition, targets, and ranges
required for training?

(11) A critical task list?

c. Does the Training TSP include information from each
MOS proponent school affected?

d. Does the Training TSP lay out who is responsible for
training those tasks taught in the institution and unit?

e. Does the Training TSP contain all of the material
needed to train test players on operator and maintainer tasks?

f. 1Is field training necessary? Does it train operator
crews to operate the system to its desired capability? Is
night training appropriate?

g. Are tactics, techniques, and procedures (DTT) taught
to test players? Does it agree with the employment described
in doctrinal manuals?

h. 1Is there sufficient time built into the training
schedule for the unit to become proficient with the system?

i. Will training devices be available to support test
training?

j. How much ammunition is required to support training?
Is it supportable?

k. Is the test player a "typical soldier" in his career

field?
Figure 9-4 (PAGE 2). Training TSP checklist
Chapter 10 timely manner. Acquisition community members must have imme-
Test Incidents and Related Reporting diate access to test information in order to consider corrective ac-
] tions.In this way the continuous evaluation of the systems is
10-1. Introduction enhanced.

This chapter discusses processes and procedures for the reporting of , Test results and corrective action information are also required
DT and oT results Qnd corrective action information to the Army by Reliability, Availability, and Maintainability (RAM)scoring and
Test Incident Reporting System (ATIRS) to enable the continuous 3ssessment conference members to form the basis for the assessment

evaluation process to function. A separate scheme is used to repoigf RAM and integrated logistics support (ILS) (see AR 700-127).
software problems, and is not discussed in this chapter.

a. Program managers, combat developers, functional proponents10-2. Process Overview
evaluators, assessors, and others participating in the acquisiti@n The Test Incident Report (TIR) contains the minimum essen-
process must be informed of system performance during tests in dial data for test incidents and corrective actions. A sample TIR
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form is shown in figure 10-1 at the end of this chapter.The TIR be placed on content, electronic mail distribution, storage, or inter-
contains two types of data. One type consists of test incident (Tl)active access per AR 530-1. Similar procedures will be followed for
data. The tester prepares these data. The tester omits section \feports expected to contain proprietary or CS information.
when preparing the TIR. The other type consists of corrective action f. Access to ATIRS databases is requested through the ATIRS
(CA) data which are prepared by the program manager. These twadministrator. As a default, Government users will have open access
data types are merged together by ATIRS at Aberdeen Provingto ATIRS databases, unless the data is restricted by the program
Ground, MD, which is administered by the Aberdeen Test Center of manager or tester. The ATIRS administrator has full authority to
the United States Army Test and Evaluation Command. grant access to databases not restricted by the program manager or
The tester (Government or contractor) prepares Tl data for all pre-tester. All contractors are restricted to those data authorized by the
Milestone Il tests and postmilestone Il tests which support a mate-program manager or tester. The T&E Manager will have access to
riel release decision. The IPT will determine which Government and all data associated with his or her commodity command.
contractor tests require Tl data and will identify these tests in the
TEMP. Tl data may also be prepared for other tests as required by
the program manager or other test sponsors.
c. The program manager prepares CA data for input into ATIRS
for critical and major TIRs as a minimum. All TIRs must be consid-
ered for corrective action, and the TIR should reflect action taken
with supporting rationale. After consideration, the action may be to
decide that no corrective action is required for minor TIRs. The
intent is to produce a better system.
d. Tl and CA data will be inputted into ATIRS. ATIRS provides
an Army standard method of electronically exchanging, storing,
processing, and reporting data on results of testing, their corrective
actions, and other test-related information. ATIRS is used to store
all test incidents and corrective actions information.Assistance on
ATIRS is available by electronic mail through the Defense Data
Network (DDN) at atirs@atc.apg.army.mil or by submitting a re-
quest to Commander, U.S. Army Aberdeen Test Center, ATTN:
STEAC-RM-CC (ATIRS Administrator), Aberdeen Proving Ground,
MD 21005-5059.
e. A corrective action review team comprised of the program
manager, combat developer or functional proponent, independent
evaluator, or assessor reviews all CA data and associated Tl data, to
verify that proposed corrective actions are appropriate and effective.
The testers are advisers to the team.
f. Production and postproduction tests of ammunition are ex-
cluded from submission of TIRs. The reporting procedures in AR
75-1 are used for these items.

10-3. Security

a. Since the TIR data will be transmitted, stored, and interac-
tively accessed via unsecured media, care must be taken to ensure
that documents provided to ATIRS contain no classified
information.

b. In the event that information pertaining to a test incident is
classified, the information will be published separately in a classi-
fied TIR and distributed per the listing agreed to by TIWG mem-
bers. Additionally, an unclassified TIR referencing the classified
TIR will be provided to ATIRS in the formats of table 10-1 (pre-
ferred) or figure 10-1. AR 380-5 provides instructions on handling
classified documents from automated equipment. Since portion
markings are not possible on the TIR, the individual blocks in a
classified TIR need not be marked provided that:

(1) Classification markings are placed top and bottom.

(2) A statement is included in Block 90 showing the source of
the classification, full address of proponent, and declassification
date/event/Originating Agency’s Determination Required (OADR).

(3) A statement is provided in Block 90 listing the classified
block numbers and their classification levels. In addition, a state-
ment will be provided to indicate that other blocks not listed are
unclassified.

c. The tester should consult the program security classification
guide for classification of program data or the program manager
when classification of cumulative data is in question.

d. The originators and recipients must safeguard the classified
information per AR 380-5.

e. The program manager should address operations security(O-
PSEC) and competition sensitive (CS) implications of TIR informa-
tion before pretest activities begin. If the reports are expected to
contain OPSEC information, the program manager will notify the
document originator, and the ATIRS administrator of any limits to
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Table 10-1
Test Incident Data Stream

HEADER DATA AND TEST INCIDENT DATA

HEADER DATA

Field Name Field Length Field Position Instructions
(Fixed) (Fixed)

Data Item 1 1 0 - Indicates test incident information.
Only the tester can originate this information.
1 -Indicates corrective action information. Only the test sponsor
can originate this information.
2 -Indicates both test incident and corrective information. Only the
ADACS database can originate this combined information.
3 -Indicates ADACS data from an ATTC.

Markings 1 2 0 -Unclassified
1- FOUO

Version# 2 3-4 Version number; this version number is 0

Sender’s Phone# 20 5-24 Commercial Phone#

Project# 20 103-122 Test Project# (TIRS only)

Submittal Date Format 6 123-128 Date of submittal in YYMMDD format

Submitter 20 129-148 Point of contact responsible for submission of data.

Reserved 10 149-158 Reserved for future use

TEST INCIDENT DATA

Block Number Field Length Instructions

Block Name (Maximum)

-1

Release Date 6 YYMMDD

-2

Test Title 34

-3

Test Project# 20

-4

TIR#/Revison 10/2 Omit slash if TIR is

not revised

-5

Test Agency 20

--6

Test Sponsor 20

-7

System 14

-8

Original Release Date 6 YYMMDD

--9 Reserved

--10

Model 26

--11

Serial# 24

--12

USA# 27

--13

Mfr 28

--14

Contract 22

--15

Iltem# 10

--16 Reserved

--17 Reserved

--18 Reserved

--19 Reserved

--20 Reserved

--21

Test Life 10

Life Units 14

--22

Test Life 10

Life Units 14

--23

Test Life 10

Life Units 14

--24

Test Life 10

Life Units 14

--25

Test Life 10
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Table 10-1
Test Incident Data Stream—Continued

HEADER DATA AND TEST INCIDENT DATA

Life Units

--26

--27

--28

--29

--30

Title

--31
Subsystem
--32

Incident Class
--33

Observed During
--34

Action

--35

--36

Element Name:
Element Value

Repeat for the number of names and values that are being collected.

I

--37

--38

--39

--40

Date Occurred
Time

Time standard
--41

FD/SC Step#
--42

FD/SC Class
--43
Chargeability
--44

Incident Status
--45

--46
Category
Category
Category
Category
--47
Keywords
Keywords
Keywords
Keywords
--48

Test Environment
Type
Condition
--49
Defective Material
--50

Name

--51

Serial#

--52
FSN/NSN
--53

Mfr

--54

Mfr Part#
--55
Drawing#
--56

Quantity

--57

Action

--58

--59

--60

FGC

--61

78

14

26

22

12

16

25

2

~bhO

20

20

18

12

59

27

24

24

28

22

23

10

25

10

Reserved
Reserved
Reserved
Reserved

Reserved

(Not to exceed 34 for name and value
(including : and spacing)

End of repeating blocks indicator
Reserved

Reserved

Reserved

YYMMDD

Reserved

Reserved
Reserved
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Table 10-1

Test Incident Data Stream—Continued

HEADER DATA AND TEST INCIDENT DATA

LSA#
--62

Part Life
Part Units

When Repaired
--63

Part Life

Part Units
When Repaired
--64

Part Life

Part Units
When Repaired
--65

Next Assembly
--66

Serial#

--67

Software Version
--68

--69

--70

Diag Clockhours
--71

Diag Manhours
--72

Total Maint Clockhours

--73

Total Maint Manhours

--74

--75

--76

--77

--78

--79

--80

Type

--81

Level Used
--82

Level Prescribed
--83

Level Recommended

--84
--85
--86
--87
--88
--89
--90

Incident Description

--96

Maintenance Start Date
Maintenance End Date

Time Started
Time Ended

Maintenance level/echelon

Admin & Logistic delay time

Maintenace Type

27

10
14

10
10
14
10
10
14
10
22
24

14

27

21

21

21

(If "When Repaired" is used, the displayed "Part Units" length will
be truncated to 6 characters.)

Reserved
Reserved

hhhh:mm
hhhh:mm
hhhh:mm

hhhh:mm
Reserved
Reserved
Reserved
Reserved
Reserved
Reserved

Reserved
Reserved
Reserved
Reserved
Reserved
Reserved

This is a repeating field. There is no need to repeat Block #.
Forward slash to end description for block 90.

Reserved

Reserved

Reserved

Reserved

Reserved

Additional Data - These are data blocks not covered anywhere above.
Repeat as many as needed, including block no. If any data is missing, represent with a

blank line.
6

6

4

4

21

YYMMDD

YYMMDD

24-hour clock time

24-hour clock time

Although a maximum of 21 characters is shown (following block
81 field length), only the first 5 characters are displayed on the
TIR form in order to accommodate all specified Maintenance Time
breakdown information on one line. Provide as much complete in-
formation as possible within the first 5 characters.
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Table 10-1
Test Incident Data Stream—Continued

HEADER DATA AND TEST INCIDENT DATA

Diagnostic Clockhours

Total Maintenance Clockhours
Diagnostic Manhours

Total Maintenance Manhours
Maintenance Chargeability

--97
Nomenclature

FGC

Serial#

FSN/NSN
Manufacturer's Part#
Part Life

Part Units

Maintenance level/echelon

Quantity

Action

--98

Preparer's Name
Preparer’s Title
Preparer’'s Phone#
--99

Releaser's Name
Releaser’s Title
Releaser’'s Phone #
-9

7

NN~

Although a maximum of 7 characters is shown (following Blocks
70-73 field lengths), only first 6 characters are displayed on the

TIR form to allow all specified Maintenance Time Breakdown infor-
mation on one line. Provide as much complete information as pos-
sible within the first 6 characters.

Y or N

Repeat as many as needed, including block no. If any data is missing, represent with

blank lines

27

10

14

21

10

25

End of file indicator

Although a maximum of 27 characters is shown (following Block
50 field length), only the first 19 characters are displayed on the
TIR form to allow all specified PARTS DATA information on one
line. Provide as much complete information as possible within the
first 19 characters.

Although a maximum of 10 characters is shown (following Block
60 field length), only the first 4 characters are displayed on the
TIR form to allow all specified PARTS DATA information on one
line. Provide as much complete information as possible within the
first 4 characters.

Although a maximum of 10 characters is shown (following Blocks
62-64 field lengths), only the first 7 characters are displayed on
the TIR form in order to accommodate all specified PARTS DATA
information on one line. Provide as much complete information as
possible within the first 7 characters.

Although a maximum of 14 characters is shown (following Blocks
62-64 field lengths), only the first 7 characters area dislapyed on
the TIR form in order to accommodate all specified PARTS DATA
on one line. Provide as much complete information as possible
within the first 7 characters. The information contained in this data
element is displayed in place of "Part Life" in the header.
Although a maximum of 21 characters is shown (following Blocks
82-83 field lengths), only the first 5 characters are displayed on
the TIR form in order to accommodate all specified PARTS DATA
on one line. Provide as much complete information as possible
within the first 5 characters.

Although a maximum of 10 characters is shown (following Block
56 field length), only the first 4 characters are displayed on the
TIR form to allow all specified PARTS DATA on one line. Provide
as much complete information as possible within the first 4 charac-
ters. This entry must be numeric.

Although a maximum of 25 characters is shown (following Block
57 field length), only the first 7 characters are displayed on the
TIR form in order to accommodate all specified PARTS DATA on
one line. Provide as much complete information as possible within
the first 7 characters.

EXAMPLE TEST INCIDENT DATA STREAM

00 04105559413

--1<cr> <If>

92013 <cr> <If>

--2<cr> <If>

PQT OF SMALL WIDGETS <cr>
&ltlf>

--3<cr> <If>
9-Z27-999-999-999<cr> <If>
--4<cr> <If>

K2-B999999<cr> <If>

80

jdoe@testplace-
emhZl.army.mil

etc., etc., <cr> <If>

DA PAM 73-1 « 28 February 1997



Table 10-1
Test Incident Data Stream—Continued

HEADER DATA AND TEST INCIDENT DATA

--36<cr> <If>

Subsystem Code:<cr> <If>

1<cr> <If>

Hazard Severity:<cr> <If>

na<cr> <If>

Sub Cause:<cr> <If>

Main Battle Tank<cr><|f>

Sub Cause Code:<cr> <If>

1<cr> <If>

--81<cr> <If>

ORG <cr> <If>

--82 <cr> <If>

DS<cr> <If>

--83 <cr> <If>

ORG <cr> <If>

--90 <cr> <If>

Misalignment problem discovered.
<cr> <If>

During the initial phase inspection,
an alignment problem was <cr>
<If> noted between widget A and
tab B. No further action was <cr>
<If> taken at this time. <cr> <If>

.etc.
Il <cr> <If>
.etc.

-9 <cr> <If>

Jl<er><If>

--100<cr><If>

Closed<cr><If>

--101<cr><If>

930112<cr><If>

--102<cr><If>

930420<cr><If>

--103<cr><If>

930125<cr><If>

--104<cr><If>

930225<cr><If>

--105<cr><If>

920625<cr><If>

--120<cr><If>

The developer has determined that
the shutdown of<cr><If> the en-
gine occurred due to an electrical
short.<cr><If>

\\<cr><If>

--121<cr><If>

This described the status of the
corrective action<cr><If>
\\<cr><If>

--122<cr><If>

This area describes the results of
the corrective action.<cr><If>
<cr><If>

\\<cr><If>

--123<cr><If>

This area describes the planned
implementation.<cr><I|f>
\\<cr><If>

-9<cr><If>

10-4. Test Integration Working Group (TIWG)Actions b. To ensure consistency of terms across test phases and mile-
a. The TIWG plays an active role in developing the T&E pro- stones, prior to any TIWG, the program manager and tester will
gram and integrating various disciplines and interest. Therefore, thecontact ATIRS either by mail, electronic mail (see para 10-2d for
TIWG is used as the medium to effect necessary actions crucial tomail and electronic mail addresses), or dial-in/TELNET (after re-
the TIR process. ceiving access authorization) for a list of possible values for the TIR
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blocks shown in paragraphs 10-4c and 10-4d. The list will form the b. All additions to the blocks in the TIR or changes to the
basis for agreement or understanding of standard values at TIWGSIWG-agreed values must be coordinated with the ATIRS adminis-
as discussed below. trator so that consistent, readily identifiable data are stored, re-
c. At the first TIWG meeting following the milestone decision, trieved, and used.
the program manager and testers (or higher headquarters test manai;- )
er) will lead the following actions: 0-6. Test Incident (TI) Data
(1) Identify all tests which provide data to support a milestone & The tester (Government or contractor) prepares the TI data
decision. These tests are then reflected in the TEMP and TIRs willPOrtion of the TIR (that is, Header blocks 1-8 and Sections | to V).
be prepared for those tests. Instructions for completion of the TI data input are listed below.
(2) Establish acceptable unique values for the below blocks so P- Tl data are prepared for each test incident occurring on an
that consistency can be maintained between tests. identifiable test item or system, without regard to the number of
(a) Test Title (Block 2) times the test incident recurs. Some groupings of incidents are
(b) System (Block 7). ' authorized for minor or extremely frequent occurrences that do not

d. Prior to each test, as the program develops, the program manimpact mission reliability. When an incident involves a problem-

ager and tester (or higher headquarters test manager) will lead thésuc_h as an inherent operatlona_l defect, safety, or human factors
following actions in subsequent TIWGs: engineering (HFE) problems) which does not require maintenance

; ; : ; and can be determined by inspection or examination to be common
f0||%\),vi58t%t|)giﬂswque values to be registered with ATIRS for the to all samples of the test item that are accessible to the tester, the
(a) Tgst Agen.cy (Block 5) tester may prepare a single TIR that addresses the problem, in lieu
\ of a TIR for each test item.
gl(::); &%ﬁeﬁ?ggi?(r 1(5)'0(:'( 6). c. Tl data are prepared for test incidents involving Government-
4) Manufacturer Bldck 13 owned products, such as items covered by a warranty or Govern-
(d) ( )- ment-furnished equipment. The materiel developer item manager

(e) Contract No. (Block 14). will prepare a Quality Deficiency Report (QDR), based on the TIR
() Subsystem .(Bl.OCk 31): . N input (see AR 702-7-1). A separate QDR will not be prepared by
(9) Failure Definition/Scoring Criteria Classification (Block 42). 0 tester.
(h) Chargeability (Block 43). _ d. TI data will be prepared whenever the need arises during
_(2) Establish the fprmat and units of measure to be reglsteredpretest, test, or post-test activities to report—
with the ATIRS ad_mlnlstrator for the following blocks: (1) Non-receipt of all or part of any applicable test support pack-
(a) Test Life: Units (Blocks 21-25). age or an inadequacy in the components of a support package, in
(b) Part Life: Units (Blocks 62-64). _ particular, the System Support Package. Also, Tl data will be pre-
(3) Discuss possible data values desired to be recorded dU“nEbared if the System Support Package Component List (SSPCL) is
test for the following blocks: incomplete.
(a) Action (Blocks 34 and 57). (2) Start of test, to establish a record of the test start date and
(b) Categories (Block 46). major component serial numbers (for example, engine, transmission)
(c) Keywords (Block 47). 3 and the starting hours for the major components.
(d) Test Environment; Type; Condition (Block 48). (3) Receipt of materiel in unsatisfactory condition for test.
(e) Disposition (Block 49). (4) Any functional area characteristic, defect, or discrepancy, ac-
(f) Type/Level Used/Level Prescribed/Level Recommendegdal or incipient, that affects, may ultimately affect, or pertains to
(Blocks 80-83). health, safety, environmental, operational suitability or effectiveness,

(4) Discuss security guidance and procedures on data handlingor compliance with contract specifications or requirements docu-
(5) If competition sensitive data are involved, determine authori- ments of the item or system to include its hardware, operator or
zations and data restrictions to ATIRS and submit to the ATIRS crew and maintenance personnel, prescribed training, publications,
administrator. tools, diagnostic and support equipment, and associated software.
(6) Establish a distribution list for the Tl and CA data for users  (5) The need for or accomplishment of a scheduled preventive
preferring data to be sent directly from the tester and programmaintenance check and service if the maintenance data associated
manager. The list will include format (for example, data stream, TIR with the task is to be scored as chargeable and scheduled and is to
form text format), distribution method (for example, computer trans- be used in the computation of maintainability statistics for the test.
fers, electronic mail, floppy disk, hardcopy), mail address, and elec- (6) The need for or accomplishment, application, or installation
tronic mailbox address for each recipient. Include the recipient nameof a modification to an end-item or its associated software. Indica-

or point of contact and telephone number for the electronic mailboxtion will be made in Block 90 of the effects on previously reported
address. Users to consider include the program manager, both indeest conditions.

pendent developmental and operational evaluators or assesso(®) The need for installation, removal, adjustment, repair, or re-
logistician, combat developer or functional proponent, and T&E placement of a component, assembly, or software for reasons other

Manager. than above.
(7) Determine recipients of hard copy information, such as classi- (8) The accomplishment of off-item component or assembly
fied photographs or other information related to TI data. repair, whether accomplished by the tester or by the contractor or

(8) Determine capabilities and procedures of participants in im- manufacturer, on or off the test site, if such maintenance is not
plementing provisions of this pamphlet (for example, how contractor reported with the basic incident.
TI data are processed for input to the independent evaluators/asses- (9) End of test, to establish a record of the test end date and the

sors and ATIRS administrator). ending hours for the major components.
(9) Determine data collection procedures for all of the test and e. In addition, Tl data report the following:
commodity-unique additions. (1) A summarization of subtest results (for example, perform-
ance, safety, HFE).
10-5. Notifying Database Personnel (2) The achievement of important milestones in the test program,

a. After the TIWG, the program manager in coordination with sych as receipt or shipment of the test items or commencement or
the tester must register the TIWG-agreed acceptable values for thgompletion of testing, or a specific phase of testing.
specified blocks stated in paragraph 10-4 with the ATIRS adminis- { Each TIR will be assigned a TIR classification value by the
trator before testing begins. Registration is accomplished throughtester that reflects the degree of seriousness of the reported incident
either electronic mail, facsimile, or in writing to the ATIRSy test findings, regardless of cause, frequency, or expected proba-
administrator. bility of occurrence. The four acceptable TIR classification values
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are: Critical, Major, Minor, and Information, and are described as the test incident or corrective action information will be forwarded

follows: by the preparer to ATIRS (same address listed in para 10-2d) for
(1) Critical— inclusion in the database. Media compatibility must be verified with
(a) Involves a catastrophic or critical hazard related to health or the ATIRS administrator.

safety of personnel (death or severe injury or occupational illness; n. Distribution of Tl data that are prepared for tests other than

Categories | and Il per MIL-STD-882B). those identified by the TIWG is limited to the addressees designated
(b) Involves a catastrophic safety hazard to the item/system underby the program manager or the tester.
test (unplanned system loss; Category | per MIL-STD-882B). 0. The program manager will prepare a listing, using agreements
(c) Reports test results which make test suspension or terminatiorreached by the TIWG members, for distribution of photographs and
advisable. classified Tl data.
(2) Major— p. Until an automated support system is established to efficiently
(a) Involves a marginal hazard to health or safety of personnel- process pictures and graphics, transmission of pictures and graphics
(Category Ill per MIL-STD-882B). by facsimile is encouraged.

(b) Involves a critical safety hazard to the item/system under test . As regards the timeliness of Tl data, all TI data must be
(unplanned major system damage; Category Il per Millvalidated before they are released and distributed. For Tl data pro-
STD-882B). duced during OT, a Data Authentication Group might validate the

(c) Reports the inability of the test materiel (including diagnostic data. The following timelines are provided as goals:
equipment, tools, publications, software, and so forth)to meet a (1) For critical TIRs, the tester notifies the program manager by
critical or essential functional area, design, or performantsgephone within 24 hours after detection of the incident and should
requirement. distribute the Tl data within 24 hours. Critical TIR data are trans-

(d) Reports subtest results which reflect inadequate performanceMmitted electronically to the program manager, T&E Manager, higher

(e) Involves two or more repetitive minor TIR incidents in which headquarters test manager, logistician, both the developmental and
their cumulated effect could result in any of the above fo@perational independent evaluators or assessors, and the ATIRS

conditions. administrator. Electronic message notification does not negate the
(3) Minor— requirement for accident reporting per AR 385-40.
(a) Reflects an actual or incipient malfunction, defect, hazard, or ~ (2) For major, minor, and information TIRs, the tester prepares
negative finding that does not qualify as critical or major. and distributes the Tl data as soon as the data have been

(b) Reports subtest results which reflect marginal performance. validated.The goals are to distribute the Tl data within 3 workdays
(4) Information. Reports modification to the tested item, current for major TIRs, 5 workdays for minor TIRs, and 10 days for infor-
condition of the tested item, test findings, subtest results, safetymation TIRs after detection of the incident or completion of the
release information, or other types of information. subtest. The goal is not to exceed 10 workdays for any Tl data.
g. If the cumulated effect of two or more repetitive minor TIR ~ (3) Revisions to TI data should be distributed within 10 work-
incidents exhibiting the same manifestations meets the definition fordays after the need for the new information or corrections is
a major TIR, then a major TIR can be written. This major TIR is detected. o o . »
written at the incident when the repetitiveness is considered serious - If test materiel is received in unsatisfactory condition for test-
enough to warrant a major TIR. As additional repetitive incidents Ing such that, in the opinion of the tester, the unsatisfactory condi-
occur, each incident is classified accordingly. This may result in fion may jeopardize test objectives, invalidate test results, or render
additional major TIRs. Each such major TIR will describe how the €Sting unsafe, the tester, after coordination with higher headquarters
repetitiveness justifies a major TIR and will list the preceding re- t€St manager, should notify the materiel developer by telephone.
lated TIRs that led to this major TIR. (1) If corrections can be made readily with no delay in scheduled
h. A change or addition to information contained in distributed test initiation, the tester, after coorqlnatlon W|th the higher head-
Tl data (such as a more complete analysis, a description of deferreguarters test manager, should obtain telephonic concurrence from

maintenance, TIR reclassification, incorporation of scoring confer- 1€ Program manager and initiate corrective actions or repairs. This

ence results, or addition of any other data that is required to com-M€ans being able to place the item or system in serviceable condi-

plete or update the TI data) will be accomplished by issui @n_in accorqlance with the contract spgc_;ification or_standards using

revisions to the original T data. The revision will replace the 2vailable maintenance or repair capabilities. A major TIR will be

original TI data (or previous revisions) in ATIRS and in any other Wrtten. _ .

files (manual or otherwise) that may be created in ATIRS. _(2)_ If corrections cannot readily be made, the tester, after coor-
i. In revising previously submitted Tl data, the original data must dination with the higher headquarters test manager, should recom-

be accounted for by reporting in Block 90 of the TIR the informa- MeNd by phone rescheduling, suspension, or termination and, if
tion which has been revised. applicable, request o_llsposmon instructions for the tes@ items or sys-

j- The basic TIR number assigned in Block 4 is not to be altered;tem from the materiel developer and prepare a critical TIR.
however, Block 1 provides for identifying the revision number and 10-7. Corrective Action (CA) Data

date. . . . a. The program manager prepares the CA data (Section VI of
k. In those instances where the Tl data is revised to change ther|r form). CA data are required for critical and major TIRs as a
TIR incident classification, Block 90 must provide rationale for the minimum. Instructions for completing the CA data input are listed
change. below.
. I Th.e tester V\{ill Qlectronically transmi.t the Tl data and revisions, . The information will reflect a program manager's analysis of
if possible, by dial-in or TELNET (provided ATIRS access is au- the problem and the status or description of corrective action or
thorized) or by electronic mail (atirs@atc.apg.army.mil) to ATIRS report that no corrective action is proposed, as long as adequate
using the data stream specified in table 10-1. If a data stream is nojystification is provided in the information. CA data will be pre-
possible, then the TIR form of figure 10-1(excluding Section VI) pared with the best information available at the time of preparation,
may be transmitted in ASCIl format after coordination with the gyen though the information may be incomplete.
ATIRS adminis.t.rator. No hardcopy Tlldata are to be submitted to ¢ \Whenever possible, the program manager should implement
ATIRS. In addition, the AMC commodity command T&E Manager the necessary corrective actions during the conduct of the planned
will distribute the Tl data per figure 10-1 by electronic mail. Data test program. This provides the independent evaluator or assessor
will also be distributed to other users per agreements reached byhe opportunity to analyze the corrective action and determine the
TIWG members. _ ) need for any additional testing, minimizing the need for unplanned
m. In those instances where electronic transmission capability additional verification tests or commencement of a new acquisition
does not exist, tape, floppy disk or other electronic storage media ofphase with corrective actions of unknown adequacy. During OT, the
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configuration is fixed and corrective actions normally are not imple-

(5) Completed.Corrective action is required and has been ap-

mented during its conduct. If a corrective action is implemented proved for production.

during testing, the tester will write Tl data on the incident.
d. In revising previously submitted narrative CA data (Blocks

(6) Incomplete.Corrective action is required, but could not be
completed because of circumstances outside the control of the pro-

120 through 123), the original data must be retained. Revisions maygram (for example, no funds, program cancellation, court ruling,
add data or change erroneous information by citing the old andmanufacturer out of business).

adding the correction.

(7) Not required.Corrective action is not required.

e. Each corrective action taken is assigned a classification value f. The initial CA data will be submitted to the ATIRS administra-
that reflects the status of the corrective action. The acceptable cortor within 60 days of the date reflected in the TIR release date

rective action status classifications are as follows:
(1) Open.Corrective action has not been identified or proposed
(2) Proposed.Corrective action is required and a potentially ac-
ceptable corrective action has been identified and proposed.
(3) Verified. Corrective action is required and a corrective action
has been verified as adequate by test or analysis.
(4) ReviewedCorrective action is required and a corrective ac-

(Block 1 of the TIR). Subsequent updates are submitted as

. appropriate.

g. A change or addition to previously distributed corrective ac-
tion information to ATIRS is made by submitting revised data. The
revised data replaces the original corrective action information in
ATIRS.

h. The CA data will be electronically transmitted by dial-in or

tion review team has reviewed the corrective action for appropriate-TELNET (provided ATIRS access is authorized) or by electronic

ness and effectiveness.

mail (atirs@atc.apg.army.mil) using the format of table 10-2 to
ATIRS.

Table 10-2

Corrective Action Data Stream

Field Field Field Instructions

Name Length Position

(Fixed) (Fixed)

Data Item 1 1 O - Indicates test incident infor-
mation. Only the tester can origi-
nate this information.

1 - Indicates corrective action in-
formation.

Only the test sponsor can origi-
nate this information.

2 - Indicates both test incident
and corrective information. Only
the ADACS database can origi-
nate this combined information.

3 - Indicates ADACS data from
an ATTC.

Markings 1 2 0 - Unclassified
1- FOUO

Version# 2 3-4 Version number. This version is 0

Sender’s Phone# 20 5-24 Commercial Phone#

Sender’'s E-Mail 78 25-102

Project# 20 103-122 Test Project # (TIRS only)

Submittal Date 6 123-128 Date of submittal in YYMMDD for-
mat.

Submitter 20 129-148 POC who submits the data.

Reserved 10 149-158 Reserved for future use.

Block Number Field Length (Maximum) Instructions

—0

CA Action#/Revision# 10/2
This data field is not on the TIR
form. It is used to distinguish one
corrective action from another
when multiple corrective actions
occur on test incidents. Any con-
venient sequencing scheme may
be used. If omitted, Corrective
Action# will be generated. Do not
use TIR# as Corrective Action#.
When doing a revision, CA# and
the revision#number must be
present. “Revision” is the revision
number of the submitted CA data
and is displayed in the CA entry
data block.

—3

Test Project# 20

—4

TIR# 10 This is a repeating field.

1 2 End of TIR# indicator.

—3

Test Project# 20

—4

TIR# 10 This is a repeating field.
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Table 10-2
Corrective Action Data Stream—Continued

Field Field Field Instructions
Name Length Position
(Fixed) (Fixed)
)/ 2 End of TIR# indicator
—100
CA Status 8
—101
CA Entry Date 6 YYMMDD
—102
CA Date Reviewed 6 YYMMDD
—103
CA Date Proposed 6 YYMMDD
—104
CA Date Verified 6 YYMMDD
—105
CA Date Completed 6 YYMMDD
—120
Developer’s Analysis of Problem 76 This is a repeating field.
1 2 End of Description for Block 120
—121
Status/Description of Corrective 76 This is a repeating field.
Action
1 2 End of Description for Block 121
—122
Test Results on Corrective Action 76 This is a repeating field.
1 2 End of Description for Block 122
—123
Planned Production Implementa- 76 This is a repeating field
tion
1 2 End of Description for Block 123
—9 2 End of record indicator

Note: Do not leave any blank lines
at the beginning or end of this file.
10 0410555941 3

—O<cr> <If>
AOOOOO0001/0 2 <cr> <If>
—3 <cr> <If>
9-Z7-999999999 <cr> <If>
—4 <cr> <If>

K2BOOOOOI <cr> <If>

.etc.
Repeating Block Sample

/I <cr> <If>

—3 <cr> <If>
8-77-999999999 <cr> <If>
—4 <cr> <If>
K2A00000I <cr> <If>
K2A0000I0 <crgt; <If>
.etc.

Repeating Block Sample

Il <cr> <If>
—101 <cr> <If>
930112 <crlt; <If>
—102 <cr> <If>
930420 <cr> <It>
—103 <cr> <If>
930125 <cr> &lilf>
—104 <cr> <If>
930225 <cr> <If>
—105 <cr> <If>
920625 <cr> <If>

tsponsor@mat place—emhl.a-
rmy.mil
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Table 10-2
Corrective Action Data Stream—Continued

Field Field Field Instructions
Name Length Position
(Fixed) (Fixed)

—120 <cr> <If>

The developer has determined that
the shut down <cr> <If> the engine
occurred due to an electrical
short.<cr> <If>

Il <cr> <If>

—121 <cr> <If>

This describes the status of the
corrective action. <cr> <If>

Il <cr> <If>

—122 <cr> <If>

This area describes the results of
the corrective action. <cr> <If>

Il <cr> <If>

—123 <cr> <If>

This area describes the planned
production implementation. <cr>
&t;lf>

Il <cr> <If>

-9

i. When the program manager does not possess electronic districorrective action review team may meet either separately or concur-
bution capability, the data will be prepared according to the format rently during any other convenient meeting where corrective actions
of table 10-2 and will be provided on tape, floppy disk, or other might be discussed. Telephonic meetings are encouraged.
electronic storage media to the ATIRS administrator, who ensures p. Decision procedures.

input into the database. No hardcopies will be submitted. (1) The corrective action review team is advisory to and is
j- The program manager will prepare a listing of recipients of CA :haired by the program manager. When any member nonconcurs

data, using agreements reached by the TIWG members, for distribuyith the proposed CA status decision, the program manager will

tion of basic CA data, photographs, classified information or other attempt to resolve the issue. If it cannot be resolved, the program

information related to a corrective action. o manager will advise all members, in his or her role as corrective
k. Distribution of CA data for tests other than those identified by action review team chairman, of the final decision. The member

the TIWG is limited to the addressees designated by the programyonconcurring may raise the issue to the next level of management
manager. ] _ o for resolution and will concurrently advise the program manager.
I. Until an automated support system is establllshed to efﬂmently (2) When the CA status is changed, the program manager will
process picture and graphics, transmission of pictures and graphic§ansmit a CA data stream to ATIRS with the changed CA status
by facsimile is encouraged. information. CA status changes to “REVIEWED” can occur only

10-8. CA Identification and Verification Procedures after:

a. A corrective action review team comprised of the program (a) Appropriate concurrence by the corrective action review
manager, combat developer, or functional proponent, independenfeam' ] ) ) )
evaluator, or assessor reviews all CA data and associated Tl data, to (0) Withdrawal of nonconcurrence or resolution by intermediate
verify that proposed corrective actions are appropriate and effectiveOr final decision authority.

The testers are advisers to the team. Corrective actions concerning c. In order to effect continuous evaluation, the program manager

critical and major TIRs involving a safety hazard must be coordi- will submit the changed CA status information to ATIRS as soon as

nated with the safety community before the team convenes. Thepossible or when the corrective action review team has reviewed
and verified the corrective action.
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TEST INCIDENT REPORT (AR 73-1) | 1. Release Date: 02 MAR 1994

——— ——— — ————— T T - " S i o W e T i ey W S i (o O U o L e B B Gt W S e (e e T vt e iy S

Test Title: Test Project#: TIR#:

2. PERFORMANCE TEST OF ZSYSTEM 3. 1-22-120-2S8Y~-012 4. KX-D000021

5. Test Agency: MY PLACE 6. Test Sponsor: PM ZSYSTEM

7. System: ZSYSTEM 8. Original Release Date: 02 MAR 1994
——————————————————————————— I MAJOR ITEM DATA —-=——mevesmm e m s e e mm— e
10. Model: MXYZ1l ZSYS CARGO Test Life: Units: :
11. Serial#: C-0217B-JB 21. 282.0 MILES

12. USA#: N1-1528 22. 23.1 ENGHRS
13. Mfr: ARMORED WHEELIES, INC. 23. 0.0 MHEHRS
14. Contract#: DARE07-92-Z-X001 24. 0.0 MHECYC
15. Item#: 217 25.
———————————————————————————— II INCIDENT DATA ———————-—m— oo e e e e e — e
30. Title: WIRE HANGING FROM WIDGET 40. Date & Time: 28 FEB 1994 1250 EST
31. Subsystem: WIDGET 41. FD/SC Step#: 05~
32. Incident Class: MAJOR 42. FD/SC Class: EFF
33. Observed During: OPERATIONS 43, Chargeability: HARDWARE/CFE
34. Action: MAINTAINED 44. Incident Status: PRELIMINARY
46. Categories: RAM
47. Keywords:
Test Environment: ‘ Type: Condition:

48. OPERATIONS HILLY CROSS COUNTRY IDRY
49. Disposition: MISSING/LOST
———————————————————————— IITI INCIDENT SUBJECT DATA —=——-——=rrmemeer o m
50. Name: TERMINAL END 60. FGC: 06130112
51. Serial#: NA 61. LSA#: NA

52. FSN/NSN: UNKNOWN Part Life: Units:

53. Mfr: UNKNOWN 62. 282.0 MILES

54. Mfr Part#: UNKNOWN 63. 23.1 ENGHRS

55. Drawing#: NOT SHOWN 64. 0.0 MHECYC

56. Quantity: 1 65. Next Assy: WIDGET

57. Action: REPLACED 66. Serial#: NA

58. (NOT USED) ‘ [67. Software Version#: NA
——————————————————————————— IV MAINTENANCE DATA ————————me s c e m e e
70. Diagnostic Clockhours: 00:10 80. Type: UNSCHEDULED

71. Diagnostic Manhours: 00:10 81. Level Used: UNIT

72. Active Maint Clockhours: 00:02 82. Level Prsc: UNIT

73. Active Maint Manhours: 00:02 83. Level Recm: UNIT

———————————————————— V INCIDENT/MAINTENANCE DESCRIPTION —---c——somm e e m e
90. WIRE HANGING FROM WIDGET - SYSTEM SHUTDOWN. REPAIRED.

At 1250, during operations, the system shut down. Organizational level
maintenance was called. A wire with the terminal end missing was found
hanging from the widget. Maintenance installed a terminal end and
reattached the widget wire to the gadget screw. The system was restarted
with no problem.

MAINTENANCE TIME BREAKDOWN
DateSt DateEd TmSt TmEd Level Delay Type Dgchrs Tmchrs Dgmhrs Tmmhrs App
940228 940228 1310 1322 UNIT NA UNSC 00:10 00:02 00:10 00:02 Y
————————————————————————— {continued on next page) ==---==—meommemeacm————————

Figure 10-1. Sample Test Incident Report with instructions for completion
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TIR Number: K2-D000021 Page Number: 2

PARTS DATA
Nomenclature FGC MfrPart# MILES Level Qty Action
TERMINAL END 0613 UNKNOWN 282.0 UNIT 1 CONSUME
Name, Title & Phone of Preparer: Releaser:
98. I.C. TEST 99. I. RELEASE
TEST DIRECTOR ' CHIEF, LIGHT TACTICAL VEHICLE BR
DSN XXX-XXXX DSN XXX-XXXX
——————————————————————— VI CORRECTIVE ACTION DATA —~====w——rm—m—c e — e — e
CA Status: CA Entry Date: l CA Date Reviewed:
100. NOT REQD 101. 20 APR 1994 REV# 0 |102.
CA Date Proposed: CA Date Verified: CA Date Completed:
103. 20 APR 1994 04. 105.

120. Developer's Analysis of Problem:
TERMINAL END WAS PULLED OFF - MAINTENANCE/FACTORY ERROR.

121. Status/Description of Corrective Action:
NO C/A REQUIRED

122. Test Results on Corrective Action:

123. Planned Production Implementation:

Figure 10-1 (PAGE 2). Sample Test Incident Report with instructions for completion
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Test Incident Report (TIR) Preparation Instructions

1. INTRODUCTION.

a. This provides preparation instructions for the Test
Incident Report (TIR) form. Two data types are addressed:

(1) Test incident (TI) data. TI data blocks are
contained in Sections I to V of the TIR form. Paragraph 3
provides instructions on preparing these blocks. The TI data
are the responsibility of the tester.

(2) Corrective action (CA) data. CA data blocks
are contained in Section VI of the TIR form. Paragraph 4
provides instructions on preparing these blocks. The CA data
are the responsibility of the program manager. These data are
provided to ATIRS using the data stream format specified in
Table 10-2. ATIRS will reproduce the data into the TIR form

format.

b. Pagination procedures and procedures for augmenting
the format of the TIR are at paragraphs 5 and 6 respectively.

'2. GENERAL FILL-IN INSTRUCTIONS.

a. Enter all data either in numbers, upper-case letters,
or combinations thereof, with the exception of Section V
(Incident/Maintenance Descrlptlon) and Blocks 120 123, which
can be upper- and lower-case letters.

b. Do not leave any blocks blank that are designated
YMUST FILL".

c. Left-justify all entries unless otherwise stated in
the instructions.

d. When inputting data into ATIRS using the TIR forn,
follow exact placement and field lengths for the data elements
for a successful automated pickup of data.

e. When submitting electronically, submit all characters
in ASCII format. The characters "|", "~""  and "//" are not
permitted in the text as data values. Control and graphics
characters are also not allowed.

f. If the TIR is distributed by hardcopy, use either 10-
pitch or 12-pitch type. Do not mix pitch types; i.e., data in
12-pitch should not be entered on a 10-pitch form.

Figure 10-1 (PAGE 3). Sample Test Incident Report with instructions for completion
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3. FILLING IN SECTIONS I TO V OF THE TIR FORM

Specific instructions follow for completing each area or
section of the TIR form. Additional items to note:

a. Sections III and/or IV can be omitted if the incident
does not involve a part/component or maintenance action.

b. Some or all of the following materials for the
item/system under test are required for reference while
preparing TIRs:

(1) System Support Package (SSP) Component List.
(2) Technical manuals/equipment publications.
(3) Maintenance Allocation Chart (MAC).

(4) Repair Parts/Special Tools List (RPSTL).

(5) Logistic Support Analysis (LSA) Control Numbers
from the LSA Record (LSAR).

(6) Failure Definition/Scoring Criteria (FD/SC).
(7) Technical Bulletin 750-93-1 (Functional Group
Codes) .

TIR HEADER AREA.

Fill in the TIR header area (Blocks 1 through 7) on every
TIR that is prepared.

BLOCK 1. Release Date: (Cols. 59-78, X(20) max)

Enter the date (in DD MMM YYYY format) that the TIR was
released for distribution. If a revised TIR is to be issued,
change the original release date to the release date of the
revision, followed by a space, the phrase REV#, space, and the
revision number. Allocate two spaces for the revision number.
If only one space is used, fill in the first space with a 0.
This is a "MUST FILL" block. Example follows:

Original TIR: 04 AUG 1991

Revised TIR: 06 AUG 1991 REV# 01
Figure 10-1 (PAGE 4). Sample Test Incident Report with instructions for completion
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BLOCK 2. Test Title: (Cols. 6-39, X(34) max)

Enter the title that has been assigned to this test. This
is a "MUST FILL" block.

NOTE: Cohtact ATIRS for the test title name prior to
commencement of testing.

BLOCK 3. Test Project#: (Cols. 45-64, X(21) max)

Enter the test project number that has been assigned for
this test. This is a "MUST FILL" block.

NOTE: For tests conducted by U.S. Army Test and Evaluation
command (TECOM) test centers, this will be the TECOM Test
Resource Management System (TRMS) number, complete with
hyphens but without the test center funding code (e.g., 1-VC-
010-577-011). For tests conducted by non-TECOM activities,
other project numbers may be applicable. A project number is
always required to maintain a unique record number for the
project database.

BLOCK 4. TIR#: (Cols. 68-77, X(10) max)

Enter the TIR number that has been assigned for this TIR.
This is a "MUST FILL" block. Do not change the TIR number
(for reasons of TIR revisions, supplementation, or whatever)
once it has been assigned.

NOTE: The TIR number is made up of two parts as follows:

a. The first part (first 4 characters) is to identify the
TIR as resulting from a specific test by a specific tester,
apart from other tests by the same or other tester on a glven
system or model. The value assigned to this part is to remain
constant for the duration of the test and will consist of the

following:

(1) The first 2 positions are used to identify the
tester. The value to be assigned will be the installation
funding code for the tester (if government) or for the program
sponsor (if the test is being conducted by a contractor).

(2) The third position is to contain a hyphen (-).

(3) The fourth position is used for a test sequence
code (values A through z) that relates to the number of tests
that have been performed by the tester on a given system or
model (e.qg., assign "A" for the first test of a given systen

Figure 10-1 (PAGE 5). Sample Test Incident Report with instructions for completion
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by a given tester). Zero-fill this position when not used.

b. An example of the first part entry for the fifth test
at the U.S. Army Aberdeen Test Center (ATC) on a given system
is K2-E. After the alphabet has been exhausted (excluding "I"
and "O"), use the first position from the second part of the
TIR number for additional codes (e.g., K2-AC). Zero-fill this
position when not used.

c. The second part of the TIR number is used for the
unique portion of the number. Normally, the numbering should
start with one and be indexed by one for each TIR; however,
separate blocks of numbers may be reserved (e.g., for major
item types, individual end items, or subsystems) and applied
sequentially when desired. Since this field will be sorted
upon, do not allow any intermediate positions to be left
blank; also, require that all numbers be right-justified and
zero-filled. :

NOTE: Examples of TIR numbers are:
K2-EA00001, KC-A000101
BLOCK 5. Test Agency: ' (Cols. 19-38, X(20) max)

Enter the name of the test agehcy (government or
contractor) that is responsible for the conduct and reporting
of this test. This is a "MUST FILL" block.

NOTE: Contact ATIRS for the exact test agency name prior to
commencement of testing.

BLLOCK 6. Test Sponsor: (Cols. 59-78, X(20) max)

Enter the name of the program sponsor for this test. This
consists of both the sponsor name (or the sponsor acronym, if
the name is lengthy) and office symbol. This is a "MUST FILL"
block and should not be changed regardless of test phase.

NOTE: Contact ATIRS for the program sponsor name prior to
commencement of testing.

BLOCK 7. System: (Cols. 14-27, X(14) max)

Enter the name of the system which encompasses all major
items to be included in the test program. This is a "MUST
FILL" block.

NOTE: Contact ATIRS for the system name prior to commencement
of testing.
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BLOCK 8. Original Release Date. (Cols. 68-78) X(11) max)
Enter the original release date for the TI data.
BLOCK 9. (Reserved)

SECTION I, MAJOR ITEM DATA.

Complete this section for every TIR that is prepared. With
the exception of Block 10 and possibly Blocks 13 and 14,
specific entries in the blocks are applicable only if the TIR
applies to a single sample of the major item under test (e.gqg.,
an identifiable tank). If the TIR is to apply to more than
one sample of the major item, enter an appropriate general
response (e.g. ALL, SEE BLOCK 90, OFF-ITEM, N/A, etc.) in each
applicable space or leave them blank. If "SEE BLOCK 90" is
used, enter the appropriate values in Block 90, either in
tabular or narrative form.

NOTE: Test planning personnel must establish acceptable test-
unique values for Blocks 10, 13, 14, and 15 and the units for
Blocks 21 through 25, as a minimum, prior to commencement of
testing.

BLOCK 10. Model: (Cols. 13-38, X(26) max)

Enter the model, type, or series descriptor for the major
item to which this TIR applies. This is a "MUST FILL" block.

NOTE: Contact ATIRS for the model name prior to commencement
of testing.

BLOCK 11. Serial#: ' (Cols. 15-38, X(24) max)

Enter the major item serial number, if applicable. If this
TIR is used to document an off-item repair, enter OFF-ITEM in
this space.

BLOCK 12. USA#: ‘ (Cols. 12-38, X(27) max)

Enter the major item USA registration number (or tail
number), if applicable.

BLOCK 13. Mfr: (Cols. 11-38, X(28) max)

Enter the name of the manufacturer of the major item, if
known.

NOTE: Contact ATIRS for the manufacturer name prior to
commencement of testing.
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BLOCK 14. Contract#: (Cols. 17-38, X(22) max)

Enter the contract number, purchase order number, or
document number that pertains to the obtainment of the major
item, if known.

NOTE: Contact ATIRS for the contract number prior to
commencement of testing.

BLOCK 15. Item#: (Cols. 13-38, x(26) max)

Enter the code that has been assigned to the end iten,
group of test items, or type of data against which this TIR is
being written.

NOTE: This block is to be used by the tester to assign test
unique codes in any way he sees fit to enable easier tracking
of data. In general, test planning personnel should establish
acceptable test-unique item number codes prior to the start of
test. Begin by determining whether all end items to be tested
are to be of the same group within the system or of different
groups. Then identify each end item to be tested in each
group and assign a unique item number code for each end item.
Also assign additional item number codes for any specific
types of data that are to be recorded as pertaining to all
items within a specific group (e.g. PUBS for publication
comments) .

When assigning these codes, consider how the test data is
desired to be stored and retrieved. If data from one or more
groups of end items are to be retrieved and/or consolidated,
consider using the first character(s) of the code as part of
the data retrieval selection criteria.

BLOCKS 16 to 20. (Reserxrved)

BLOCKS 21 to 25. Test Life: (Cols. 45-54, X(10) max)
Units: (Cols. 57-70, X(14) max)

Enter the test 1life of the major item at the time of the
incident and its corresponding units of measure. Up to five
types of major item test life may be entered.

NOTE: Contact ATIRS for the test life format and units prior
to commencement of testing.
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Examples of units of measure are miles, kilometers, rounds
fired, flight hours, etc., or abbreviations thereof. Test
planning personnel should assign a specific unit of measure to
each block for the duration of test, together with required
spacing, justification, and composition of the test life and
unit of measure entries. If a life period other than test
life is to be recorded, so indicate (e.g., TOT ODOM MILES).

BLOCKS 26 to 29. (Reserved)

SECTION ITI, INCIDENT DATA.

Complete this section for every TIR that is prepared. The
blocks in this section pertain to summary information and
basic incident data, to include the various classifications of
the TIR and its scoring. Values entered in Blocks 32 and 41
through 43 should be treated as preliminary when the TIR is
first prepared. After the TIR has been scored at the RAM
scoring conference or during the TIR closure process, submit a
revised TIR revising the values entered in Blocks 32 and 41
through 43 as necessary to reflect the various conference
agreements. The status of this scoring will be reflected in
BLOCK 44.

NOTE: Test planning personnel will establish acceptable test-
unique values for Blocks 31, 34, 41, 42, 43, 46, 47 and
possibly 48 and/or 49 prior to commencement of testing.

BLOCK 30. Title: (Cols. 13-38, X(26) max)

Enter a title for the TIR or a brief summary of the
information that is to be contained therein. This is a "MUST
FILL" block. Be sure to stay within the space allowed.

BLOCK 31. Subsystemn: (Cols. 17-38, X(22) max)

Enter the name of the subsystem to which this TIR is to be
chargeable. This is a "MUST FILL" block.

NOTE: Contact ATIRS for a list of subsystem names prior to
commencement of testing. The major item name and NONE should
also be included as acceptable values.

BLOCK 32. Incident Class: (Cols. 22~33, X(12) max)

Enter the classification that is to be assigned to this
TIR. This is a "MUST FILL" block. The only acceptable values
are: CRITICAL, MAJOR, MINOR, INFORMATION.
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BLOCK 33. Observed During: : (Cols. 23-38, X(16) max)

Enter the word or phrase that best describes the activity
that was taking place when the event occurred that prompted
the preparation of this TIR.

NOTE: Examples of typical test activity entries are: INIT,
INSPECTION, RAM-D, SAFETY EVAL, OPERATION, INSPECTION, NON-
MISSION, MAINTENANCE, TRANSPORT, DESK AUDIT, LOG EVAL, PERF
EVAL, ENV EVAL.

BLOCK 34. Action: (Cols. 14-38, X(25) max)

Enter the word or phrase that best describes any action
that was taken on the major item following the event or
incident.

NOTE: Prior to commencement of testing contact ATIRS
administrator for other acceptable values in addition to the
examples below. Other values may be added by registering them
with the ATIRS administrator.

Examples of entries for actions taken on the major item are:
CLEARED, MAINTAINED, SUSPENDED TEST, OPERATED, DEFERRED,
MAINTENANCE, NONE, OPEN (OPEN means that maintenance has not
been or was not completed)

BLOCK 35, (Reserved)

BLOCK 36. (See paragraph 6)

BLOCKS 37 TO 39. (Reserved)

BLOCK 40. Date & Time: (Cols. 58-77, X(20) max)

Enter the date and time when the event occurred that
prompted the preparation of this TIR. In the case of a TIR
reporting a failure, malfunction, discrepancy, defect,
maintenance task, or hazard, this will be the date and time
that the problem or event occurred, began, or was detected.
For other TIRs, this will be the date and time associated with
determination of the need for the TIR, assuming that the
requisite information is available. This is a "MUST FILL"
block. ‘'Format for entry is day, space, month, space, year (DD
MMM YYYY), space, 24-hour time (HHMM), space, and time
standard (DMZ) (e.g., 31 MAR 1993 2400 EST). .Do not attempt
to list a range of dates or multiple dates. Time and time
standard may be omitted, if not known.

BLOCK 41. FD/SC STEP#: . (Cols. 58-77, X(20) max)
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Enter the step number from the FD/SC decision tree flow
chart for the test that best describes the rationale for the
scoring of this TIR.

BLOCK 42. FD/SC Class: (Cols. 58-77, X(20) max)

Enter the FD/SC classification that is to be assigned to
this TIR. If multiple classifications are used, they will be
separated by a slash (/).

NOTE: Contact ATIRS for exact acceptable values prior to
commencement of test.

NOTE: Examples of typical FD/SC classification entries are:
NO TEST, NON-RAM, SMA, MAF/MA, UMA, EMA/UMA, OMF/EMA/UMA, EFF

BLOCK 43. Chargeability: _ (Cols. 60-77, X(18) max)

Enter the FD/SC chargeabilify that is to be assigned to
this TIR.

NOTE: Contact ATIRS for exact acceptable values prior to
commencement of test.

NOTE: Examples of typical FD/SC chargeability entries are:
HARDWARE, TRAINING, ENVIRONMENT, SOFTWARE, PUBLICATIONS, TEST,
CONDUCT, OPERATOR/CREW, SUPPORT EQUIP, GFE, MAINT PERSONNEL,
MAINT HARDWARE, NONE

BLOCKS 44. 1Incident Status: (Cols. 62-73, X(12) max)

Enter the status that describes the method of arriving at
values for Blocks 32 and 41 through 43. If the tester scored
the data, enter PRELIMINARY. Enter SCORED if a formal
committee such as a RAM Scoring Conference scored the data.

Status entries are: PRELIMINARY, SCORED
BLOCK 45. (Reserved)

BLOCK 46. Categories: (Cols. 18-31, 33-46, 48-61, 63-76,
X(14) max) '

Enter the word or phrase from the following list that best
describes the categories or test issues associated with this
TIR. All applicable categories will be submitted, with the
primary category listed first. Acceptable values are shown
below. :
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NOTE: Examples of environment type values include: PAVED,
HILLY CROSS COUNTRY, VIBRATION, GRAVEL, SWAMP/MUD/HOG, WALLOW,
FUEL CONSUMPTION, WASHRACK, HORIZONTAL SLOPE, OBSTACLES,
BELGIAN BLOCK, SIDE SLOPE, DYNAMOMETER, FORDING BASINS,
ENVIRONMENTAL, CHAMBER, FIRING RANGE, LABORATORY,
MAINT/REPAIR SHOP, NA

Condition: (Cols. 62-77, X(16) max)

Enter the environment condition that best describes the
condition of the environment in which the test is being
conducted.

NOTE: Coordinate with ATIRS for a list of presently used
phrases/words and to add any other phrases/words to the list
prior to commencement of test.

NOTE: Examples of typical environment condition values
include: DRY, DUSTY, HEAVY MUD, ICE AND SNOW, ICE, SNOW,
LIGHT, MUD, WET, WET SNOW, ICE FOG, SAND, NA

BLOCK 49. Disposition: (Cols. 19~-77, X(59) max)

Enter the word or phrase that best describes disposition of
any defective (failed) materiel that pertains to this TIR.

NOTE: Prior to commencement of testing, contact ATIRS
administrator for other acceptable values in addition to the
examples below. Other values may be added by registering them
with the ATIRS administrator.

Examples of typical disposition values include: AWAITING
INSTRUCTIONS/INSTALLED/REINSTALLED, TO BE HELD UNTIL (date),
SCRAPPED, HELD FOR FAILURE ANALYSIS, REWORKED, TURNED IN TO,
SUPPLY, CANNIBALIZED, FORWARDED TO HIGHER LEVEL MAINTENANCE,
MISSING/LOST, RETURNED TO (contractor name), OTHER/SEE BLOCK
90, RETURNED TO (sponsor name), NOT APPLICABLE, SHIPPED PER
SPONSOR

SECTION TII, INCIDENT SUBJECT DATA.

The blocks in this section provide for the description of
the TIR subject part or assembly (if any) and its next higher
assembly. Complete this section if the TIR pertains in any
way to an identifiable part or assembly, a major subassembly
or subsystem, the major item itself, or a component of its
SSP. If the subject of the TIR is to be a group of parts or
assemblies of a given type, make sure that all entries to be
made in the various blocks apply to the entire quantity that
is being described. :
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If the parts or assemblies in the group have different values
(e.g., serial numbers, part numbers, part lives, etc.), enter
an appropriate general response (e.g., SEE BLOCK 90, N/A,
etc.) in each applicable space or leave blank. Regardless of
whether a part or a group of parts are of concern, provide in
Block 90 a tabulation of the parts used. Detailed
instructions are provided in the Block 90 instructions below.
Because Section III contains summaries of data, its blocks
should not be used to count parts without close deliberations.

BLOCK 50. Name: (Cols. 12-38, X(27) max)

Enter the name of the part or assembly being described as
the TIR subject. Obtain it from the RPSTL. This is a "MUST
FILL" block if Section III is used.

BLOCK 51. Serial#: (Cols. 15-38, X(24) max)

Enter the serial number, lot number, or batch number for
the item named in Block 50.

BLOCK 52. FSN/NSN: (Cols. 15-38, X(24) max)

Enter the Federal/National Stock Number for the item named
in Block 50. Obtain it from the RPSTL.

BLOCK 53. Mfr: (Cols. 11-38, X(28) max)

Enter the name of the manufacturer that built or produced
the item named in Block 50, if known or enter the Federal
Supply Code of Manufacturer (FSCM) code from the RPSTL.
Abbreviate as required.

BLOCK 54. Mfr Part#: (Cols. 16-38, X(23) max)

Enter the manufacturer's part number for the item named in
Block 50. Obtain it from the RPSTL or from the part or
assembly itself.

BLOCK 55. Drawing#: (Cols. 16-38, X(23) max)

Enter the drawing number for the item named in Block 50, if

available.

NOTE: If desired, figure and item number references from the
appropriate RPSTL may be entered in this block in lieu of a
drawing number.
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BLOCK 56. Quantity: (Cols. 16-25, X(10) max)

Enter the gquantity of the items that have been named in
Block 50. Refer to the introductory instructions for Section
III if the entry is to be greater than one. The number
entered should be right justified. This is a "MUST FILL"
block if Section III is used.

BLOCK 57. Action: (Cols. 14-38, X(25) max)

Enter the word or phrase that best describes what was done
to the part or assembly named in Block 50 following the event
or incident. Enter NONE if no action was taken. This is a
'MUST FILL" block if Section III is used.

NOTE: Prior to commencement of testing, contact ATIRS
administrator for other acceptable values in addition to the
examples below. Other values may be added by registering them
with the ATIRS administrator.

Examples of entries for actions taken on a part or assembly
are: INSPECTED, CHANGED MISSION PROFILE, CLEARED, TESTED,
DIAGNOSED, DRAINED, SERVICED, OPERATED, FLUSHED, ADJUSTED,
LUBRICATED, PURGED, ALIGNED/REPOSITIONED,
DISASSEMBLED/ASSEMBLED, LOADED, CALIBRATED, REMOVED, ADDED,
INSTALLED, MODIFIED, CHARGED, REPLACED, TORQUED/TIGHTENED,
SLAVED, DISCONNECTED, REMOVED/REINSTALLED, UNLOADED, REPAIRED,
SAMPLED OIL/FLUID, CLEANED/WASHED, OVERHAULED, SAFETY
WIRED/SECURED, HANDLED/JACKED, REBUILT,
PAINTED/CURING/DRYING, NONE

BLOCK 58 to 59. (Reserved)

BLOCK 60. FGC: {Cols. 50-59, X(10) max)
Enter the Functional Group Code (FGC) to which the item

named in Block 50 belongs. Obtain it from the RPSTL, MAC or

TB 750-93-1

BLOCK 61. LSA#: (Cols. 51-77, X(27) max)

Enter the LSA Control Number for the item named in Block
50, if applicable. Obtain it from the LSAR for the system, if
available.
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BLOCKS 62 to 64. Part Life: (Cols. 45-54, X(10) max)
Units: (Cols. 57-70, X(14) max)

Enter the true life, if known, of the item named in Block
50 and its corresponding units of measure. If true life is
unknown, enter test life. If the part or assembly is new,
enter 0 (zero). Up to 3 types of part life may be entered.
An optional "When Repaired" of a maximum field length of 10
characters might be used on certain projects. In such case,
only the first 6 characters of "Units" are printed on the TIR
in order to fit required data on one line.

NOTE: Contact ATIRS for the part life format and units prior
to commencement of testing.

Test planning personnel should either assign a specific
unit of measure to each block for the duration of test (the
same as for Blocks 21, 22, 23, 24, or 25) or designate one or
more units of measure to be used with specific parts,
assemblies, or subsystems of the major item (i.e., the most
appropriate units). Required spacing, justification, and
composition of the part life and unit of measure entries
should also be assigned. The program manager should provide
part life data if this data is not known.

NOTE: Part life should be right justified decimal values and
part life units should be left justified for Blocks 62 through
64.

BLOCK 65. Next Assy: (Cols. 56-77, X(22) max)
Enter the name of the next higher assembly to the item

named in Block 50. Obtain it from the RPSTL. The program
manager should provide this information if the RPSTL does not

exist.
BLOCK 66. Serial#: | (Cols. 54-77, X(24) max)

Enter the serial number, if applicable, of the item named
in Block 65.

BLOCK 67. Software Version#: (Cols. 64-77, X(14) max)

Enter the computer configuration item name when Categories
(Block 46) or Chargeability (Block 43) is SOFTWARE.

BLOCKS 68 and 69. (Reserved)
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SECTION IV, MAINTENANCE DATA.

This section is used for summarizing data from all
applicable maintenance tasks or actions that were performed on
the end item identified in Block 10 as a result of the event
or incident being described on this TIR. Complete this
section if maintenance was performed. If maintenance is known
to be required but is not performed immediately, complete this
section with all available known data, leaving the remaining
spaces blank. When the maintenance is eventually performed,
revise and update the data in this section and on the
remainder of the TIR to reflect the additional information
learned during the maintenance. Provide in Block 90 a
tabulation of the clockhours and manhours by maintenance level
and type. Detailed instructions are provided in the Block 90
instructions below. Because the blocks in Section IV contain
summaries of data, they will not be used to calculate
supportability indices (e.g. mean time to repair (MTTR),
maintenance ratio (MR), etc.) without close deliberations.

NOTE: The tester establishes acceptable test-unique values
for Blocks 80 through 83 through the TIWG process.

BLOCKS 70 and 71. Diagnostic Clockhours/Manhours:
{Cols. 31-37, X(7)max)

Enter the clockhours and manhours required to perform the
diagnostic (fault location) portion of maintenance for all
tasks or actions described on this TIR, regardless of
maintenance level. Data is to be reported in the format
HHHH : MM.

BLOCKS 72 and 73. Total Maint Clockhours/Manhours:
(Cols. 31-37, X{(7)max)

Enter the clockhours and manhours required to perform all
maintenance for all tasks or actions being described on this
TIR, regardless of maintenance level. Include all diagnostic
time from Blocks 70 and 71. Data is to be reported in the
format HHHH:MM. -

BLOCKS 74 to 79. (See paragraph 6.)
BLOCK 80. Type: (Cols. 51-77, X(27) max)

Enter the word or phrase that best describes the type of
maintenance that was performed. Make sure that the entry does
not conflict with any scoring entered in Blocks 41 through 43.

This is a "MUST FILL" block if Section IV is used.
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NOTE: Prior to commencement of testing, contact ATIRS
administrator for other acceptable values in addition to the
examples below. Other values may be added by registering them
with the ATIRS administrator.

Examples of entries for maintenance type are (try to limit to
these listed): UNSCHEDULED, ESTIMATED, SCHEDULED, SIMULATED,
NO TEST

BLOCK 81. Level Used: (Cols. 57-77, X(21) max)

Enter the name of the highest maintenance level that was
actually used to perform any of the maintenance being
described on this TIR. This is a "MUST FILL" block if Section
IV is used.

BLOCK 82. Level Prsc: (Cols. 57-77, X(21) max)

Enter the name of the highest maintenance echelon
prescribed in the MAC which should have been used during this
incident. Stated another way, this is the lowest maintenance
level that is prescribed in the MAC or technical manuals as
being authorized to perform all of the maintenance being
described on this TIR. If no level is prescribed, enter NONE
or UNKNOWN, as applicable.

BLOCK 83. Level Recm: (Cols. 57-77, X(21) max)

Enter the name of the maintenance level that the tester
recommends for this maintenance, if different from the
prescribed level entered in Block 82.

NOTE: Prior to commencement of testing, contact ATIRS
administrator for other acceptable values in addition to the
examples below. Other values may be added by registering them
with the ATIRS administrator.

Examples of acceptable maintenance level entries in
hierarchical order for Blocks 81 to 83 are:

For Non-Aviation Systems: CREW/OPERATOR, UNIT, UNIT/DS
ASSIST, MFR UNIT, DS/UNIT ASSIST, DIRECT SUPPORT, MFR DIRECT
SUPPORT, MFR CONTACT TEAM, GENERAL SUPPORT, MFR GENERAL
SUPPORT, SPECIAL REPAIR ACTY, DEPOT, MFR/UNKNOWN LEVEL

For Aviation Systems: CREW/OPERATOR, UNIT (AVUM), AVUM/AVIM
ASSIST, MFR AVUM, AVIM/AVUM ASSIST, INTERMEDIATE (AVIM) /DS,
MFR AVIM/DS, MFR CONTACT TEAM, INTERMEDIATE (AVIM)/GS, MFR
AVIM/GS, SPECIAL REPAIR ACTY, DEPOT, MFR/UNKNOWN LEVEL
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Values of NONE and UNKNOWN are also acceptable for Block 82
but should not be used with Blocks 81 or 83.

BLOCKS 84 to 89. (Reserved)

SECTION V, INCIDENT/MAINTENANCE DESCRIPTION.

Complete this section for every TIR that is prepared. The use
of upper-case and lower-case letters in Block 90 is permitted
and encouraged. : '

Section V is a variable length narrative. If desired, it may
be composed of several preprogrammed elements from other data
entry systems (e.g., short narrative, full description, and
tabulated fillers and spaces for maintenance subtasks
performed, parts used, tools used, etc.).

BLOCK 90:
First line: (Cols. 6-77, X(72) max)

Start the first line in Column 6 on the same line as the
number "90." On the remainder of the line, enter a brief
summary of the incident that is being described on this TIR.
For example, "TRANSMISSION CLUTCH PACK WORN, NO REVERSE, FAULT
LOCATION ONLY" OR "Transmission removed and replaced because
of worn clutch pack." Be sure to stay within the space
allowed on the line. This is a "MUST FILL" line.

Subsequent lines: (Cols. 2-77, X(76) max)

On subsequent lines, fully describe the incident or event
and any resultant maintenance tasks. This is a "MUST FILL"
block. Use as many lines as are necessary and continuation
sheet (s), if required. Use complete sentences and proper
paragraph structuring, numbering, and indentation. Enter
table headings and values as required to amplify the
narrative. Use footnotes, if applicable. If desired, skip
lines to separate paragraphs, space tables and table headings,
and isolate footnotes.

Provide answers to as many of these questions as possible:
What happened? How did it happen? How was it discovered?
Where did it happen? Under what conditions did it happen?
Why did it happen? What actions, if any, were taken? Include
additional description in instances where entries made in
Sections I through IV require further clarification. Include
reasons and/or justification for incident classification
assignments and scoring if they are not self-explanatory.
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For TIRs pertaining to an accident or environmental
release, describe any resultant injuries or property damage.
Include the word "safety" or "health" and a risk assessment
code (e.g. Cat I-A) per MIL-STD-882, if applicable.

Whenever possible, indicate if the cause of the incident or
event is improper design (e.g. improper material,
overstressing, interfering parts, or other design problems) or
improper manufacture. Describe any positive actions or
suggested solutions which appear capable of correcting the
problem or would prevent future incidents of this type from

occurring.

TIRs which report subtest results will identify the name of
the individual subtest and state the test results. Discuss
the analytical procedures used and test measurement accuracy.
Ensure that only factual data are contained in this paragraph.

A caution "Preliminary Data -- Subject to Further Review"
leads into the following format of information: "a. Reference
Test Plan, subtest ___ , paragraph, __, dated __ . b.

Summary of Results. c¢. Abbreviated Analysis." The program

manager or evaluators may request additional data to be in the
TI data if needed.

Reference any hard-copy reports, sketches, photographs, or
correspondence containing classified information on the
incident or event that are being forwarded separately. Do not
include any classified information in this block or, for that
matter, in any other block on the TIR. If a classified TIR is
to be prepared, see paragraph 10-3 for instructions.

Revise or update this description as more information
becomes available or if additional maintenance tasks are
performed as a result of the event or incident. Identify
revised information with the heading on a separate line:
"Revision", the date of the revision, and test life. Enter
the name of the person who is responsible for the revised
information, if other than shown in Block 98. The test
director is the ultimate responsible person for any TIR
changes. For each TIR revision involving changes to data in
Sections I through IV, change the original data, then enter a
brief description of the changes and the reason(s) for the
changes. All original data in Block 90 are retained during
TIR revision to ensure data integrity. Revisions may (1) add
data or (2) change erroneous data by citing the old and adding
the correction. '
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Maintenance Time Information:

After the description narratives, provide a tabulation of
maintenance time information for the maintenance actions
performed as follows: maintenance level/echelon, maintenance
type, clockhours, and manhours. After allowing a blank line,
begin the tabulation with the header "MAINTENANCE TIME
BREAKDOWN" starting in column 27. Leaving no blank lines,

provide the maintenance information.
conventions in naming the columns:

Content

Date maintenance started
(YYMMDD format)
Date maintenance ended
(YYMMDD format)
Time started :
(4-digit 2400 hour clock format)
Time ended
(4-digit 2400 hour clock format)
Maintenance level/echelon
Administrative and
logistic delay hours
Maintenance type
Diagnostic clockhours
(HHH:MM format)
Total maintenance clockhours
(HHH:MM format)
Diagnostic manhours
(HHH:MM format)
Total maintenance manhours
(HHH:MM format)

Use the following header

Header Maximum Beginning
Length Position

DateSt
DateEd

TnSt

' TmEd

Level
Delay

Type
Dghrs

Tmhrs
Dmmhrs

Tmmhrs

Applicable (Y) or not applicable (N) App

The maintenance level content is to contain no more than 5

6

.6

6

1

2

9

16

21

26
32

43
48

55

62

69

77

characters. The maintenance type content is to contain no
more than 4 characters. The characters allowed for these
values are less than those allowed for Blocks 80 and 81
because of the use of abbreviations to save space.
applicable time (App) is a marker that can be used to denote
which maintenance periods are applicable for calculating

supportability indices. Normally, "App" is not used.
used as an aid to help differentiate maintenance times when
not all times are useable for logistic supportability index
calculations. The intent is to ensure all maintenance data

are recorded.

Figure 10-1 (PAGE 20). Sample Test Incident Report with instructions for completion
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Use the following abbreviations for the more common
maintenance levels: CREW - Crew, UNIT - Unit, DS - Direct
Support, GS - General Support, AVUM -~ Aviation Unit,
Maintenance, AVIM - Aviation Intermediate Maintenance, SRA -
Special Repair Activity, DEPOT - Depot, CONTR - Contractor

Use the following abbreviations to indicate the more
common maintenance types: NT - No Test, U - Unscheduled
maintenance action, S - Scheduled maintenance action, EST -
Estimated maintenance action, SIMU -~ Simulated maintenance
action

Part Information:

After the description narratives, provide a tabulation of
parts used. After allowing a blank line, begin the tabulation
with the header "PARTS DATA" starting in column 35. Leaving
no blank lines after the header, provide the following part
information: nomenclature; FGC; numerical control
identification(s) such as the serial number or FSN/NSN or
manufacturer part number (whichever is available for the test
item); part life; maintenance level/echelon prescribed for
replacement; quantity; and action taken on the part. The
program manager will provide the part information to the
tester if information is lacking to complete the part
information on a TIR. Use the following header conventions in
naming the columns:

Content Header Maximum Beginning
Length Position

Nomenclature Nomenclature 19 2
FGC FGC 4 22
Serial number Serial# 24 27

or FSN/NSN FSN/NSN 24 27

or Manufacturer number MfrPart# 22 27
Part life PartLife 7 52
Maintenance level/echelon Level 5 61
Quantity oty 4 67
Action Action 7 72

The number of characters allowed is to be no longer than
those specified for the corresponding blocks in Section III
and, depending on actual information content, can be even
shorter. The nomenclature content is to contain no more than
27 characters (the same as Block 50). The FGC code is only 4
characters long; the extra 10 character length is to :
accommodate extra information if needed. The units for the
part life will normally be the same as used in Block 62. In
the header, the actual part life units will be substituted in

Figure 10-1 (PAGE 21). Sample Test Incident Report with instructions for completion
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place of "PartLife".
BLOCKS 91 through 95:

These blocks are to be used in a similar fashion as Block
90. (See paragraph 6.)

BLOCKS 96 and 97: (Reserved to demarcate beginning of
maintenance-time-breakdown and parts data in the data stream)

TIR RESPONSIBILITIES AREA.

Fill in the responsibility blocks (Blocks 98 and 99) on
every TIR that is prepared. Each responsibility block may be
three lines maximum, X(34) maximum per line. Leave one blank
line between the command line and the names of the
individuals.

NOTE: Test planning personnel should establish acceptable
entries for some, if not all, of the information to be entered
in Blocks 98 and 99 prior to commencement of testing.

BLOCK 98. Name, Title, & Phone of Preparer:
(Cols. 6-39, X(34) max)

Enter the name, title, and telephone number of the person
responsible for the content and validity of the information in
this TIR. This is a "MUST FILL" block.

BLOCK 99. Releaser: (Cols. 45-78, X(34) max)

Enter the releaser block as required by the tester. This
is a "MUST FILL" block.

NOTE: This is the end of the TI data portion of the TIR.
4, FILLING IN SECTION VI OF THE TIR FORM.

Specific instructions follow for completing each area or
section of the TIR form.

BLOCK 100:
CA Status: , (Cols. 7-16, X(10) max)

Enter OPEN, PROPOSED, VERIFIED, REVIEWED, COMPLETED,
INCOMPLETE, or NOT REQD indicating the status of the
corrective action. This is a "MUST FILL" block.

Figure 10-1 (PAGE 22). Sample Test Incident Report with instructions for completion
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BL.OCK 101:
CA Entry Date: (Cols. 33-52, X(20) max)

Enter the date (in DD MMM YYYY format) that the CA data is
released for submittal. If the CA data is revised, the entry
date changes with each new release and submission. A revision
number is assigned for each revision. This is a "MUST FILL"
block. Example follows:

Original CA data: 04 OCT

1993
Revised CA data: 06 OCT 1993 REV# 01
BLOCK 102:
CA Date Reviewed: (Cols. 59-69, X(11) max)

Enter the date (in DD MMM YYYY format) that the corrective
action review team reviewed the CA and verified it as
appropriate and effective. Review may be by correspondence or
electronic media (telephone, teleconference, e-mail,
facsimile). This date is entered when complete concurrence
has been obtained (to include resolution of elevated issues).
If review was by correspondence or electronic media, then use
the date when final coordination was achieved. Block 100
would be annotated REVIEWED. This is a "MUST FILL" block if
the corrective action review team verifies the CA.

BLOCK 103:
CA Date Proposed: (Cols. 7-17, X(11) max)

Enter the (in DD MMM YYYY format) that the program manager
submits a potentially acceptable CA. Once entered it will not
change unless an error was made. Block 100 would be annotated
PROPOSED. This is a "MUST FILL" block if a CA is proposed.
BLOCK 104:

CA Date Verified: (Cols. 33-43, X(11) max)

Enter the date (in DD MMM YYYY format) that test or
analysis verified the corrective action as adequate. Block
100 would be annotated VERIFIED. This is a "MUST FILL" block
when the corrective action is verified as adequate.

BLOCK 105:
CA Date Completed: (Cols. 59-69, X(11l) max)

Enter the date (in DD MMM YYYY format) that the CA was
approved for production and no further actions are required.
This block is not a required entry for a CA Status of NOT
REQD. This is a "MUST FILL" block if Block 100 contains
COMPLETED.

Figure 10-1 (PAGE 23). Sample Test Incident Report with instructions for completion
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BLOCKS 120-123. (Cols. 2-77, X(76) max)

Space is provided for entering four different types of
narratives that pertain to the corrective action. The four
narrative types, together with their respective block numbers,

are as follows: :

120. Developer's Analysis of Problem.

121. Status/Description of Corrective Action.
122. Test Results on Corrective Action.

123. Planned Production Implementation.

Enter the block number and the title for the type of
narrative that is being addressed; then prepare and enter the
narrative. The use of upper-case and lower-case letters is
permitted and encouraged. Use complete sentences and proper
paragraph structuring, numbering, and indentation. Enter
table headings and values as required to amplify the
narrative. Use footnotes, if applicable. If desired, skip
lines to separate paragraphs, space tables and table headings,
and isolate footnotes.

Use as many lines as are necessary for each narrative
type. Complete one narrative and add a line of dashes before
beginning another narrative. Complete the narrative before
continuing on to another block. Keep the narratives in order
by block number. Each of the narratives are "MUST FILL"
blocks.

Limit the narratives to the corrective action and related
incident reports. Reference any hard-copy reports, sketches,
photographs, or correspondence containing classified
information that are being forwarded separately. Do not
include any classified information in the narratives or, for
that matter, in any other blocks.

Revise or update the narratives as more information
becomes available. Identify revised information with the
heading on a separate line: "Revision" and the date of the
revision. All original narrative data are retained during
corrective action revision to ensure data integrity.

Revisions may (1) add data or (2) change erroneous data by the
citing the old and adding the correction.

Figure 10-1 (PAGE 24). Sample Test Incident Report with instructions for completion
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S. PAGINATION PROCEDURES.

Page breaks are unnecessary in TIRs that are distributed
electronically, but may be present when hard copy distribution
is being made. The location of the page break is left to the
discretion of the preparer. Ideally, the page break should
not leave a section title on one page and begin the data on
the next. At the desired page break, end the page with the
following line: »

] ————————————————————— {continued on next page)----~—r=e———rme e |

Start each new page with the following header:

——— e o = W e o e T e o T T = "t ot > e ot G A Bt e v e i T S e P T s e e e ke e o e o —

Regardless of the number of pages, always end the TI data
portion with the responsibility blocks (Blocks 98 and 99) and
the row of hyphens.

6. TIR FORM AUGMENTATION PROCEDURES.

a. The TIR Form is a sequenced set of standardized record
formats, each format containing either predetermined fillers
or a combination of fillers and spaces for entering data. The
form may be subjected to automated document processing.
Successful processing by the method being used depends upon
rigid adherence to the record sequence and the use and content
of each record format.

b. During processing, the computer will look for
particular data elements in specific locations on the form as
depicted by the fillers. Therefore, fillers on the TIR form
must not be altered with respect to location or content, and
the locations and field lengths of the blocks for entering
data should not be changed.

c. Limited provisions have been made to allow for
tailoring of the TIR form by test planning personnel to
accommodate test-unique or commodity-unique data entry blocks.

(1) Blocks 9, 16-20, 26-29, 35, 37-39, 45, 58-59, 74-
79, 84-89, 91-95, are reserved. These blocks will be used
only upon agreement of the T&E community. This decision will
be made at an ATIRS Users Group Conference.

(2) In Section II Block 36 may be used for added test-
unique or commodity-unique data.

Figure 10-1 (PAGE 25). Sample Test Incident Report with instructions for completion
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d. Format for block 36. Special Requirements Data
consists of the following: name of the element, a colon, a
space, and the element value. The element name, colon, space
and element value are not to exceed 34 characters. Once a
block is used, it will remain in use and maintained throughout
the test.

Example:

|36. Special Requirements Data: |

| Subsystem Code: B2 | Para/Page: 2111/545 |
| Hazard Severity: CRITICAL | Sub Cause: GUN/TUR DRIVE & STAB |
| MRF: 020 | Sub Cause Code: B2 |
I

e. Data collection procedures for all test-unique and
commodity-unique additions should also be established and
disseminated prior to start of test.

Figure 10-1 (PAGE 26). Sample Test Incident Report with instructions for completion

Chapter 11 continue through the life cycle of the system. PM ITTS is required
Instrumentation, Targets, and Threat Simulators to fund nonsystem unique ITTS requirements. The system PM is
(ITTS) required to fund for all system unique ITTS requirements. Only in
those unique cases where PM ITTS cannot provide the ITTS

Section | supportl
Introduction

] Section |l
11-1. Overview Near-Term Instrumentation Support

This chapter provides a guide for planning for instrumentation, tar-

gets, and threat simulators (ITTS) to meet test and evaluation (T&E)11-3. Support Planning

requirements. It outlines the relationships of key activities involved Inventory and capability accounting sources should be used to iden-
in planning, managing, and using ITTS in support of test and evalu-tify availability of specific instruments and the types of instruments
ation. It also identifies key inventory and capability accounting necessary to capture the required data. Performance characteristics,
systems, describes procedures for asset scheduling and use, am@ipport requirements, and availability,integrated with test schedule
provides formats and instructions for preparation and processing ofand data accuracy requirements, will frequently determine how a
required documentation. test must be structured.

11-2. ITTS Planning 11-4. Needs Satisfaction

a. Planning for instrumentation, targets, and threat simulators to When possible, instrumentation needs will normally be satisfied
support test and evaluation must begin early in the weapon systenfrom on-hand assets. Satisfaction of needs in excess of organic
concept planning cycle to ensure timely and adequate support. ITTSapability should use one or more of the following methods, listed
long-range planning follows the process detailed in Section VII of in order of preference.
this chapter. Near-term planning during the acquisition of Army  a. Existing resourced esters are encouraged to survey and query
materiel systems draws on various programmatic documentation forexisting inventory databases (for example, OPTEC Instrumentation
planning of ITTS support as graphically depicted in Figure 11-1. Database(OIDB), Test Facilities (TESTFACS) Register managed by
Army materiel system documents which do not specifically addressPM ITTS) and catalogs to determine what additional needed re-
ITTS, but discuss the threat related to a particular materiel systemsources are in inventory, where, and in what quantities. Direct coor-
include the Operational Requirements Document (ORD), Integrateddination with points of contact (POCs) is also encouraged for the
Program Summary (IPS), Cost and Operational Effectiveness Analy-tester to gain a complete understanding of an item’s capabilities,
sis (COEA), Test and Evaluation Master Plan (TEMP), Test and limitations, support requirements, and suitability, and to determine
Evaluation Plan (TEP), Outline Test Plan (OTP), Threat Test Sup-its potential availability. The preferred alternative for meeting in-
port Package (Threat TSP), and the Target/Threat Simulator Accredstrumentation and test support equipment shortfalls should be
itation Report. Part V of the TEMP summarizes the required T&E through the Inter-range Loan Agreements process. The Range Com-
resources, including ITTS. manders Council operates a triservice forum for sharing of test

b. Acquisition of ITTS is accomplished through a tailoredupport equipment and instrumentation. Refer to the Range Com-
DOD-5000 series process. The project manager for ITTS (PMIT- manders Council Secretariat, ATTN: STEWS-RCC, White Sands
TS)is the Army’s single manager for developing and acquiring tar- Missile Range, NM 88002-8110.
gets(except training range targets), threat simulators, and major test b. Lease or NDI procuremertandard off-the-shelf instrumenta-
instrumentation. All test activities, PMs, and other materigbn may be leased or rented to satisfy short-term inventory augmen-
developers will coordinate their ITTS requirements with PM ITTS tation or one-time needs. A cost benefit analysis should be
beginning with Phase 0, Concept Exploration and Definition, and conducted to compare total lease or rental costs to non-development
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item (NDI) life cycle period (procurement plus ownership) costs provides information on all known and projected threat force mixes.
over the full instrumentation requirement period before this option is It is used for threat simulators in inventory,provides command and
pursued. control, integrated force operations, and crew drill and procedures

c. NDI procurement and modificatidesters may procure (including electronic countermeasures and electronic counter coun-
standard off-the-shelf NDI instrumentation or modify on-hand in- termeasures (ECM/ECCM)). It is updated as required by OTSA
ventory assets needed to satisfy test requirements. A trade-off analywith input from S&TI Centers. It is approved by DCSINT. The
sis of modification versus procurement of NDI (assumingrew drills and procedures are validated by the MATDEV.
availability) should be conducted to determine the most cost effi- ]
cient approach. 11-7. Support Planning _ -

d. Developmenbesign, development, and procurement of instru- _ & The challengeA program’s T&E strategy is based on Critical
mentation should be the exception due to the time required. Experi-OPerational Issues and Criteria (COIC) developed early in the ac-
ence has shown that the acquisition cycle for sustainifyisition process. Answers to many of these issues depend largely
instrumentation can easily take 3-5 years and 8-12 years is nof" the threat environment to which the system_wnl be subjected.
uncommon for a major instrumentation system. When developmentS0me of the challenges to T&E planners are listed below.
of instrumentation is necessary, the impact must be closely coordi- (1) Differences.Since development of COIC precedes the devel-

nated through the TIWG and the TSARC, and documented in ORDOPMent of the detailed threat assessments in threat related docu-
format and reflected in the TEMP as a potential test limitation. Ments,significant differences can occur between the documented

threat and that used to develop COIC.

Section I (2) Gaps. Intelligence gaps become evident when a system is

Target and Threat Simulator Support progressively defined as it proceeds through the acquisition process.
These gaps generate both intelligence production and collection re-

11-5. Overview quirements, which, as they are developed, may change the projected

a. Development planningDevelopment planning uses a long- threat.
range (10-15 years)plan geared to progressing from definition of (3) System operating requiremenfBue to the evolving threat,
generic threat technological advancements to specific applications okeeping the system operating requirements in consonance with the
technology.This planning uses the Army Science and Technologythreat is sometimes difficult.] representation.
Master Plan(ASTMP), USATRADOC'’s Concept Based Require- (4) Inaccuracies. TEMP and OTP development precedes that of
ments System (CBRS), national and DOD intelligence community the Threat TSP and can result in inaccuracies and/or inadequacies in
products, and system acquisition documentation to establish systenprojections of assets required for test threat representation.
links. Planning then evolves into focusing Scientific and Technical b. Critical Intelligence Parameters (CIP)Yogether, the MAT-
Intelligence (S&TI)Centers and other intelligence organizations on DEV and the intelligence community establish limits on how much
specific systems through initiation of Intelligence Production Re- the threat can change without causing a major redesign or reassess-
quirements or through the use of Integrated Technical Evaluationment of the program. These limits, expressed as CIPs, define thresh-
and Analysis of Multiple Sources (ITEAMS) as necessary. Candi- olds for characteristics of actual or projected threat systems (for
date systems for development are identified by or to potential userexample, capabilities, numbers, types, or mixes of systems), which
(combat developers, PEO/PM offices, evaluators, and testers) forf exceeded, could substantially change a system’s operational re-
consideration through direct coordination, TIWG interface, and an- quirement. Once defined, CIPs are submitted through intelligence
nual requirements conferences chaired by PM ITTS. Those candichannels for validation and subsequent collection and production.
dates for which specific needs can be justified are subsequentlyThey are included in the STAR and Threat TSP and serve as a T&E
documented in ORD format. USATECOM is the combat developer planning factor.
for developmental test and evaluation threat related systems. The Threat TSP in test planninbhe Threat TSP documents
USAOPTEC functions similarly for operational test and evaluation the threat environment appropriate to test a developing system (see
systems. chap 9). When reviewing the Threat TSP, the evaluator and tester
b. Use planningUse planning for targets and threat simulators in must determine whether:
support of T&E is a cooperative effort between the intelligence, (1) The threat overview in the Threat TSP adequately reflects the
evaluation, research and development (R&D), and testing camreat assessment of the STAR.
munities.Intelligence officers identify and describe the system spe- (2) Threat scenarios have been validated and accurately replicate
cific threat in all its aspects; evaluators determine which threatthe test threat environment needed to address the critical issues.
sensitive issues must be addressed by test; developers manage the(3) Weapon and target matrices adequately reflect the validated
development and acquisition of threat representative assets; anthreat.
testers schedule and control threat representative assets in accord- (4) The threat is appropriately configured for the environmental
ance with intelligence descriptions and estimates. Use planning norconditions and means of employment (doctrine,tactics, organization,
mally has a shorter range (1-3 years), resulting in reliance onand force structure) necessary to answer the issue focus of the TEP.

existing targets and threat simulators to satisfy needs. (5) Detailed test planning has been conducted with full cogni-
zance of CIPs.
11-6. Related Documents (6) Targets and threat simulators are available and scheduled to

When planning for the use of appropriate targets and threat simulayepicate the threat scenarios depicted in the Threat TSP.Consider-

tors, it is important to know how threat information for a United ation must also be given to the use of surrogates (in the absence of
States system is derived and where the information is documentedappmpriate targets or threat simulators) and thei testing.

While these documents support and justify the development of ma-
teriel systems, they are also used to identify targets and threat1-8. Validation and Accreditation
simulators required for T&E of the system. Some of the key threat validation and accreditation are applicable to all threat simulators
information and documents used are described below. and targets which are used to represent a specific threat system (or
a. Baseline intelligence producthis provides threat information  portion of a specific threat system) in developmental and operational
by geographic region or country on all weapons systems, doctrinetests. Laboratory simulators should be validated and accredited if
tactics, organizations, equipment, and military forces. It is con- they represent a part or function of a specific threat system and are
tinuously updated by the Defense Intelligence Agency (DIA) and used in a test supporting a milestone decision.Detailed procedures
approved by DIA. on validation and accreditation of United States Army targets and
b. System Threat Assessment Report (ST@SRE AR 381-11). threat simulators are provided in Section VIII of this chapter.
c. Integrated Threat Tactical Operations Plan(ITTO#®.
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Section IV reflects inventory quantity and location and identifies points of con-

Inventory and Capability Accounting and Use tact for additional information. The JTSH is available in hardcopy
o or microfiche format from the Joint Electronic Warfare Center, San
11-9. Test Facilities Antonio, TX, or personal computer (PC) compatible automated for-

_ a PMITTS maintains Test Facilities (TESTFACS) as a tool 10 mat through the CROSSBOW Management Office. Refer to Joint
identify existing major test facilities, instrumentation, and tesfectronic Warfare Center, San Antonio, TX 78243-5000.
equipment with an acquisition cost of $75,000 or more. Thed. Targets Information Manuallhis manual serves as a descrip-

TESTFACS database identifies assets by location, value, capability,. . )
and points of contacts to provide the test community with a readily‘.t've catalog of Army targets and foreign ground assets available (or

available list of assets. Narrative descriptions and performance in-" development) for support of T&E or training. Refer to PI’OjeCt.

formation identify system-unique capabilities of the facilities listed, Manager for Instrumentation, Targets and Threat Simulators, ATTN:

while a list of major projects and programs supported enables identi"MCPM-ITTS-Q, Redstone Arsenal, AL 35898-5798.

fication of any similar or related uses which have already employed €. Certification of foreign ground asse®M ITTS maintains a

the facilities. catalog of foreign ground assets which have been compared against
b. Through TESTFACs, PM ITTS and the T&E community have the DIA-approved threat baseline and determined to be accurate

ready access to a roster of more than $5 billion in test assetsfepresentations of the threat. The assets are available for use in

allowing rapid identification and elimination of potentially duplica- testing and training. Refer to Project Manager for Instrumentation,

tive development efforts. TESTFACS is already accessible throughTargets and Threat Simulators, ATTN:AMCPM-ITTS-Q, Redstone

the Defense Data Network (DDN), and provides data to other keyArsenal, AL 35898-5798.

databases such as the DOD T&E Assets Database, Air Force

ATRIS, and the TECOM Technology Development and Acquisition Section V

Program (TDAP). TESTFACS is a valuable tool for test planning Schedule and Use Requirements

during TIWGs as well as providing a means to ensure that invest-11-11. Individual test activities, directorates, ranges, and laborato-

ments in the T&E infrastructure provide maximum benefit. Point of ries possess organic instrumentation assets consistent with their mis-

contact for TESTFACS is the Project Manager for Instrumentation, sijon focus.

Targets and Threat Simulators, Assistant Project Manager for Tech-

nology, ATTN: AMCPM-ITTS-A, Aberdeen Proving Ground, MD

21005-5001.

a. SchedulingScheduling of organic assets is effected in conso-
nance with internal operating procedures. Scheduling of assets from
external sources is effected by direct coordination between the bor-

11-10. Associated Programs rower and lender. ) o .

a. OPTEC Instrumentation Database (OIDB)ie OIDB is an b. Costs.Costs associated with instrumentation use are normally
automated inventory program that includes all ITTS assets ownedlimited to those of lease, round trip transportation (for borrowed
and operated by USAOPTEC test activities. It identifies instrumen- instrumentation), and any modifications required for unique or spe-
tation by category, class/subclass, quantity, and location. Refer tocial applications or interface requirements. The latter are typically
Commander, United States Army Operational Test and Evaluationcharged to the customer (that is, the PEO or PM). Costs should be
Command, ATTN: CSTE-OPI, Park Center IV 4501 Ford Ave, reflected in the OTP for TSARC approved tests.

Alexandria, VA 22302-1458.

b. T&E Assets Databaselhe Director for Test, System En- 11-12. Targets
gineering and Evaluation(DTSE&E), Office of the Under Secretary For TSARC approved tests, requirements for targets will be in-
of Defense (Acquisition and Technology) oversees the T&E Assetscjyded within the OTP. Individual test activities possess limited
Database, an automated inventory which includes assets with g ganic target assets. The vast majority of aerial and ground targets
value_ of $1 million or more. The database is “on-line” and accessi- saq in support of Army T&E are developed, procured, maintained,
b:e via T&E dCommunlt_y Nggvgrk (TEé.:INET)' ItDseIS\I/Des3t2%6sliriport and operated by the Targets Management Office (TMO).The proce-
planning and to quantify capability per Do T dures of this section therefore focus on TMO. Specific procedural

¢. Joint Threat Simulator Handbook (JTSHRe JTSH is a clas- requirements for assets held by other organizations should be coor-
sified listing and description of over 200 threat simulators available dinated directly with the appropriate POC
for use in support of testing.Descriptions include a side-by-side . . - .
presentation of threat and simulator parametric values, to provide an & SchedulingA diagram of the processing of a request is shown
indication of simulator fidelity, and, for the majority, photographs of In figure 11-2. Refer to Project Manager for Instrumentation, Tar-
the simulator.Intended as a “first look” data source, the handbookd€ts and Threat Simulators, ATTN: AMCPM-ITTS-Q, Redstone Ar-
senal, AL 35898-5798.
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Figure 11-1. Programmatic Documentation for Planning ITTS Support
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Figure 11-3. Targets Funding Logic Flowchart

of AR 381-26 and held by the National Ground Intelligence Center

11-13. Foreign Materiel

GIC).

For TSARC approved tests, requirements for foreign materiel will (N

a. Availability. International events of the past few years have
gesulted in the availability of an unprecedented number of foreign

be included within the OTP. Traditionally, foreign materiel available

military assets and overloaded the NGIC capacity. These assets are

for the T&E community to use has been acquired under the auspice
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currently in the possession of USAMC, with PM ITTS designated as used for identifying and refining requirements in the ASTMP. In
the management agent. The TMO will execute the activities associ-addition to instrumentation, USATECOM and USAOPTEC will also
ated with the management of foreign materiel. A Central Asset Poolidentify ITTS needs to enhance their respective test facility in-
(CAP), planned for Yuma Proving Ground (YPG), Arizona, Aber- frastructure, improve testing efficiency and improve operational
deen Proving Ground (APG), MD, White Sands Missile Range safety. These needs will be documented in the USATECOM TDAP,
(WSMR), New Mexico, Redstone Technical Test Center (RTTC), or the USAOPTEC Operational Test Instrumentation Plan (OTIP).
and Chicken Little, Eglin Air Force Base, FL will serve as a central  ¢. Requirement review and consolidatiGfhe user reviews all
storage facility and center of expertise for storing, preparing for use,requirements, checks for unwarranted duplication, and confirms ad-
and shipping of foreign assets. Detailed procedures are currentlyherence to the command long-range plan.The user then performs the
under development. following functions: prioritization of requirements, identification of

b. Scheduling.TMO will provide central control over foreign  major instrumentation projects for PM ITTS management, execu-
assets by coordinating asset use and maintaining accountabilitytion, identification of targets and threat simulators, and identification
After approval of a foreign military asset use request, TMO will of sustaining instrumentation for internal management and execu-
direct the CAP to prepare and ship the foreign assets to the retion. The balance of this section will address approval and review of
quested location. A loan agreement will be used to define responsimajor instrumentation, targets and threat simulators. Sustaining in-
bilites and conditions for the use of foreign assets. A sample is strumentation, which is internally managed by the user, will not be
shown at Figure 11-4. Refer to Project Manager for Instrumenta-addressed.

tion, Targets and Threat Simulators, ATTN: AMCPM-ITTS-Q, d. ITTS Working GroupFor major instrumentation, targets and

Redstone Arsenal, AL 35898-5798. threat simulators, PM ITTS and the user will form an ITTS Working
) Group (IWG) chaired by the user. The IWG will operate during the
11-14. Threat Simulators preparation and staffing of the ORD and COEA, and perform Con-

For TSARC approved tests, requirements for threat simulators will cent Eypioration functions. The functions will be to mutually under-

be included within the OTP. Army Threat Simulators (ATSktang the ITTS requirements and establish general project
developed by PM ITTS and subject to the provisions of validation mjjestones and documentation requirements. The following docu-
and accreditation outlined in Appendix A to this pamphlet, are menis should be extensively tailored in accordance with IWG direc-
normally fielded to OTSA for operation and maintenance. The pro- o the ORD, an abbreviated COEA or Cost Benefit Analysis, the
cedures of this section therefore focus on OTSA. Specific proce'lntegrated Prc;gram Summary (IPS), the TEMP, and the Intedrated
dural requirements for assets held by other organizations should ‘f_ogistics Support Plan(ILSP). Other, documents’will be prepared at
coordinated directly with the appropriate POC. the discretion of the IWG.

a. Scheduling.The OIDB provides a list of threat simulators : : ; :
: - ; ) e. ORD preparation and staffingrthe ITTS user will lead in
available at OTSA. Additional assets and information are addresse reparing the ORD. PM ITTS and the U.S. Army Simulation, Train-

in the Joint Threat Simulator Handbook. Scheduling of OTSA held ; ; - -
. : ) ) . ing, and Instrumentation Command(USASTRICOM) will provide
threat simulators is accomplished directly with OTSA and should be support as determined by the IWG. All ORDs will be staffed within

sfftectFed nol Iatre]zrdthlan 24dr.nort1.ths indadvancel?f the rgquireg tisétle using command and PM ITTS. The Commanding General or
ate.Formal schedule coordination and approval for use is conducted- ., i =\ " birector of the using command, USATECOM or

as a part of the TSARC process. Refer to Director, U.S. Army USAOPTEC : :

. ; S , or a weapon system PM or PEO will approve and sign
Oop_lt_egjloflonAa_Ir_'ll_'lslls(t:g_rll_oll:_%vF?gJatll:%r:tCé)”r;lgna_lqulgr(;ggfgpggé%ActIVIty the ORD. As the materiel developer, the Commanding General(CG),
( b C)’ (S F : It f,t t and t, o t_OTSA i USASTRICOM will also sign the document indicating his or her
prebargsaséoc;rt aestiz%etz gn dezroa\l/ri] de Zilgll,lang‘ll’Ti’l;lJrF;/pcS)L’eet to Hgl C)F)acceptance of the project and understanding of the requirement.

; .o o .~ f. Concept exploratioriThe IWG will coordinate activities durin
TEC(CSTE-OPI) for use in communication and coordination with ﬁhis phase.pThepuser will lead in the preparation of a COEAgand

the customer. For TSARC approved ftests, costs associateql wit other related documents. PM ITTS will study tradeoffs and prepare
fgéfféezlmv\%iﬁtigrtﬁgpgﬁg drawn from the summary sheet, will be acquisition documents as required by the IWG and IPR chair ap-

' pointed by CG USASTRICOM. Trade-off studies may be performed
as directed by the IWG. The user should select the best technical
approach based upon projected resources and technical require-
ments. Both the user and PM ITTS will have agreed upon an

Section VI
ITTS Requirements Process

11-15. Requirements Process: Short-Term approach, schedule and rough order of magnitude cost estimate for
The process discussed in this section provides general informatiorfn® system. _
for the user who is unable to fulfill needs from inventory. g. Joint Service reviews

a. OverviewEach step of the ITTS requirements process is iden- (1) Test and Evaluation Reliance Investment Bodrde users
tified by the documents, actions, and approvals required from thesubmit all projects to the individual Test and Evaluation Reliance
identification of a need by a user to the initiation of a project.Some Investment Board (TERIB) and Reliance lead which ensure com-
steps of the process differ for the development of instrumentationplete integration of joint and individual service investments in the
versus that of targets and threat simulators. Therefore the process anb&E infrastructure. The TERIB reviews each project for duplication
documentation requirements should be tailored based on agreemenfith other service capabilities, potential for joint service coopera-
between the user and materiel developer.For all ITTS, the following tion, and technical merit. The TERIB produces the DOD Test Re-
are required: formation of an ITTS Working Group (IWG), approval source Master Plan (TRMP) and Test Investment Strategy (TIS) in
of an ORD by a member of the Senior Executive Service (SES) orwhich projects are placed in priority order and funding projected
General Officer representing the user, acceptance of the ORD by dhrough the POM.

General Officer representing the materiel developer, and multi-serv- (2) Operational Test and Evaluation Coordination Committee
ice review of planned major investments. Review (for OT&E requirements onlyyhe Operational Test and

b. Requirement identificatiorThe user (HQ USATECOM, HQ  Evaluation Coordination Committee(OTECC) reviews Army OT&E
USAOPTEC, a Materiel Development Command, PEO or PM) gen- projects in coordination with other OT&E requirements from the
erates ITTS requirements based on needs that are validated througpther services. As a result, potential OSD funded candidates and
documented references. These references may be the ASTMP, Fiveulti-service duplications are identified.

Year Test Program (FYTP), TIWG minutes, system TEMP, or any (3) CROSSBOW Committee Review (for threat simulator require-
other applicable documents. The long-range planning process dements only) CROSSBOW Committee reviews Army threat simula-
scribed in the Section VII of this chapter provides the methodology tor requirements in coordination with threat simulator requirements
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from the other services, and reports to the Defense Test and TrainSection VII
ing Steering Group (DTTSG). The DTTSG and CROSSBOW Com- Long-Range Planning for ITTS
mittee use these findings to recommend the lead service for joint

developments and identify those programs which have unwarranted%i‘slz'egi‘{)?]r"('jee"gcribes a long-range planning process to plan and
duplication.

) budget more effectively for the acquisition of Army major ITTS that

(4) Incorporation of results of TERIB (TRMP), OTECC, andypports the T&E of future Army combat systems. This section
CROSSBOW Committee Reviewsd ITTS consolidates program  provides procedural guidance to organizations requiring the develop-
listings and funding requirements into the appropriate program ele-ment and acquisition of Army ITTS. The process consists of four
ments and coordinates with other services as applicable to accomsteps for converting future Army combat system planning into a
modate TERIB, OTECC, and CROSSBOW Committee findings. Long-Range RD&A Plan for ITTS. As a part of the four steps,
information shall flow in the sequence shown in Figure 11-5.This
section will detail the information flow, the organizational tasks, and
documentation associated with the ITTS long-range planning
process.
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FOREIGN EQUIPMENT REQUEST

1. TEST TITLE: _Airwolf Contractor Developmental Test

2. MATERIEL PROGRAM: PM Airwolf Aviation System

3. SYSTEMS REQUIRED:

SYSTEM NO. REQUIRED

T72M Tank

BMP1 IFV

BMP2 IFV

o W

BTR APC

4. DESCRIPTION OF SYSTEM USE: Used in Captive

Flight Test for Thermal Infrared Sensor

5. TIMEFRAME: REQUIRED BY: 1 Mar 97
LOAN TIMEFRAME : 3 Mos
6. LOCATION: (SHIPPING ADDRESS) : Aberdeen Test Center
Bidg 1089

Aberdeen Proving Ground, MD

DODAAC W81C5M

7. DESTRUCTIVE OR NON-DESTRUCTIVE: DESTRUCTIVE

IF DESTRUCTIVE, DESCRIBE EXPECTED DAMAGE:
Engine Destroved

8. WHAT SUBSYSTEMS NEED TO BE OPERATIONAL?
Turret Rotation :

9. ARE FUNDS AVAILABLE FOR: SHIPPING yes
MAINTENANCE ves
DAMAGE REPAIR _yes
OPERATION yes
10. POINT OF CONTACT: (PERSON RESPONSIBLE FOR SYSTEM)
NAME Ken Parker, Test Engineer
TELEPHONE DSN _555-6666

Figure 11-4. Foreign Equipment Request
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Figure 11-5. Summary of the Army ITTS Long-Range Planning Process
11-17. Army Future Test and Evaluation Requirements MATDEV representative is the applicable USAMC Major Subordi-
(AFTER) nate Command.Within the USATRADOC School, the function has

The first step of the ITTS long-range planning process utilizes been given to the Combat Development Center. Within the USAMC
future Army combat systems long-range planning information to Major Subordinate Command, the function has been given to the
delineate future T&E requirements. The documented requirementsAdvanced Systems Concept Office (ASCO) normally found within
are referred to as AFTERs. These requirements are the new paramébe Major Subordinate Command Research, Development, and En-
ters of future Army combat systems that require measurement andgineering Center (RDEC). _ _
or simulators, anticipated parameter values and accuracies,and the (2) The ASTMP published annually by the Office of the Assist-
timeframe in which the measurements must be made or the simula@nt Secretary of the Army for Research, Development and Acquisi-
tors are to be available. tion and the Army Modernization Plan published annually by the
(1) The primary source for generating AFTERs are the Army Deputy Chief of Staff for Operations and Plans (DCSOPS) are

combat system long-range planning efforts. These efforts are docu_(rjoncumeArsmtion tf|1atf srumrrr1nabrizte byt l;/lnoderniizz?ttiiog Area the long-
mented in the ASTMP and the Army Modernization Plan. They a(g)e The yrgcc?sz bo v(\;r?ich a‘AF§|_yé‘|§S arz'aecqlcjer?ercz:\téd from the com-
entail the coordination of CBTDEV and MATDEV in addressing P y S gen

changes in the threat or improving the overall fighting capability of Eﬂa; nsgsfaermvxlﬂr%_r:?; r?g C%Iacvr?mg tlﬁ :h'a\g% r'n S[:l:gt)%rfdiit_tg E'Z)em;&; d
the Army with materiel. The CBTDEYV representative is the applica- 9 J

. . ASCO to generate the measurement parameters of future Army
ble USATRADOC School along with the associated Battle Lab. The combat systems, their particular values, and the timeframe in which

the measurements must be made.
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Army Project Manager
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ommands AMSAA)
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(RDeCs) || P} [opTEC OEC)

Figure 11-6. Step 1 of ITTS Long-Range Planning — Generation of AFTERS

(4) These parameters will be generated by obtaining and review-Figure 11-8 describes the test capability categories, and Figure 11-9
ing the long-range planning documentation delineated above and byprovides a data collection matrix illustration. The AFTER format
holding technical interchanges as necessary with the ASCO, RDEGalso includes values and accuracies of measurement parameters, the
engineers (specifically in the technology centers), and tR&uired initial operational capability (I0C) date for the test capabil-
USATRADOC Battle Lab representative (specifically in the test and ity and any critical issues associated with the measurement. The

experimentation branches). A T&E Manager will oversee AFTERS |0c date should be consistent with the acquisition milestones pro-
only if the Major Subordinate Command has been selected as reyijed as background.
sponsible for modernization packages as delineated in Table 11-1.

(5) The AFTERs will be prepared in the format shown in Figure .(6) Once the AFTERs have been generated, the T&E Manager
11-7 for each future Army combat system that is defined in the will fo_rward them for feedback_ to the _mdependent evaluator. Once
ASTMP. The format includes background information, future sys- coordinated, T&E Managers will submit AFTERs to PM ITTS, who
tem information, POCs, and program milestones. The format alsoWill review and coordinate the follow-on long-range planning

includes a categorization of AFTERs by required test capability. efforts.
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Army Future T&E Requirements

System Title: OICW MATDEV:
Mission Area: Soldier CBTDEV:
ATD/TD: OICW ATD
Milestone 1: Milestone 2: Milestone 3:
AFTER Capability Parameter Value & | Req Date Critical Issue
Accuracy
Pasition Info XY,z TBD/O.Im | 97

Figure 11-7. AFTER Format
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TEST CAPABILITY CATEGORIES

The following test capability categories have been generated for the
specific purpose of grouping like combat system T&E measurements. The
categories along with associated example parameters provide a point of
departure for determining both DT and OT categories for the specific
purpose of supporting ITTS long range planning. These categories should be
refined through the joint efforts of PM ITTS, TECOM, OPTEC, TRADOC Battle
Labs, Evaluators, and T&E Managers.

1. Position Information -- x/y/z vs. time, velocity, acceleration,
pitch/vyaw, etc.

2. Interior Ballistics -- bore pressure, recoil force/velocity, tube
wear, firing rate, bore temperature, launch acceleration, etc.

3. Terminal Ballistics Effects -- penetration, impulse, energy,
spall pattern, etc.

4. Vehicle Dynamics -- shock, vibration, fuel consumption, speed,
duration, range, maneuverability, etc.

5. NBC Effects (Contamination) -- concentration, dose, type, etc.

6. Materials Characteristics -- tensile strength, yield strength,
Charpy Notch, Rockwell Hardness, elasticity, etc.

7. Signal Measurement -- type, frequency, intensity, pattern, etc.

8. Signature Measurement -- type, frequency, intensity, pattern,
etc.

9. Signal Simulator -- type, frequency, intensity, pattern, etc.

10. Signature Simulator -- type, frequency, intensity, pattern, etc.

11.. Flight Profile Simulator -- speed, altitude, duration,

maneuverability, etc.
12. Structural Simulator (armor) -- thickness, material type, etc.

13. Environmental Simulator -- temperature, humidity, sand/dust
concentration, etc.

14. Data Acquisition/Processing -- digitizing speed, record length,
etc.

Figure 11-8. Test Capability Categories
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Army ITTS
Capability
Categories

Required
Test
Capabilities .

Position Info
Interor Ballistics
Tearminal Effects
Vehicle Dynamics
NBC Effects —
Contamination
Materials
Characteristics
ISignal/Signature
Measuremeant
Signal
Simulator
Signature
Simulatar
Flight Profile
Simulator
Structural (Armor)
Simulator
FEnvironmental
Simulator
Data Acqg. Software
& Processing

Countermeasures

C3/IntelVEW

Data Processing

Directed Energy

Environmantai

Fire Control Systems . X

Flight Vehicie (dynamics)

Ground Vehicle (dynamics)

Human Factors

" Launch Dynamics (Int. Ball)

Materials ' a ;

Munitions — {Ext.) Ballistics

Munitions — Terminal Eﬁéds
Nuclear/BiotogicalChemical

XX

' Nuctear Eftacts !
Sensors ] 7 ) i X '

Software

Targets & Threat Simulstors |

Test Support Technologlé i

Troop Support Equipment
Vatnerabiltty/Survivabiltty

Figure 11-9. ITTS Data Collection Matrix

b. Documentation requiremerfsture T&E requirements in (1) With the requirements sorted by like measurements, a com-
support of future Army combat systems shall be documented in theprehensive picture develops that outlines the types of new measure-

format given in Figure 11-7. ments required for across-the-board T&E of future Army combat
systems. These sorted measurements and the associated required
11-18. Army ITTS Need Statements timelines will act as a roadmap to identify shortfalls in existing

. : . ITTS capabilities and subsequent needs of the various test ranges.
This section descnpgg ihessecona step O.f I !_onij.ange (2) Determining shortfalls and associated needs requires that two
Planning Process utilizing AFTERs to identify shortfalls in existing key decisions must be made. First, the range that will be the likely

resources and generating ITTS Needs. These ITTS need statemenf§ace that each system will be tested must be chosen. Second, if a
are coordinated with the OSD and other services to prevent unwarsnortfall is identified, then a decision must be made by the testers
ranted duplication of resources. whether the resulting ITTS need should be addressed with materiel
a. Description.The second step of the ITTS long-range planning and if so, acquired as a common Army test asset or whether the
process, as shown in Figure 11-10, begins with the distribution ofresulting ITTS need is unique to a single Army system acquisition.
AFTERs from PM ITTS to the test community. The testert the latter case, a unique ITTS need would be paid for by the PM
(USATECOM and USAOPTEC) will begin their efforts by sorting Of associated Major Subordinate Command and the ITTS need
these requirements first according to applicability to developmentalWould be generated by them and coordinated directly with PM
or operational testing. Afterwards, they will sort the AFTERs ac- 'TTS. In the former case, the common ITTS need is documented in
cording to like measurements (that is, test capability categoriesth® format shown in Figure 11-11 by the applicable tester with the
given in Figure 11-8). capability of the new ITTS specified to include reasonable growth
expectations. All ITTS needs must then be coordinated internally to
the Army and then with OSD and other services via the TERIB.
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Figure 11-10. Step 2 of ITTS Long-Range Planning—Generation of ITTS Needs

Army ITTS Need

Need Title: Int Fire Control & Scoring Range Entry Date: 1/20/95
Unique AFTER: Human Signature -- TBD IR ITTS I0C: FY 00

Aquisition or Technology Base Programs Supported: Objective Indivudual Combat Weapon
Mission Areas: Soldier

Assessment of Existing Capabilities:

ATC -- separate acoustic scoring screens and high speed video to track rounds out to 2000m with a
velocity accruacy of 0.1 m/s - however, the evaluation of an Integrated fire control system is not
available.

YPG - (acoustic scoring) GP20 - 20 cm accuracy between actual projectile intersection of
measurement plane and measured Intersection. Separate planes can provide Instantaneous TSPI at
4 measured points. Can measure from ground to 20 feet, but not airborne yet (Bob Mal x802-328-
8719)

Basis of Need: Integrated fire contro! system and scoring range test capability.

Needed Capability:

Target simulator of personnel, light vehicles, RW and FW aircraft and fortifications in the 0.4-0.7 and
3-5 micron bands testing fire control with ballistic trajectory of 0.1m (3D) TSPI and 0.1 m/s velocity
accuracy.

Figure 11-11. ITTS Needs Format

b. Documentation requirement#&rmy ITTS needs shall be docu- future advanced ITTS concepts to be acquired to support the T&E

mented in the format given in Figure 11-11. of future Army combat systems.
a. Description.The third step of the ITTS Long-Range Planning
11-19. Army Advanced ITTS Concept Summaries Process as shown in Figure-12, begins with the evaluation of all

This paragraph describes the third step of the ITTS Long-RangelTTS needs. The goal of this evaluation is to understand the require-
Planning Process. This step utilizes the ITTS needs to generatgnents for the acquisition of each ITTS need. PM ITTS will then
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prepare a brief technical approach to address the needed ITTS capadvanced ITTS concepts responding to USAOPTEC needs are
bility and describe the approach in an Advanced ITTS Conceptclosely coordinated between the ITTS developer and USAOPTEC to
Summary as illustrated in Figure 11-13. Each Advanced ITTS Con-ensure that advanced operational test ITTS concepts address
cept Summary will briefly describe one or more technical apfSAOPTEC needs. Other advanced ITTS concepts corresponding to
proaches to satisfy the need, identify any technology bad8AMC Major Subordinate Command, PMs or other ITTs user
requirements for each technical approach, and estimate a scheduleeeds are coordinated between the ITTS developers and applicable
and funding profile for the acquisition of the advanced ITTHTS users.
concept. (2) The advanced ITTS concept summaries will then be coupled

(1) Developmental T&E advanced ITTS concepts responding to with the associated need and AFTERs and distributed to the applica-
USATECOM needs are closely coordinated between the ITD& T&E Managers, evaluators, and TRADOC Battle Labs for feed-
developer and USATECOM to ensure that advanced developmentaback. Once PM ITTS coordinates all feedback, the Advanced ITTS
test ITTS concepts address USATECOM needs. Operational T&EConcept Summaries will be used in the next step of the planning

process.

Army Project Manager
Instrumentation, Targets and Threat Simulators

f | 1

I (AT DL -t [Army Future T&E Requirements
Army ITTS Need Advanced ITTS Co:l_cept [ Army ITTS Need
= e TSR o - Advanced ITTS Concept
:—_:-- vy Soms Progrune Sameradt ITTS Onertptm o Oyt Taohrangy Bose Repoumerst ot G [—aabad
i Tost Caputiy Catmpnsy A
e | Developer "W oo ot
—— (PMITTS)
Cpaaimy o e Arvas Caremtomyoten s 7 e Baraan Compeaown ——n . 1
~—gire — =T | 2
o ooy | =, e o= RN Y ¥ 44
S B = - o

!E!;"

can

ITTS :
User
(PM TECOM
OPTEC, & PMs) Major Sub.

Commands
(T&E Managers)

i

Evaluators
(AMC AMSAA)
(OPTEC OEC)

TRADOC
Battle Labs
(Test & Exp)

Figure 11-12. Step 3 of ITTS Long-Range Plannning—Generation of Advanced ITTS Concepts
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Advanced ITTS Concept Summary

Advanced Concept. Virtual Ballistic Target whith AC User: Andy Hooper (TECOM YPG)
Integrated Scoring System AC Dev:

Army Need: IntFire Control & Scoring Range - Human Entry Date: 12/05/95

Signature

Future System: Objective Individual Combat Weapon

| Description of Option(s) . ~ Technology Base Requirements
| Fully animated, high fidelity visual and MW or LWIR | |FU"Y animated visual and MW or LW IR target
simulated personnel, light vehicles, FW and RW aircraft, = technology needs to be developed along with a 3

and fortifications targets with 3 dimensional scoring dimensional scoring system. Current capablity is laser

system with 0.1m 3 dimensional TSPI accuracy and 0.1 | Projection in a singie wavelength silhouette only with 2 .
 misec velocity accuracy required, 3 dimensional . dimensional scoring. Com_petmg technologies need to 'l

fragmentation pattem TSPI and velociy is aiso desired. | be evaluated to meet requirements. '

- Schedule (F Y) . Funding (FY)

:M“%wnes |92 83 84 05 %0 o7 68 85 00 :AW"’P"“'W" P82 o9 (94 85 96 97 98 ‘99 .

TechBase | | | X|= X f | Tech Base ‘ i : b.z 0.3]0,4 ] j

| ORD X RDYE : ’ ’ |

EMD ' P | Prod I ; | ( A

| DO E I U A

i 1oc | l ; 1 I B ! 1 Py ;

| | oot ! P |
Figure 11-13. Advanced ITTS Concept Summary Format

11-20. Army ITTS Long-Range Research, Development, associated ITTS needs and applicable AFTERs which contain infor-
and Acquisition Plan mation regarding traceability to future Army combat system provide

This paragraph describes the fourth step of the ITTS Long-Rangeall the information necessary to generate an ITTS Long-Range RDA
Planning Process. This step prioritizes advanced ITTS concepts ang|an. USATECOM and USAOPTEC will use this information to
combines the prioritized concepts, their summaries, associgifgritize each advanced ITTS concept in the developmental and
needs, and applicable AFTERs to derive an ITTS Long-Range Re-gperational test Research, Development, Test and Evaluation

search, Development, and Acquisition (RDA) Plan to support T&E (RDT&E)Programs deriving a one-to-N list for each test area,devel-
of future Army combat systems. opmental and operational.

a. Description.The fourth step of the ITTS long-range planning o) the prioritized lists from USATECOM and USAOPTEC are

process is to derive a long-range plan to research, develop, an : T )
acquire future ITTS based on summaries of advanced ITTS concept en subr_mt_ted to PM ITTS f_o_r cqordlnatlon. PM IT.TS com_blne_s
e descriptive, funding, prioritization and schedule information in

that address the T&E resource needs of future Army combat sys- . ’
tems. The plan will be submitted as a part of the Army Long-Rangethe Advanced ITTS Concept Summaries with the combat system

Army Materiel Requirements Plan (LRAMRP) process. The fourth traceability information in the associated ITTS needs and applicable
step begins with the transfer of Advanced ITTS Concept Summaries®F TERS to generate an ITTS Long-Range RDA Plan that is submit-

from the PM ITTS to USATECOM and USAOPTEC as shown in t€d as part of the Army LRAMRP process. Once funding and
Figure 11-14. schedules are approved and incorporated into the program objective

(1) The Advanced ITTS Concept Summaries contain descriptive, memorandum, Advanced ITTS Concept Summaries and ITTS needs
funding and scheduling information. The summaries combined with become the source documentation for ITTS ORDs.
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Figure 11-14. Step 4 of ITTS Long-Range Planning—Generation of ITTS Long-Range RD&A Plan
Section VI to the Director, United States Army Test and Evaluation Manage-
United States Army Validation and Accreditation ment Agency, 200 Army Pentagon (ATTN: DACS-TE), Washing-
Procedures for Threat Simulators and Targets ton, D.C.20310-0200. A validation waiver granted to facilitate
accreditation does not preclude system validation requirements.A-
11-21. Introduction ccreditation waivers will not be granted.

a. Authority. This section provides the procedures used by the c¢. Materiel development supp®igure 11-15 illustrates the
Army Validation and Accreditation Program for Threat Simulators ideal generic relationship of validation and accreditation support to
and Targets. The processes, concepts, and procedures employed ihe life cycles of Army materiel development and threat simulators
validation and accreditation of targets and threat simulators areand targets. As shown in the figure, validation is performed at
defined and prescribed. The roles and responsibilities of the Departcritical points throughout the life cycle of threat simulators and
ment of the Army agencies and organizations involved in validation targets. Accreditation pertains to specific test applications of threat
and accreditation are identified and explained. These proceduresimulators and targets during the operational phase of their life
implement and support Department of Defense (DOD) Threat Simu-cycle. Validation Working Groups (VWGSs), ad hoc committees con-
lator Program Guidelines, Part 7 of DOD 5000.2-M, Defense Ac- vened for a specific purpose, conduct validations during 2 to 3 day
quisition Management Documentation and Reports, concerningetings. The effectiveness of each VWG is entirely dependent on
threat simulators and targets, and are issued in compliance with ARhe ability of its membership to address a validation event fora
5-11, DA PAM 5-11, and AR 381-11. For threat simulations, given target or simulator. Validation must not be viewed as an
validation and accreditation procedures can be found in AR 5-1levaluation where the relative worth of a system is being graded; it is
and DA PAM 5-11. a process for comparing simulators and targets to DIA-approved

b. Application. These procedures are applicable to Army threat threat data, documenting the variations, and assessing the impact of
simulators and targets, which represent a part or function of athose differences on the potential use of the simulator or target.The
specific threat system, and will be used in tests supporting milestone/WG task is finished when the completed Validation Report is
decisions.Exceptions to the validation process will be addressed orsigned by the VWG members and, when required, approved by the
an individual basis. All requests for exceptions should be forwarded Defense Test and Training Steering Group (DTTSG) or the Director

of TEMA.
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Figure 11-15. Validation/Accreditation Support to Materiel Development Life Cycles

11-22. Validation of Threat Simulators differences, and presents the information in a standard Validation
a. General processValidation is the process used to document Report format. Rationale for significant differences will be docu-
and analyze any critical performance differences a threat simulatormented in the Delta Report. The genesis and use of the or target
may have from DIA-approved data. Threat simulators are developedMateriel Developer prepares the information required for Appendix

to portray threat systems for user-identified test and training requ-A, Standard Validation Criteria, of the Validation Report.
irements.Accordingly, threat simulators may duplicate or represent a b. Validation requirementsn order for validation requirements
limited number of threat system attributes. Validation must therefore to comply with Department of Defense Guidelines, validation must
be based upon expert knowledge of the threat, the simulator, ande accomplished throughout the threat simulator life cycle. Figure
user requirements. A report will be issued documenting the specific11-17 depicts the validation events in the threat simulator life cycle.
validation. The report will incorporate information provided in the (1) Validation of the design specification, called a Design Speci-
Threat Support Package (TSP), System Description, and Ddigation Review (DSR), establishes a means for and a formal record
Report(DR) as detailed below, along with the final conclusions and of the evaluation of the threat simulator design, the current DIA-
comments of the VWG members. Funding developmental validation approved intelligence regarding the threat system, and the projected
costs are provided by the threat simulator or target Materigie of the device. DTTSG approval of the DSR validation report is
Developer.Operational validation costs will be funded by tHgquired. The DSR is primarily an evaluation of paperwork specify-
owning organization. ing the design of the system versus paperwork detailing the threat
(1) The Threat Support Package (TSP) contains the narrativefarameters. General validation procedures are followed;however, no
pictorial, and parametric description of the threat system being sim-actual measurements are taken at this stage of development since
ulated. It is provided by the appropriate National Intelligence Pro- there are only preliminary designs and intelligence to evaluate.
duction (NIP) Center. Standard formats and parameter listing§2) Validation at IOC provides the first opportunity to compare
prepared by the CROSSBOW committee are used as guides. Th&'€ completeZ functional threat simulator, current DIA-approved in-
TSP contains the most current information available concerning the!€!ligence estimates of the threat system, and the operational require-
threat system; this information is required for Section 3 of the Ment for the device. This validation is used to support the fielding
validation Report. decision and documents the performance of the threat simulator for

(@) The System Descrpon conains the naralve, pictorial, and €= PTG S10 Sl piboses, YIS aporova & et of e
parametric description of the simulator undergoing validation.It is The 10C validation is the final validation prior to fielding the

prepared by the simulator developer using the same format andfystem; therefore, it is based on actual measurements and the most

parameters as the TSP. Depending on the stage of simulator deve ‘ecent intelligence data. I0OC is the most complete and thorough

opment, the system description contains either the most CUITeNt 2 lidation a system will undergo since it is essential at this point to

design spt_ecmcat!ons or a(_:tu_al meas_ure(_j data from the Slml."atorconfirm and define the differences between actual measured simula-
system being validated. This information is necessary for Section 4

9 tor data and the DIA approved threat data.

of the Validation Report. . . (3) Operational validation is accomplished on threat simulators
(3) The Delta Report (DR) is prepared under the auspices of the,fier major modifications and periodically throughout their opera-

VWG chairman, normally by the Materiel Developer. It lists compa- {jong] Jife cycle to document their continued capability to represent

rable threat and simulator data, identifies the planned or actuaknreat systems as described by current intelligence estimates. The

130 DA PAM 73-1 « 28 February 1997



I0C Validation Report will recommend critical parameters and in-  (d) Members of the IOC VWG will recommend a schedule and a
tervals for operational validation. The VWG chairman will review list of critical parameters to be used for Operational Validation.
the recommended intervals as well as the critical parameters to be (e) The VWG will submit the required Validation Report for
considered. Operational validations consist of comparison and anal-approval (at DSR and I0C) or for natification, information, and
ysis of simulator performance, configuration, and fidelity to current retention (at operational validation) through the CROSSBOW com-
threat estimates. DTTSG in operational validations but only for the mittee to the DTTSG. The Validation Report should be forwarded
critical parameters.The simulator/target Materiel Developer repre-using a letter of transmittal as explained in Figure 11-20. The
sentatives, in coordination with the operational VWG, may be re- content of the Validation Report is explained in Figurel1-21. The
quired to designate or select the critical parameters if they have noWalidation Report parametric data format is illustrated in Figure
previously been identified. For those systems, the first Operational11-22.
Validation Report may require a more extensive critical parameter (a) The CROSSBOW committee has established standard valida-
list and other descriptive data to adequately establish the baselingion criteria covering a broad spectrum of parameters which describe
information normally found in an IOC Validation Report. threat systems. Upon establishment of a VWG, the simulator Mate-
c. General validation proces3he general validation process re- riel Developer representative, in coordination with the NIP Center
quires both the engineering and technical limitations of the simula-representative, will tailor a set of standard validation criteria for use
tor and its projected use be reviewed. To accomplish this review,in validating the simulator in question. The proposed criteria will be
the combined expertise of the intelligence community, the target ordrawn from approved CROSSBOW standard criteria and may be
threat simulator developer, developmental and operational testersaugmented if required. The VWG will ensure that the standard
and trainers is required. Accordingly, a VWG composed of repre- validation criteria (parametric listings) describing threat equipment,
sentatives from the above organizations will constitute the primary prepared from listings approved by the CROSSBOW Committee,
Army validation organization. are used for both the TSP and system description. If CROSSBOW
(1) Engineering and technical analysiBuring the engineering approved standard validation criteria are not available, the simulator/
and technical analysis process,the engineering and technical charadarget Materiel Developer, in coordination with the NIP Center, will
teristics and capabilities of a threat simulator (as outlined in the develop a proposed set of criteria to be used for the validation. The
system description or other simulator related documents) are anacoordinated proposed validation criteria will be forwarded to the
lyzed and compared to current DIA-approved threat intelligence (asVWG chairman for approval, and to CROSSBOW for information.
outlined in the TSP or other threat related documents) for the relatedThe same standard criteria will be used for DSR and 10C
threat system. The DR will delineate the similarities and differences validations.
between the simulator or target and the threat. While reviewing the (b) Engineering, technical, and operational analyses will be con-
DR, the VWG will complete this engineering and technical analysis ducted by the VWG as described in paragraph 11-22c.
process which will describe the technical implications of the differ-  (c) The above information will be documented in a Validation
ences on the capabilities of the target or simulator. The results ofReport.
this process will be documented in Section 5, and summarized in (d) Members of the IOC VWG will recommend a schedule and a
Section 6, of the Validation Report. list of critical parameters to be used for Operational Validation.
(2) Operational analysisAn operational analysis is also accom- (e) The VWG will submit the required Validation Report for
plished by the VWG.It compares the capabilities and limitations of approval (at DSR and I0C) or for natification, information, and
the threat simulator, found during the engineering and technicalretention (at operational validation) through the CROSSBOW com-
analysis, with the threat's operational characteristics to ascertain themittee to the DTTSG. The Validation Report should be forwarded
performance capability of the simulator. Details from this opera- using a letter of transmittal as explained in Figure 11-20. The
tional analysis will also be discussed in Section 5 and summarizedcontent of the Validation Report is explained in Figure 11-21.The
in Section 6 of the Validation Report. Validation Report parametric data format is illustrated in Figure
d. Validation Working Groups (VWGSYWGs will evaluate and 11-22.
report on target or threat simulators at the required points in the life (f) Threat simulators developed and fielded prior to the imple-
cycle identified in paragraph 11-22b (validation requirements). mentation of DOD validation procedures were not subjected to the
(1) A VWG will be established and chartered for each target or developmental validation process, that is, DSR and I0C. They are,
threat simulator, and usually for each validation requirement. TEMA however, subject to the provisions for operational validation.For
will charter VWGs based on schedules provided by PM ITTS or the those systems, the Materiel Developer, together with the user or
Materiel Developer, if other than PM ITTS. The charter will estab- determine the future operational validation cycle. TEMA will re-
lish TEMA or some other appropriate agency as chairman andceive the resulting schedule to establish and notify members of
designate the organizations to participate in the VWG. operational VWGs. If critical parameters for operational validations
(2) As a minimum, VWGs will be composed of representatives have not previously been developed, the Materiel Developer, to-
from the responsible user, intelligence, PM ITTS, and simulator or gether with the user or the owning organization, and the appropriate
target Materiel Developer organizations. Representatives from theNIP Center will develop a list of critical parameters and forward
following organizations will participate in VWGs as indicated: them to the VWG chairman for approval. Any unresolved issues
(a) Mandatory members include United States Army Test and regarding operational validations will be sent to TEMA for
Evaluation Command (TECOM), United States Army Operational resolution.
Test and Evaluation Command (OPTEC), the appropriate NIP Cen- (g) The operational VWG will determine an appropriate location
ter for the systems involved, United States Army Materiel Systemsfor the conduct of the operational validation. The VWG will base its
Analysis Agency (AMSAA), PM ITTS, and the Threat Simulator or decision on a thorough review of changes in the threat and other
Target Materiel Developer (if other than PM ITTS). pertinent factors that may impact the amount of effort involved in
(b) Members as required include United States Army Researchconducting the operational validation. The VWG will then select the
Laboratory (USARL), United States Army Materiel Command Re- most convenient, least disruptive (to testing), and least expensive
search Development and Engineering Centers (RDECSs), Unitechtion adequate to conduct operational validation measurements.
States Army Training and Doctrine Command (TRADOC), PEO/ (h) Operational VWGs are semi-permanent bodies designed to
PM (appropriate blue systems), other Army organizations, and otherconduct operational validations for categories of systems: radar elec-
Department of Defense representatives. tronics, aviation, EO/IR, and C3. Each VWG will handle all opera-
(3) The events involved in validation are illustrated in Figure tional validations of the systems within its group as assigned by
11-18. General functional areas of specific member organizationsTEMA.
are outlined in Figure 11-19. The functions and responsibilities of e. Specific validation procedurel.is essential to keep the vali-
the VWG are discussed below. dation process as simplified and non time-consuming as possible
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without degrading the quality of the reports. Content versus appear- (f) Certification reports will be maintained as part of the mainte-

ance should be the primary focus. nance and usage records of the equipment. Organizations owning
(1) Figure 11-23 outlines the validation procedures for systemsactual threat systems must ensure that any changes in the actual
in DSR and 10C. threat system configurations are properly documented. The Materiel

(2) Operational validation procedures are designed for systemsDeveloper, in conjunction with the owning organization and the
already fielded and are a modification of the general validation responsible NIP Center, will periodically review the changes and
procedures. Figure 11-24 outlines the procedures for operationamake recommendations to TEMA regarding the need for recertifica-
validation. The operational validation is concerned only with the tion or possibly an OPN validation.
critical parameters. The owning organization will provide to TEMA  f. Program functions
updated simulator/target data and updated threat DIA approved in- (1) The Deputy Under Secretary of the Army (Operations Re-
telligence from the NIP Center. TEMA will determine if a full search) (DUSA(OR)) provides overall DA-level program direction,
operational validation report is required. The decision will be based guidance, review, and approval authority.
on an analysis of both the updated threat and simulator/target data to (2) Test and Evaluation Management Agency (TEMA)—
determine if significant changes have taken significant changes have (a) Approves and transmits copies of Validation Reports with
not taken place, TEMA will coordinate with the VWG members to appropriate forwarding or notification letters to the CROSSBOW
sign off on a statement to that fact. The statement is attached to thand DTTSG as required.
front of the last VWG report and serves as an updated operational (b) When required, coordinates Air Force and Navy participation|
validation. If significant changes have taken place, the owning or- (c) Using the validation information submitted by the Materiel
ganization will produce an abbreviated Delta Report (limited to the Developer, sets priorities and requests DAMI-ST to task the appro-
critical parameters) and the general validation procedures will bepriate NIP Center to provide the necessary DIA-approved threat
followed. data. Provides an information copy to CROSSBOW for tri-service

(3) Foreign materiel validation procedures are also a modification coordination.
of the threat simulator/target validation process.Foreign systems are (d) As the Army Representative to the OSD CROSSBOW and
generally exploited or baselined by the NIP Centers. Baseline orDTTSG Committees, monitors DIA and NIP Center reports to en-
exploitation data will be made available by the NIP Center. When sure DIA-approved updated threat data are available at the appropri-
available, the NIP Center Exploitation Report will be used by the ate time for VWG use.

VWG as the basis for validation of the exploited system. For actual (e) Sets priorities and coordinates all Army requests for threat
systems where no intelligence data exists, the measured data will beata in support of validation.

approved by the NIP Center, and used to establish the threat base- (f) Charters all VWGs and appoints the chairman.

line. Certification is designed simply to verify the authenticity of the  (3) United States Army Training and Doctrine
threat and to document any shortcomings, degradations, or modifi-Command(USATRADOC)—

cations to the system.Certification Reports for actual systems may (&) ldentifies and documents threat simulator and target require-
be used in lieu of Validation Reports for the accreditation process.ments to support combat development efforts.

(a) If an actual threat system is to be used as a surrogate for (b) Participates in VWGs as required.
another threat, (for example, a T-72 tank used to represent a T-80 (4) United States Army Materiel Command (USAMC)
tank), the surrogate will be subjected to the validation and accredita- (a) Identifies and documents threat simulator and target require-
tion procedures outlined in this document. ments to support developmental testing.

(b) Actual threat systems will be considered validated after com- (b) Participates in VWGs as required.
pleting the certification procedures outlined below. The Materiel (c) For systems under development, conducts the measurement of
Developer will coordinate the development of a list of the critical threat simulator or target parameters required for validation.
parameters necessary to adequately identify and describe the threat (d) Assists in gaining DIA approval of TSPs when the TSP does
system undergoing certification. As a minimum, concurrence from not originate at the NIP Center.
the appropriate NIP Center and user will be received. To the extent (e) Coordinates with TEMA to prioritize Production Requests.
possible, the parameter listing should be in CROSSBOW format to (5) United States Army Operational Test and Evaluation
facilitate documenting the configuration of the actual threat system. Command(USAOPTEC)—

(c) The Materiel Developer will obtain DIA-approved system (a) Identifies and documents threat simulator and target require-
specification data from the appropriate NIP Center for the type ments to support operational testing.
system undergoing certification. The Materiel Developer will then  (b) Participates in VWGs.
extract the necessary threat values for the certification parameter (c) Conducts the measurement of threat simulators and targets|
listing previously developed for the system. Additionally, the Mate-  (d) Notifies TEMA when OPN validations are due so that VWGs
riel Developer will extract sufficient descriptive data to provide a can be established.
short narrative description and overview of the system and its capa- (e) In the absence of IOC VWG approved critical parameters,
bilities. Where possible, information concerning any variants of the develops a proposed set of operational validation criteria in coor-
system should be included (for example, how an A model differs dination with the simulator system materiel developer and the ap-
from a B model). All data sources will be properly documented. propriate NIP Center.

(d) PM ITTS will inspect the actual threat system undergoing (f) Notifies TEMA of the need for TSPs.
certification and verify that the parametric data values obtained from (g) For owned systems undergoing operational validation,
DIA sources are present on the actual equipment. Any differencesdevelops an updated system description containing complete narra-
noted will be documented. Draft impact statements will be preparedtive, pictorial, and parametric description of simulator for compari-
reflecting any potential test or training limitations caused by the son with TSP. Forwards updated system description along with
deltas. Parameters which may not have been addressed during thgpdated TSP data from NIP Center to TEMA.
validation process and are considered critical to a particular tester (h) Provides system description and data required for Section 4
will be measured and compared to DIA approved intelligence dataand Appendix A of Operational Validation Report.
during the accreditation process for that test. (i) Funds operational threat simulator validations.

(e) The completed certification report (parameter listing, descrip- (6) NIP Centers, as appropriate for the system being validated,
tive data, and impact statements) will be staffed with the appropriatemust coordinate through Air Force or Navy channels as required). In
NIP Center and user then forwarded to TEMA for approval.lf neces- addition they—
sary, a VWG meeting will be held to finalize the comments.A copy (a) Prepare TSPs as tasked by DIA, and provide to the simulator
of the certification report will also be forwarded to the CROSSBOW materiel developer.

Office for information purposes. (b) Participate in VWGs.
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(¢) In coordination with the simulator or target Materielength, width, weight, maximum speed, maximum altitude, turning
Developer, develop a set of validation criteria. radius, and so forth. The baselining effort provides sufficient data to
(d) Provide exploitation baseline data for actual threat systems.the tester/developer so they can determine if the target will meet
(7) Project Manager Instrumentation, Targets, and Threat Simula-their general requirements.Separate appendices should be included
tors (PM ITTS, or Materiel Developer if other than PM ITTS)— in the baseline report to describe any augmentation kits that can be
(a) Maintains an information and suspense file on all validation attached to the generic target. Generic target baseline reports will be
activities assigned by TEMA. prepared and approved by the target Materiel Developer and an
(b) Notifies TEMA when DSR and I0C validations are due so information copy forwarded to the Director, TEMA. All compari-
that VWGs can be established. sons of generic targets to specific threats will occur during the
(c) In coordination with the simulator materiel developer and the accreditation process.Target accreditation will follow the accredita-
appropriate NIP Center, develops a proposed set of validati procedures outlined for threat simulators.
criteria. (2) Threat specific targets will follow a modified threat simulator
(d) Participates in VWGs. validation process as outlined below. As an exception, threat spe-
(e) Coordinates measurement of threat simulator and target pa-<Cific targets which do not portray electronic signature data (that is,
rameters as required for comparison to the current DIA- approvedonly visual and performance characteristics) will be validated ac-
NIP Center estimates for the threat system. To the extent possiblecording to the threat simulator procedures as described in paragraph
simulator owning organization NIP Center capabilities will be used. 11-27 (validation of threat simulators).Infrared (IR), millimeter
(f) Notifies TEMA of the need for TSPs. wave (MMW), seismic, and acoustic data are considered electronic.
(g) Develops a complete system description containing complete The Materiel Developer representative, in coordination with the NIP
narrative, pictorial, and parametric description of simulator or target Center representative, will tailor a set of standard validation criteria
for comparison with the TSP. As required, serves as a consultant orf0f use in validating the threat in question. The proposed criteria

VWGs where PM ITTS is not the Materiel Developer. will be drawn from approved CROSSBOW standard validation cri-
(h) Prepares certification reports as required. teria and may be au_gmen}ed if requnred: T.he. VWG will ensure that
(i) Provides system description and data required for Section 4the standard validation criteria(parametric listings) describing threat

and Appendix A of DSR and IOC Validation Reports. equipment, prepared from the listings approved by the CROS_SBQW
()) Funds DSR and IOC threat simulator validation. Committee, are used. If CROSSBOW approved sta_ndard V@"d%t'on
(8) PEO/PM— criteria are not available, the Materiel Developer, in coordination

with the NIP Center, will develop a proposed set of criteria to be
used for the validation.The coordinated proposed validation criteria
will be forwarded to the VWG chairman for approval. The same
standard validation criteria will be used for DSR and IOC
11-23. Targets validations. 3 . .

a. Overvigw (3) Signature data for threat specific targets will be validated as

(1) Target validation will be accomplished and documented by a indicated below. . .
VWG. Due to the specificity and uniqueness associated with signa- (&) The specific signature requirements for known tests will be
ture development, many of the generic aspects of validation are noellected. L )
applicable. The procedures for validation and accreditation of targets (?) Signature parameter definitions will be developed by the sup-
will be modified as outlined in this section. porting NIP Center. _

(2) Target developments generally fall into two broad categories. (€) Threat signature data will be collected or developed by the
First, there are generic targets used to represent a wide range ofUPPorting NIP Center in accordance with the developed parameter
similar type threats. An example of this type of target would be the d€finitions and the approved test requirements. .

MQM 107 used to represent subsonic fixed wing aircraft. Second, (d) Target signature data will be measured in accordance with the
there are targets (which could include actual systems)designed tdqalramettalr deflnlt.ll?ns and tk}e ap;]proved test requirements. The Mate-
represent a single threat, with signature replication to meet specific €l Developer will arrange for the appropriate organization to con-
testing milestones. For each of these cases, the validation can bgUCt the target signature measurements. The Materiel Developer and
streamlined by making modifications to the procedures outlined for 0ther members of the VWG will complete a draft engineering and
threat simulator validation. technical analysis process comparing the target and three}t signature

(3) For all targets projected for use in training or testing which daf@. Complete actual signature measurements are possible only at
will support a milestone decision, validation will occur at DSR and the 10C v_al|dat|on point. For DSR, the res_u_lts .Of the engineering
I0C. Operational validations are required periodically throughout and technical analysis process of the speqlflcatlons {:\Iong .W'th any
the life cycle or after major modifications which affect target fidel- should be magie to use advapceq modeling and S|mu|at|0n.tech-
ity or alter the signature of the target, that is, addition of reactive niques to predict signature replications. The results of the engineer-

. s : ing and technical analysis process will be documented in Section 5
armor or engine upgrade. This is normally required only for targets ; B
representing a specific threat. and Section 6 of the Validation Report.

(4) All target Validation Reports will be forwarded to TEMA for “()3% d‘l(;hg Vr\:JVGriartge?obrﬁrnswzlr\ptsmﬁl)l _rreEvl\l/leXV the Delta Report and
approval. DSR validation will be completed during target develop- P ) TEM[,)’-{) oFr) the desianated VWG chéirman will convene the
ment. |OC reports will be approved prior to a target being used to . 9 ’

Y ; . : target VWG to coordinate and finalize comments on the Delta
?ﬁﬁ;grt U:llirgggogr testing. The target Materiel Developer provides Report.The VWG will compare the capabilities and limitations of
b T%r ot validétion rocesshe process described in this sec- the target with its operational use to determine the target utility,
D Targ lidation p :né p complete the Validation Report, and submit it to TEMA for
tion is shown in Figure 11-25, below. approval

(1) Generic targets are defined as targets not designed to repre- (g) All future signature data requirements for the validated target
sent a specific threat. They are generally used to portray a family of

. . L . . will be reviewed, developed, and approved as part of the accredita-
threats such as fixed wing subsonic aircraft and rotary wing eurcraft.tion process ' ped, PP P

T.hese targets are often augme.nted with add-on kits to meet specific (4) Actual foreign equipment utilized as targets should follow the
signature requirements for a given test. These types of targets will rocedures outlined in paragraph 11-22e(3). Any additional data
be basellneql. Baselining is simply the deSC“F’F'O”’ measurement, an equired for training or testing should be documented as part of the
documentation of the key parameters associated with the physical

. . F ccreditation process. Procedures outlined for threat simulator ac-
and operational characteristics of the target. Examples of the types. . qitation should be followed

of information documented include, but are not limited to, the(5) Joint use targets will require approval by TEMA and at the

(a) Identifies and documents threat simulator and target require-
ments to support simulator materiel development efforts.
(b) Participates in VWGs as required.
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Department of Defense (DOD) level. The details of the policy are TAWG direction will come from the TAWG Chairman.A TAWG
being worked by the Joint Target Oversight Council (JTOC). For determines if the simulators and targets proposed for a specific test
further details, contact the JTOC Secretariat, DSN 351-5103, orhave the capability to represent the relevant threat characteristics

commercial (805) 989-5103. needed during that test. All parties to the test planning process,
o particularly the threat proponents, must be aware of the requirement
11-24. Accreditation to accredit targets and threat simulators and share the responsibility

a. OverviewAccreditation is the process used to determing notify the TIWG Chairman, as early as possible, of the need to
whether threat simulators, surrogates, actual threat systems, andstablish a TAWG.
targets are suitable for a specific test. The data requirements are (2) TAWGs will be composed of representatives from the re-
compared to the latest intelligence and the capabilities of Army sponsible PM, PEO, T&E, intelligence, threat simulator, and target
threat simulators and targets as shown in current Validation Reportsdevelopmental or operational organizations. The chairman and
Cases where Validation Reports are not available, or when timemembership will be in accordance with the accreditation functions
constraints make validation unfeasible, will be handled on an excep-section described in paragraph 11-24c. Representatives of the fol-
tion basis. All requests for exception will be forwarded to TEMA |owing organizations will participate as determined by the
for approval. Accreditation examines any parametric differences to chair:DCSINT/TISO, USATRADOC, (designated threat manager or
determine their impacts on the test or training application. The TRADOC ODCSINT), USAOPTEC (tester, evaluator and, as re-
Accreditation Event Cycle is depicted in Figure 11-26. General quired, OTSA), USAMC, USATECOM, USAMSAA, appropriate
functional areas for organizations are outlined in Figure 11-27. NIP Center, Materiel Developer and others as required.

Q) (3) The TAWG will review the technical requirements for the

(a) Any differences between threat simulators and targets and thethreat simulators and targets, and the simulator and target validation
corresponding threat systems can distort representation of the threatlata, to determine the capability of the simulator and target to
Even the differences accepted during development and validationrepresent relevant system characteristics for the test under
can make the simulator or target incapable of adequately representeonsideration.
ing the threat for a specific test or training exercise. (4) The TAWG will document, via an accreditation report to the

(b) The intelligence concerning threat systems is dynamic. New TIWG Chairman, the suitability of the individual threat simulators
intelligence can make a simulator or target inappropriate for a givenand targets for use in support of the specified test under considera-
test or training application. tion. A letter of transmittal (fig 11-28) will be used to forward the

(c) Threat simulators and targets experience deterioration andreport to the TIWG Chairman. Where more than one threat simula-
failures which can make them non threat-representative.Accredit-tor or target is being accredited for the same test, the findings
ation decisions, therefore, must be based on current assessments tggarding each may be combined into a single report and forwarded
the performance of the simulators and targets. to the TIWG Chairman using the same transmittal letter.

(2) Accreditation for testing is accomplished under the auspices (5) Due to the diverse nature of issues which may be addressed
of the weapon system PEO/PM whose system is undergoing test anluring accreditation, a standard format is not provided. The content
is documented in support of the weapon system TIWG. The weapor@f the transmittal letter, as explained in Figure 11-28, serves as a
system PEO/PM provides accreditation costs in support of DT in guide for what should be contained in the accreditation report.
accordance with AR 73-1, paragraph 5-3.Responsibilities for ac- (6) The TAWGs should encompass the procedures listed below.
creditation costs in support of operational testing will be in accord- (&) The TAWG members first identify specific parametric data
ance with AR 73-1, paragraph 5-3. Threat simulator, target and tesf'€eds to satisfy the critical operational issues and criteria(COIC)for
usage requirements will be identified in paragraphs 4 and 5 of Parthe planned testing. The threat simulator/target developer,or simula-
V of the system TEMP. These paragraphs should include the num{or/target owning organization, for systems already fielded will ver-
ber, type, and fidelity requirement, compare threat requirements, andfy that all parametric data provided in the Validation Report are
note the shortfalls. current. Any required data not included in the Validation Report

(3) Accreditation is required for any testing where the data will Must be collected or measured as part of the accreditation process.
be used to support milestone decision reviews. The use of the threal "€ Threat Integration Staff Officer(TISO)will coordinate the verifi-
simulator or target must be incorporated into the planning and prep-cation and update of applicable parameters(characteristics and capa-
aration for tests which will be used to support milestone decision Piliti€s) of the threat system. The threat simulator and target
reviews. For operational testing, the accreditation process compled€veloper, or simulator/target owning organization, for systems al-
ments the function of the Threat Coordinating Group(TCG) and réady fielded will verify or update the same parameters of the
TIWG to improve test planning by specifically defining test re- C(_)rrespondlng threat S|mulator or target.The TAWG documents the
source requirements for the specific application in the Outline Testdifférences between the simulator or target andl .

Plan (OTP), which must be submitted for approval to the TSARC _(P) For generic targets or targets not previously subjected to the
before test design and threat support planning can be fully docu-validation process which will be used to represent a specific threat
mented. For all testing, TCG and accreditation affords an early " @ given test, the responsible Materiel Developer must provide
opportunity for the weapons system Materiel Developer, evaluator,the T'SO. with documented system parameters for comparison with
tester, and threat manager (TM)/Foreign Intelligence Officer to co- € intelligence on the corresponding threat system. These parame-
ordinate respective test planning efforts. ters should consist of only those necessary to support the particular
4) test or training scenario for which the system is to be used. For
b. Threat Accreditation Working Group (TAWG) actual threat systems and surrogate systems, the TAWG NIP Center

(1) TAWGs will be established under the auspices of the TIWG member may use intelligence exploitation validation, certification,

by the PEO/PM whose weapon system is being tested. For oper or baselining reports. The parametrics on the threat systems and

; ; ; - %hose of the corresponding threat simulator and target, and the dif-
tional tests, the TAWG will be chaired or designated by USAOP- o 0005 hetween them, will be formally documented by the TAWG
TEC. For developmental tests, the TAWG will be chaired 9% the accreditation report

designated by USAMSAA for ACAT | systems, ACAT Il systems, . (c) Differences between the threat simulators or targets and the

and any other systems on the OSD T&E oversight lisjyoiisence concerning the capabilities of the relevant threat system
tueiwéTEDc':roxq deTdii%gtse sohroﬁrdaltr)ethfo;ﬁ?/r\l/gj fv(\)/rh:;lesgerossyssit_alemug be assessed against the critical intelligence parameters(CIPs) to
: . O . P determine whether the performance characteristics representing the
to producg a smgle accredltatlor_l report. T_he g:halrman of the TlWGthreat are within the CIPs established by the system program man-
will poordlnate ‘.N'th the appropriate organization to have a TA.WG ager. Differences, particularly those which breach CIP thresholds
Chairman appointed; the TAWG membership will then be notified \hich cannot be accommodated or offset in test planning, are de-
that the TAWG is established and its chairman appointed. Futuregnaq and assessed to justify modification of the simula{tor and
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targets, or acquisition of alternate simulators of targets. Differences (g) Measures threat simulators as required to ensurel
assessed to breach CIP thresholds and impact on the effectiveness, (5) United States Army Operational Test and Evaluation
survivability, and cost of the United States systems under develop-Command(USAOPTEC)—

ment must be reported to the TIWG with recommendations. ( ; ; ; :
X ; a) Coordinates test planning with the appropriate threat approval
(d) Collectively, the TAWG assesses the differences between they, yn ity (see AR 381-11) to define the conditions and environment
threat simulators or targets and the intelligence concerning the capa

bilities of relevant threat systems in the context of test data require-gf \t/ik:in%?:rr]?tlv?lﬁlalbteESto?t? g teod ensure that an appropriate battefield
ments to determine the impacts on the test, including tedt o ) P yed. .
limitations. These differences are then documented in the accredita- (P) Participates in TIWGs, TCGs, and chairs the TAWG for

tion report. operational testing.
c. Functions (c) Provides test concept and test design to the TCG and TAWG
(1) Deputy Chief of Staff for Intelligence (DCSINT)— for their use in assessing threat simulator and target suitability and
(a) Maintains, reviews, and validates CIPs that affect the effec- adequacy.

tiveness, survivability, or security of United States systems. (d) For owned systems, provides target and threat simulator tech-
(b) Designates TISOs for ACAT I systems, ACAT Il systems, nical and performance data for use by the TAWG in assessing threat

and other OSD T&E oversight systems. simulator and target suitability and adequacy.

(c) Coordinates and reviews threat support throughout the life (6) PM ITTS (or Materiel Developer)—

cycle of developmental systems. . L
y(d) Participateps in TlWéS, TCGs, and TAWGs as appropriate. (a) Provides the current Validation Report for use by the TAWG

(2) Test and Evaluation Management Agency coordinates with in assessing threaF simulator and targe_:t suitability and adequ_acy.
the DCSINT for the integration of Army-approved threat in test (D) For systems in development, provides target and threat simu-
programs, including developmental testing (DT), operational testing lator technical and performance data for use by the TAWG in
(OT), force development testing and experimentation (FDTE), and assessing threat simulator and target suitability and adequacy.

joint testing. (c) For systems in development, measures threat simulators as
(3) United States Army Training and Doctrinerequired to ensure availability and accuracy of simulator data for
Command(USATRADOC)— accreditation.
(a) Provides COIC/AOIC for use by the TAWG. (d) Participates in TAWGS.

(b) Provides Threat TSP.

(c) Chairs the Threat Coordination Group (TCG). o N

(4) United States Army Materiel Command (USAMC)— accredFl)tattlpﬂ) tes in TIWGs. TCG d TAWG ired t

(a) Chairs the TAWG for developmental testing (AMSAA for (a)' articipates in 2S, [LLS, an /oS as required 1o
ACATI systems, ACAT Il systems, and other OSD T&E oversight explain capabilities and limitations of threat simulators. The NIP

(7) NIP Center (as appropriate for the threat systems undergoing

systems;USATECOM for others). Center representative should be an expert on the threat system being
(b) Ensures the integration of approved threat in developmental Simulated.

testing. (b) Participates in the TAWG to refine threat simulator/target
(c) Participates in TIWGs and TAWGS, as required for appropri- requirements and assess the impacts of difference between the simu-

ate AMC activities. lator/target and the threat.

(d) Provides critical developmental test issues and criteria and (c)
threat scenarios to the TAWG for its use in assessing threat simula- (q) Updates or verifies threat data as required.
tor and target suitability and adequacy.

(e) Provides the Threat TSP for a developmental test if threat test)—
force operations are to be represented. . .

(f) Provides target and threat simulator technical and performance (2) Establishes TAWGs under the auspices of the TIWG.
data for use by the TAWG in assessing threat simulator and target (b) Participates in TAWGs as appropriate.
suitability and adequacy. (c) Requests waiver for systems which have not undergone

validation.

(8) PEO/PM (as appropriate for weapon system undergoing
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Figure 11-16. Genesis and Use of the Delta Report
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VALIDATION EVENT CYCLE

MONITOR THREAT SIMULA ‘
MULATOR MONITOR/SCHEDULE
DEVELOPMENT, TESTING
AND TRAINING THREAT SIMULATOR
SCHEDULES TO DETERMINE ‘VIAI‘:IHT’A;‘ON
VALIDATION REQUIREMENTS. (PMITTS/TEMA)
CONVENE VWG IF REQUIRED
DETERMINE PARAMETER ESTABSLIINSI%IY ;‘TI‘(')?{“‘%” CRITERIA
ISTING FOR USE - - MATERIEL
L DEVELOPER/NIPC)
IN VALIDATION
4 I ] TSP
NIPC (DIA Approved
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THREAT PARAMETER & SIMULATOR PARAMETER &
DESCRIPTIVE DATA (TSP) DESCRIPTIVE DATA (SD) sD
l I (SIMULATOR MATERIEL
[ DEVELOPER)
COMPARE THREAT AND
SIMULATOR PARAMETERSAND | = = — -gee  DELTA REPORT
IDENTIFY DIFFERENCES (VWG CHAIRMAN)
_ VWG
CONVENE VWG S (TEMA)
DETERMINE & EXPLAIN ‘
TECHNICAL EFFECTS OF - - - ENGINEERING/
DIFFERENCES AND THE TECHNICAL AND
IMPACTS ON INTENDED USE OPERATIONAL ANALYSIS
(VWG)
DOCUMENT RESULTS
INCLUDING RECOMMENDATIONS |_ _ _ VALIDATION REPORT
REGARDING THE UTILITY ’ VWG)
OF THE SIMULATOR *
SUBMIT VAL RPT ]
TO APPROPRIATE —~ = = —p» APPROVAL PROCESS
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I
I 1
FORMAL APPROVAL NOTIFICATION LETTER
AT DSR & 10C AT OPN
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Figure 11-18. Validation Event Cycle

138

DA PAM 73-1 « 28 February 1997



Stadojaqa(q wais§ uodpap

Sa1101.10qU]
P sd2jua)) SuridaurSuy
» quawdolaaa(q ‘Yoanasay

SWd/03d

SL2UIDIUIDIA] % S401D12d()

(NVIWAIVHD)

SdouIDL]

(SLLI Wd
20aVvyL unyy 1ayjo f1) s4adojaaaq
1214210 12340 [ f101DINUNS

waiy] » S.LLI Wd

SLLI Wd
VWAL SIQUIDIUIDI

s40ip1ad() 12340 [ f40i0INUNS

12340 J101DMUNS
dN0dD
sd01pnpazy VVSIHY ONDIIOM JFALdO s101pmDAT
NOILLVAI'TVA
§43]53 ] WODAL s19150]
ONILSAL TVINIINdOTIAFA ONILLSAL TVNOLLVIAJdO

JHINHD
OLLONdOdd AONHIDITTALNI
"TVNOILVN

dIHSYFIINTIN dNOYUD INIDNIOM NOILVAI'IVA

Figure 11-19. Validation Working Group Membership
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[CLASSIFICATION]

TO: DIRECTOR, U.S. ARMY TEST AND EVALUATION MANAGEMENT AGENCY,
ATTN: DACS-TE, 200 RRMY PENTAGON, WASHINGTON, D.C. 20310-0200

SUBJECT: Threat Simulator/Target Validation Report for [name of
target/threat simulator)

1. Provide the complete Validation/Target Validation Report title.

2. Provide the authority by which the report was prepared. Identify the
validation working group charter by issuing headquarters, title, and date.
Append a list of the working group membership and their parent headquarters
or refer to section where listed in the report.

3. Identify, by title and date, the DIA Threat Estimate which was used for
the report preparation.

4. Summarize the results of the analyses. 1Identify major differences and
the effect on simulator/target capability.

S. Suumarize the major impacts on testing.
6. Provide recommendation(s). For example: proceed to next developmental
phase; additional testing or analysis is required; modification of the

simulator/target is required to enhance threat representation or to correct
design deficiencies; terminate program.

SIGNATURES: All appointed members of the VWG

[CLASSIFICATION]

Figure 11-20. Validation Report Letter of Transmittal
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(CLASSIFICATION]
TABLE OF CONTENTS
EXECUTIVE SUMMARY

SECTION I INTRODUCTION
1. Purpose
2. Threat Representation
3. Points of Contact

SECTION II- VALIDATION PROCEDURES

SECTION III- THREAT DESCRIPTION

SECTION IV- SIMULATOR/TARGET DESCRIPTION
SECTION V- DISCUSSION OF DIFFERENCES AND IMPACTS
SECTION VI- CONCLUSIONS AND RECOMMENDATIONS
SECTION VII- REFERENCES

APPENDIX A- STANDARD VALIDATION CRITERIA DATA

The intended content for the Executive Summary, each section, and
Appendix A is summarized as follows:

EXECUTIVE SUMMARY - This section is the last section written and is a
condensed version of Sections I through VI. The major elements of the six
sections should be covered. No material is provided here that is not
provided in the other six sections in greater detail. Much of the detailed
dIscussion is not included here, but is found only in the main body of the
report. This section should be two to three pages in length, unless there
are a very large number of differences and impacts to address. This should
be a stand-alone section.

Section I, INTRODUCTION - This section should briefly state what threat
this simulator/target is expected to represent, what portion of the threat
is included, what is left out, and the relationship of this
simulator/target to others if it is a portion of a larger system, or a
modification of a larger system. It also should state whether the
simulator/target is expected to represent multiple variants of the threat,
if such variants exist. The purpose or objective of the validation report
should be stated. This section should include a statement that the
validation report describes the status of the simulator's/target's ability
to emulate the threat at that point in time, and that there may have been
changes in the threat definition or in the simulator/target since the
validation report was written. The introduction should identify a point of
contact for users to gain additional information.

[CLASSIFICATION]

Figure 11-21. Validation Report Content
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[CLASSIFICATION]

Section II, VALIDATION PROCEDURES ~ This section should identify the
directives that apply to this report. It should identify the sources of
data for both the threat and the simulator/target, along with the process
used in determining the impacts of differences between the threat and the
simulator/target that have been documented.

Section IIX, THREAT DESCRIPTION - This section should provide a brief
narrative description of the threat as it is currently defined. It should
also state that the data has been extracted from DIA documents, or identify
the other documents used as source data for the threat information. State
if the DIA has approved any or all of the data that was drawn from non-DIA
documents. Generally, block diagrams should be placed in Appendix A rather
than in this section. Operational doctrine, time sequence from Acquisition
to Track to Launch to Intercept, type of system, etc. are appropriate in
this section. Discussion that builds on the data provided in Appendix A,
or provides additional explanation of the information in Appendix A should
be included.

Section 1V, SIMULATOR/TARGET DESCRIPTION - This section should specifically
identify all the functions of the threat that are included, and any of the
functions of the threat system that are not included as part of the
simulation. If some portions are simulated in hardware (e.g. target
tracker and missile seeker), while other portions are simulated in software
(e.g. missile fly-out), that too should be stated. It is preferred that a
simulator/target system be fully addressed in one report, rather than
breaking it apart into two or more reports (e.g. the target tracker in one
report, with the missile seeker and the fly-out model in a separate
report). In many cases the simulator/target is programmable in a number of
areas and could be readily changed as the threat definition changes.
Significant programmability should be covered in this section. As it is
also important that the programmable features cover the current threat
estimate, the report should include that information. If there are any
special modes of operation they should be described here.

Section V, DISCUSSION OF DIFFERENCES AND IMPACTS - This section should
address all the significant impacts on testing or training that may occur
due to differences between the current threat and the simulator/target.
These statements of impacts may be based on a single difference between the
threat and the simulator/target, or they could be based upon a group of
differences. If there are differences which tend to counter-balance the
impact each may have individually, they should be discussed together.

There is no need to address each difference between the threat and the
simulator/target, only those which individually or collectively could be
expected to have an impact on test or training results. While specific
systems that have been designated to be tested against the simulator/target
can be useful in identifying some of the impacts of differences, the VWG
should consider all types of systems that may undergo testing with this
simulator/target when they identify the impacts of differences.

(CLASSIFICATION]
Figure 11-21 (PAGE 2). Validation Report Content
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[CLASSIFICATION]

Section VI, CONCLUSIONS AND RECOMMENDATIONS - This section should address
the overall conclusions and recommendations that can be reached on the
basis of the impacts of the differences between the current threat and the
simulator/target. There may be several significant impacts that affect
only one type of test, leaving the simulator/target well suited for other
tests. This should be stated. It is possible that the simulator/target is
so different from the threat in any one or several different areas that a
modification is recommended.

Section VII, REFERENCES - This section should list all the references used
in the report.

APPENDIX A

Section Al - This section should provide a key to the abbreviations
used in the data entries in Section A2. All the items such as NA or N/A,
NAp, NSm, etc. that may be used should be explained. Whenever threat data
has no confidence level associated with it, the report should state how the
data in the Confidence Level column has been coded to show that fact.

Section A2 - This section should contain the Standard Validation
Criteria (SVC) from the appropriate Appendix/Annex of the DoD Threat
Simulator Program Plan with all the threat and simulator/target data. 1In
cases where the simulator/target has been made programmable, do not simply
state programmable. The range of progammability must be stated along with
the fact that the function is programmable. If any of the programmable
items have been programmed such that they do not match the current threat
definition, this also must be stated. Validators' notes and threat
analysts' comments should be identified in the Remarks column, and included
at the end of this section. All portions of the SVC should be addressed,
however for those portions which do not apply, such as Continuous Wave
parameters for a pulsed radar system, simply state "Not Applicable" for the
header entry for that group of parameters, and delete subordinate parameter
numbers and names in the group from the report. The threat analyst should
already have accomplished this. Do not leave out a portion of the SvVC
without some explanation.

[CLASSIFICATION)
Figure 11-21 (PAGE 3). Validation Report Content
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THREAT SIMULATOR DSR & 10C VALIDATION PROCESS

1.  PMITTS MONITORS/COORDINATES TSP REQUIREMENTS AND VALIDATION
SCHEDULES AND SUBMITS DATA TO TEMA.

v

2. TEMA COORDINATES/TRANSMITS TSP REQUIREMENTS WITH DCSINT AND CROSSBOW.

'

3 TEMA CHARTERS A YWG. IF REQUIRED, A PLANNING AND COORDINATION MEETING
WILL BE CONVENED TO ESTABLISH THE VALIDATION PARAMETER LISTING.

$

4. THE APPROPRIATE NICP PROVIDES OR PRODUCES THE THREAT SUPPORT
PACKAGE (TSP) AND FORWARDS IT TO THE VWG CHAIRMAN.

5.  SIMULATOR DEVELOPER PRODUCES THE SYSTEM DESCRIPTION DOCUMENT (SD)

'

6. THE YALIDATION WORKING GROUP CHAIRMAN PRODUCES A DELTA REPORT
(DR) LISTING THE YALIDATION PARAMETERS, THE THREAT VALUES, THE
SIMULATOR VALUES AND THE DIFFERENCES BETWEEN THE THREAT &
SIMULATOR VALUES (DELTAS). ‘

7. THE VWG ANALYSIZES THE DELTA REPORT FOR THE ENGINEERING/TECHNICAL
IMPLICATIONS OF THE DIFFERENCES ON THE CAPABILITIES OF THE SIMULATOR.
THE RESULTING LIMITATIONS ARE FURTHER ANALYZED AGAINST THE
PROJECTED USE OF THE SIMULATOR TO DETERMINE ITS UTILITY.

¢

8. TEMA OR THE DESIGNATED ORGANIZATION CONVENES AND CHAIRS THE VWG.
VYWG'S WILL NORMALLY BE SCHEDULED AS ONE (1) DAY MEETINGS. THE ANALYSIS
IS REVIEWED, FINAL COORDINATION COMPLETED AND THE VALIDATION
REPORT IS DRAFTED. THE REPORT WILL BE SIGNED BY ALL VWG MEMBERS
AND WHEN APPROPRIATE FORWARDED TO CROSSBOW/DTTSG FOR APPROVAL.

NOTE: YALIDATION REPORT CONTAINS THE FOLLOWING:
*  DELTA REPORT CONTAINING THE VALIDATION PARAMETERS, SIMULATOR PARAMETRIC VALUES,
THREAT PARAMETRIC VALUES AND THE PARAMETRIC DIFFERENCES BETWEEN THE THREAT & THE
SIMULATOR.

»  ANALYSIS OUTLINING THE ENGINEERING/TECHNICAL IMPACTS OF THE PARAMETRIC DIFFERENCES
BETWEEN THE THREAT AND THE SIMULATOR ON THE OPERATION OF THE SIMULATOR,

« ANALYSIS OUTLINING THE IMPACTS ON TESTING OF THE PARAMETRIC DIFFERENCES.
= COVER LETTER FORWARDING THE REPORT WITH THE RESULTS OF THE ANALYSIS AND
RECOMMENDATIONS CONCERNING CONTINUED DEVELOPMENT/ADDITIONAL DATA

REQUIREMENTS/AND/OR MODIFICATIONS

« IOC VALIDATION REPORTS CONTAIN CRITICAL PARAMETERS AND TIME INYTERVALS BETWEEN
OPERATIONAL VYALIDATIONS.

Figure 11-23. Threat Simulator DSR and |IOC Validation Process

DA PAM 73-1 « 28 February 1997 145



THREAT SIMULATOR OPERATIONAL VALIDATION PROCESS

1.  PMITTS MONITORS/COORDINATES OPERATIONAL VALIDATION SCHEDULES AND PROVIDES
INFORMATION TO TEMA. IF NOT PREVIOUSLY DESIGNATED, PM ITTS, IN COORDINATION
WITH THE SIMULATOR OWNER, AND THE APPROPRIATE NIP CENTER WILL RECOMMEND

TO TEMA, CRITICAL PARAMETERS AND SCHEDULES FOR USE IN OPERATIONAL
VALIDATION.

2.  TEMA COORDINATES WITH DCSINT AND CROSSBOW, ARMY OPN VALIDATION
TSP REQUIREMENTS. ‘

3 APPROPRIATE NIP CENTER PRODUCES AN UPDATED TSP FOR THE CRITICAL OPN
PARAMETERS ONLY. +

4. THE OWNING ORGANIZATION WILL PROVIDE TO TEMA, UPDATED DESCRIPTIVE DATA AND

MEASUREMENTS OF THE CRITICAL OPN PARAMETERS. (1.E., MODIFIED SD TO MATCH
MODIFIED TSP) *

5.  TEMA DETERMINES WHETHER OR NOT A FULL VALIDATION REPORT IS REQUIRED. THE
DECISION IS BASED ON AN ANALYSIS OF BOTH THE UPDATED THREAT AND UPDATED
SIMULATOR DATA TO DETERMINE IF SIGNIFICANT CHANGES HAVE TAKEN PLACE BETWEEN
THE CRITICAL PARAMETERS OF THE SIMULATOR AND THE THREAT. IF IT IS DETERMINED
THAT SIGNIFICANT CHANGES HAVE NOT TAKEN PLACE TEMA COORDINATES WITH THE VWG
TO SIGN OFF ON A STATEMENT TO THAT FACT. CROSSBOW 1S NOTIFIED. THIS WILL
COMPLETE THE OPERATIONAL VALIDATION PROCESS.

v

6. IF SIGNIFICANT CHANGES HAVE TAKEN PLACE, TEMA WILL PRODUCE AN ABBREVIATED
DELTA REPORT. (LIMITED TO THE CRITICAL OPN PARAMETERS)

'

7. TEMA NOTIFIES THE APPROPRIATE VWG, SENDS UPDATED ABBREVIATED DR TO THE VWG
MEMBERS FOR REVIEW AND ANALYSIS OF THE ENGINEERING/TECHNICAL IMPLICATIONS

OF THE DIFFERENCES AND THE RESULTING IMPACTS OF THE LIMITATIONS ON PROJECTED
SIMULATOR USE. +

8. TEMA OR A DESIGNATED ORGANIZATION CONVENES AND CHAIRS THE VWG. YWG'S WILL
NORMALLY BE SCHEDULED AS ONE (1) DAY MEETINGS. THE DRAFT IMPACT STATEMENTS
ARE REVIEWED, FINAL COORDINATION COMPLETED AND THE YALIDATION REPORT IS
DRAFTED. THE REPORT WILL BE SIGNED BY ALL VWG MEMBERS.

NOTE: 1. OPERATIONAL YALIDATIONS MAY BE LIMITED TO ONE PAGE OF STATEMENTS INDICATING NO SIGNIFICANT DELTAS
EXIST BETWEEN THE CRITICAL PARAMETERS OF THE THREAT AND SIMULATOR THAT WERE NOT COVERED IN
PREVIOUS REPORTS. THIS ONE PAGE 1S ATTACHED TO THE LAST REPORT TO SERVE AS AN UPDATED OPERATIONAL
VALIDATION.

»

FULL OPERATIONAL YALIDATION REPORT CONTAINS THE FOLLOWING:

DELTA REPORT CONTAINING THE CRITICAL PARAMETERS, THREAT AND SIMULATOR VYALUES OF THE CRITICAL
PARAMETERS AND THE DIFFERENCES.

. ANALYSIS OUTLINING THE ENGINEERING/TECHNICAL IMPACTS OF THE CRITICAL PARAMETRIC DIFFERENCES
BETWEEN THE THREAT AND THE SIMULATOR ON THE OPERATION OF THE SIMULATOR.

. ANALYSIS OUTLINING THE IMPACTS ON TESTING OF THE CRITICAL PARAMETRIC DIFFERENCES.

4 COVER LETTER FORWARDING THE REPORT WITH RESULTS OF THE ANALYSIS AND RECOMMENDATIONS
CONCERNING ADDITIONAL DATA REQUIREMENTS AND/OR MODIFICATIONS.

Figure 11-24. Threat Simulator Operational Validation Process
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o ARMY VALIDATION PROCESS
MILESTONE REQUIRED FOR TARGETS
ACCREDITATION
cosT CONSIDERED
ON
CASE BY
PROGRAM CASE BASIS
1S
ELECTRONIC
ELECTRONIC
REPRESENT BASELINE SIGNATURE SlGNATUARE
SPECIFIC TARGET DATA
THREAT REQUIRED
IDENTIFY
SPECIFIC
TEST
ELECTRONIC
VALIDATION/ SIGNATURE
ACCREDITATION
Ciﬂ%muu ELECTRONIQ] RQMT'S
SIGNATURE | SIGNATURE [
‘ RQMTS RQMTS
ESTABLISH
TARGET
VALIDATION
WORKING GROUP PROCEED WITH s?calf%&&
‘ VALIDATION OF NON. DATA RQMTS
ELECTRONIC SIGNATURE WITH
REVIEW SPECIFIC INFORMATION DEFINITIONS
TGT REQMT'S PER THREAT SIMULATOR
DOCUMENTS VALIDATION PROCEDURES / \
USING APPROVED
CRITICAL PARAMETER COLLECT/
* LIST ey | | pEvELOP/
DEVELOP CRITICAL TARGET MEASURE
PARAMETERS AND SIGNATURE THREAT
SUBMIT TO TEMA DATA SIGNATURE
FOR VWG APPROVAL \ D/'\T"
COMPLETE
ENG/TECH
* NOTE: A HELICOPTER TARGET WOULD BE AN EXAMPLE. ANAL YSIS FOR
PERFORMANCE CHARACTERISTICS WOULD BE VALIDATED REQUIRED
PER THREAT SIMULATOR PROCEDURES. TEST SPECIFIC SIGNATURES

(23

SIGNATURE REQUIREMENTS, (IR, DOPPLER, ACOUSTIC,
MMW) WOULD FOLLOW THE SIGNATURE VALIDATION
PATH. AFTER THE IOC VALIDATION, ACCREDITATION
PROCEDURES WOULD BE FOLLOWED ON A TEST BY TEST

BASIS.

NOTE: THE SIGNATURE PORTION OF THE VALIDATION
REPORT CAN ALSO BE USED FOR ACCREDITATION FOR
THOSE SPECIFIC TESTS FOR WHICH THE SIGNATURE

DATA WAS MEASURED.

Figure 11-25. Threat Simulator Operational Validation Process

!

CONVENE TARGET
YALIDATION WORKING
GROUP

REVIEW ENG/TECH
ANALYSIS

CONDUCT USE ANALYSIS &
COMPLETE VALIDATION
REPORT

!

SUBMIT REPFORT
TO DIRECTOR,
TEMA FOR
APPROVAL
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ACCREDITATION EVENT CYCLE

ESTABLISH THREAT ACCREDITATION WORKING GROUP (TAWG)

!

¥

IDENTIFY PARAMETRIC DATA NEEDS FOR SPECIFIC USE

PARAMETRIC
IS DATA DATA IS MEASURED
AVAILABLE OR COLLECTED
AND CURRENT
IN REVIEW INTELLIGENCE
VALIDATION EXPLOITATION
REPORT? REPORTS (FOR ACTUAL
OR SURROGATE
SYSTEMS)

YES

— i UPDATE TDD & SDD AND

DOCUMENT DIFFERENCES

COMPARE DIFFERENCES TO
CRITICAL INTELLIGENCE
PARAMETERS

Y

DETERMINE EFFECTS
ON TESTING

| '
Y B Y

RECOMMEND ACCREDIT RECOMMEND

SIMULATORS/TARGET
MODIF]CATIONS FOR USE ALTERNATE

l |
Y

DOCUMENT RESULTS

Y

r ACCREDITATION REPORT

Figure 11-26. Accreditation Event Cycle
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[CLASSIFICATION]

TO: [CHAIRMAN, APPROPRIATE TEST INTEGRATION WORKING GROUP (TIWG))

SUBJECT: [Name of Threat Simulator / Target Accreditation Report)

1. Provide the title of the threat simulator(s) or target(s) being
accredited.

2. Identify the applicable test event by title and Test Schedule and
Review Committee (TSARC) number.

3. Identify the working group charter by issuing headquarters, title and
date. Append a list of the working group membership.

4. Identify, by title and date, the DIA Threat Estimate used for the
report preparation.

5. Parameterss are only referenced in the transmittal letter, with details
contained in the subject report. The report should include CIP as defined
in AR 381-11, user required critical operational characteristics and
capabilities as defined in the requirement document, and applicable
Standard Validation Criteria.

6. Data collection/analysis is summarized in the transmittal letter, with
details contained in the subject report. The report should itemize any
data collection/analyses conducted (by whom, when, and where) to determine
the suitability of the simulator or target to support the critical issues
and criteria of the test being supported.

7. A brief summary of the major results of the data collection/analysis
should be in the transmittal letter. The full report should provide full
results, plus identify differences and the effect on simulator/target
capability. :

8. Only differences with a significant impact on testing or training need
to be mentioned in the transmittal letter, with all remaining differences
discussed in the subject report.

SIGNATURES: All appointed members of the TAWG

[CLASSIFICATION]

Figure 11-28. Accreditation Report Letter of Transmittal
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Appendix A Report

References Medical Evaluation of Non-fragment Injury in Armored Vehicle
Live Fire Tests— Instrumentation Requirements and Injury Criteria,

Section | Walter Reed Army Institute of Research, Washington, D.C.,

Required Publications September 1989, ADA 233 058.

DA Pam 73-1 Report

Test and Evaluation in Support of System Acquisition. (Cited in Live Fire Test and Evaluation Planning Guide, Director, Live Fire

para 4-1) Testing, Office of the Deputy Director, Defense Research and
Engineering, June 1989.

DA Pam 73-2

Test and Evaluation Master Plan Guidelines. (Cited in paras 5-2,Report ) - ) )

5-3, 5-4.) Combat Vehicle Vulnerability to Anti-Armor Weapons—A Review
of the Army’'s Assessment Methodology, National Research

DODI 5000.2 Council, 1989.

Defense Acquisition Management Policies and Procedures.(Cited i

n _— )
paras 2-4, 3-1, and 4- 2. Army Research and Acquisition Bulletin

Live Fire Testing: Legislation and Its Impact, O'Bryon, J.F., pp.

DOD 5000.2&-M 1-3, 1987.

Defense Acquisition Management—Documentation and Reports.

(Cited in paras 3-1 and 3-2.) Section Il

Prescribed Forms

HOQDA Memorandum This section contains no entries.

Implementation Effects of Sections 3012 and 3014 of the Federal
Acquisition Streamlining Act of 1994 on Live Fire Test and
Evaluation. (Cited in paras 5-3 and 5-6.) Copies of this
memorandum may be obtained from the Test and Evaluation
Management Agency, 200 Army Pentagon, WASH DC 2031-200

Section IV
Referenced Forms
This section contains no entries.

Section |l
Related Publications

AR 70-1
Army Acquisition Policy

AR 73-1
Test and Evaluation Policy

DODD 5000.1
Defense Acquisition United States Code Chapter 139, Title 10 of
United States Code

Letter

National Research Council, Commission on Engineering and
Technical Systems, Board on Army Science and Technology, 20
October 1986, subject: Methodology for Choosing Live- Fire Test
Shotlines.Copies of this letter and all the reports and documents
listed below may be obtained from the Test and Evaluation
Management Agency, 200 Army Pentagon, WASH DC 2031-200.

Memorandum
SAUS-OR, 20 September 1989, subject: Live Fire Candidate
Systems.

Memorandum
OSD, 27 January 1994, subject: Live Fire Test and Evaluation
Guidelines.

Memorandum
OSD, 1 June 1988, subject: Live Fire Test and Evaluation
Guidelines.

Memoranda
AMSAA, 14 March 1989 and 19 May 1989, subject: Live Fire
Lethality Test Target Surrogates.

Memorandum
AMSAA, 7 April 1989, subject: AMSAA Live Fire Test Policy.
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Glossary ATC

CIP

United States Army Aberdeen Test Cente€ritical Intelligence Parameters

Section |

Abbreviations tems Test Activity)

AAE ATD
Army Acquisition Executive Advanced Technology Demonstration

ACAT
acquisition category

ATEC
Army Test and Evaluation Committee

ACCS
Army Command Control System

ATIRS
Army Test Incident Reporting System

ACTD ATS
Advanced Concept Technologfrmy Threat Simulators
Demonstration

(formerly United States Army Combat Sys-

CM
Configuration Manager

CMF
Critical Mission Functions

CNP
Candidate Nomination Proposal

COE
Chief of Engineers

COEA
Cost and Operational Effectiveness Analysis

ATSP
AlL Army thrat Simulator Program colc
Action Item List Critical Operational Issues and Criteria
BOIP
AIS Basis of Issue Plan COTS
Automated Information Systems commercial-off-the-shelf
BRL
AMC United States Army Ballistic ResearéRU
United States Army Materiel Command  Laboratory Computer Resource Utilization
AMSAA BVLD CRWG

United States Army Materiel Systems Analy-Ballistic Vulnerability/Lethality Division
sis Activity

Computer Resources Working Group

C3l CS
AOA Command, Control, Communications, a@mpetition sensitive
Abbreviated Operational Assessment Intelliegence
CTEA
AOI C4l Cost and Training Effectiveness Analysis

Additional Operational Issues
puters, and Intelligence

APG
Agency Procurement Ground CA

corrective action
APR
Agency Procurement Record CAP

Central Asset Pool
APTU

CBRS
Concept Based Requrements System

Army Participating Test Unit
AR

Command, Control, Communications, Com-

CTEIP
Central test and Evaluation Investment
Program

CTP
Critical technical parameters

D&O TSP
Doctrinal and Organizational Test Support
Package

Analysis Report CBTDEV DA
Combat Developer Department of the Army
ARL
United States Army Research Laborat@¢B DAB
(formerly United States Army Ballistic Re- Configuration Control Board Defense Acquisition Board
search Laboratory)
CCM DAG
ARTEP counter-countermeasure Data AuthenTication Group
Army Training Evaluation Program
CDR DASAF
AS Critical Design Review Director of Army Safety
Acquisition Strategy
CE DCSINT
ASARC Continuous Evaluation Deputy Chief of Staff for Intelligence
Army Systems Acquisition Review Council
CEP DCSLOG
ASDP Concept Evaluation Program Deputy Chief of Staff for Logistics
Accelerated Software Development Process
CEPSARC DCSOPS
ASTMP Concept Evaluation Program Schedule &&puty Chief of Staff for Operations and
Army Science and Technology Master PlaReview Council Plans
AT CG DCSPER

Acqusition Team Commanding General
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DDN EUTE
Defense Data Network Early User Test and Experiment

DIA FC
Defense Intelligence Agency Field Circular

DISA FCT
Defense Information Systems Agency Foreign Comparative Testing

DISC4 ED

Dirctor of Information Systems for Comprunctional Description
mand, Control, Communications, and

Computers FDE

Force Development Experiment
DMSO

Defense Modeling and SimulatioppT
Organization Force Development Test

DOD FDTE
Department of Defense

Experimentation
DOT&E

Director of Operational Test and Evaluatiorgjo
Foreign Intelligence Officer

DT
developmental test FM
DT&E Field Manual

Director, Operational Test and Evaluation Forscom

DTP

Detailed Test Plan FOT

DTR Follow-on Operational Test
Detailed Test Report FOTE

DTRR Follow-on Operational Test and Evaluation
Developmental Test Readiness Review Ep

DTRS Functional Proponent
Developmental Test Readiness Statement FTX

DTSE&E Field Training Exercises
Director for Test, System Engineering an

Evaluation q:YTP

Five-Year Test Program

DUSA(OR) HEE

Deputy Under Secretary of the Army (Opera: . .
tions Research) Human Factors Engineering

EA HLFD
economic analysis High-Level Functional Description

ECM/ECCM HUC _
Electronic Countermeasures and Electrdiiman Use Committee
Counter Countermeasures IAP

Force Development, Test,

United States Army Forces Command

IKPT
Instructor and Key Personnel Training

ILS
Integrated Logistics Support

ILSMT
Integrated Logistics Support Management
Team

ILSP
Integrated Logistics Support Plan

IMA
Information Mission Area

INF
Intermediate-Range Nuclear Forces

INSCOM
antelligence and security Command

10C
Initial Operational Capability

10T
Initial Operational Test

IOTE
Initial Operational Test Evaluation

IPA
Integrated Program Assessment

IPR
In-Process Review

IPS
Integrated Program Summary

IR
infrared

ITEAMS
Integrated Technical Evaluation and Analysis
of Multiple Sources

ITTOP
Integrated Threat Tactical Operations Plan

ITTS
Instrumentation, Targets, and Threat
Simulators

IWG
ITTS Working Group

Ind d A PI JIEO
ECP ndependent Assessment Plan Joint Interoperability and Engineering
Engineering Change Proposal IAR Organization
EDT Independent Assessment Report JTOC
Engineering Change Propsal EP Joint Target Oversight Council
EIS Independent Evaluation Plan JTSH
Environmental Impact Statement Joint Threat Simulator Handbook
IEP/TDP
EOA Independent Evaluation Plan/Test Desigmm
Early Operational Assessment Plan Life Cycle Management
EOP IER LCSMM

Evaluation Operatonal Plan Independent Evaluation Report
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LD
Logistics Demonstration

LFT&E
Live Fire Test and Evaluation

LFT&EWG

RAM vulnerability of armored vehicles and the
reliability, availability, and maintainability lethality of anti-armor munitions (see chapter

6, table 6-1).
RHA
rolled homogeneous armor Conventional weapon

Those weapons which are neither nuclear,
SLAD chemical, or biological.

Live Fire Test and Evaluation Workingurvivability/Lethality Analysis Directorate

Group

LLI
Long Lead Item

LP
limited procurement

LRIP
low-rate initial production

MAA
Mission Area Analysis

MC
Materiel change

MOA
Memorandum of Agreement

MOU
Memorandum of Understanding

NDI
Non-developmental item

OMB
Office of Management and Budget

OPSEC
Operations Security

OPTEC

Covered Product Improvement Program

SSEB A covered system and/or major munition or

Source Selection Evaluation Board missile program for which a planned modifi-
cation or upgrade is likely to produce a sig-

STAR nificant effect on the vulnerability and/or

System Threat Assessment Report Subigifflity of that system/munition or missile.
Sub-system
Covered system
mP Any vehicle, weapon platform, or conven-
test design plan tional weapon system that includes features
designed to provide some degree of protec-
T&E . tion to users in combat and is a major
Test and Evaluation system.

TECOM

U.S. Army Test and Evaluation Command Depot level support

The level of repair performed by depot me-

TEMP chanics with depot tools and precedures.

Test and Evaluation Master Plan Engineering and Manufacturing

TIWG Development
. : The acquisition phase between Milestone Il
Test Integration Working Group and Milestone Il (formerly, Full-Scale
TRADOC Development).
U.S. Army Training and Doctrine Command_. .
Firepower Kill
usc An armored vehicle suffers a F-kill if it be-
United States Code comes incapable of delivering accurate, con-
trolled firepower and cannot be repaired by
VLAMO the crew (within approximately ten minutes)

U.S. Army Vulnerability/Lethality Asses$n the battlefield.

ment Management Office .
Full-up testing

WRAIR Firings against full-scale targets containing

Operational Test and Evaluation CommandValter Reed Army Institute of Research all of the dangerous materials (for example,

0&S
Operation and support

osD
Office of the Secretary of Defense

PEO
Program Executive Officer

PIP
Product Improvement Program

PM
Program/Product Manager

PM ITTS

ammunition, fuel, hydraulic fluids, etc.), sys-

Section I tem parts (for example, electrical lines with

Terms operating voltages and currents applied, hy-
draulic lines containing appropriate fluids at

Army Live fire operating pressures, etc.), and stowage items

Live Fire testing of the Bradley, the Abramshormally found on that target when operating
and the M113 Family of Vehicles; programin combat. Full-up testing includes firings

completed in 1988. against full-up components, full-up sub-sys-
tems, full-up sub-assemblies, or full-up sys-
Ballistic hull and turret tems. The term“full-up, system-level testing”

An armored structure representative of a syss synonymous with“realistic survivability
tem without powerpack or component subtesting” or “realistic lethality testing” as de-
systems. fined in the legislation covering LFT.

Building-block approach Lethality
An approach to vulnerability/lethality testingThe ability of a munition to cause damage
beginning with component level testing andhat will cause the loss of, or a degradation

Project Manager for Instrumentation, Targetgprogressing through sub-system, systémthe ability of a target system to complete

and Threat Simulators

PMO
Program Manager's Office

PQT
production qualification test

PVT
production verification test

154

BH&T testing, and culminating in a full-up, its designated mission(s).
system-level LFT.

Live Fire test
Catastrophic Kkill A test event within an overall LFT&E strat-
An armored vehicle sustains a K-kill whenegy which involves the firing of actual muni-
both a M-kill and a F-kill occur and it is nottions at target components, target sub-

economically repairable. systems, target sub-assemblies, and/or sub-
scale or full-scale targets to examine person-
Compartment model nel casualty, vulnerability, and/or lethality

A low resolution vulnerability/lethality asssues.
sessment computer model used to predict the
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Major munitions program of a munition/target interaction (e.g., the penSurvivability
A conventional munitions program that is eetration performance of a given munition). The capability of a system to avoid or with-

major system within the definition given be- stand a man-made hostile environment with-

low or for which more than 1,000,000 roundgpk out suffering an abortive impairment of its

are planned to be acquired. Not a probability in the pure sense, but &bility to accomplish its designated mission.
. fractional estimate of a systems loss _of

Major Sy§tem . . function Test Issues

As specified in Title 10, United States Code, ' Questions which must be answered in opera-

Section 2302(5), a major system means, g tional and developmental testing. Test issues

combination of elements that will function o are not necessarily stated in the same form as
together to produce the capabilities requireblot a probability iin the pure sense, but g, gystem evaluation issues or system test
to fulfill a mission need. The elements mayractional estimate of a systems loss of funcsnq evaluation critical issues from which
include hardware, equipment, software, ti@n given an impact on the system @fey are derived, but test issues must be

any combination thereof, but excludes coninterest. stated in a manner that ensures those evalua-
struction or other |mprovemen§s to real prop- o tion issues amenable to test can be answered.
erty. A system shall be considered a majoPre-shot prediction The emphasis of test issues is on producing
system if: An priori prediction of the expected oudata in support of the operational and devel-

a. The DoD is responsible for the system;ome(s) of a Live Fire shot. The predictioropmental evaluations. Test issues have crite-
and the total expenditures for research, devehight, in special circumstances, be a quaria when needed.Test issues and their criteria
opment, and test and evaluation for the Sygified value of the probability of kill given a are identified by the independent evaluators
tem are estimated to be more th@p and/or the expected number of casualtieand published in Independent Evaluation
7520million dollars (based on fiscal yegt often, the pre- shot prediction will be inPlans (IEPs) and Test Design Plans (TDPs).

1980 constant dollars), or the eventual totg},s form of quantitative or qualitative expec-

expenditure for procurement of more thaltos of the ability of the attacking muni-Vulnerability

30020million dollars(based on fiscal &g, 1o defeat the armor or other protectivdhe characteristics of a system that cause it
1980 constant dollars). . design features of the target and inflict damt© Suffer a definite degradation (loss or re-

b. A civilian agency is responsible for the ge to components or personnel; or conversguction of capability to perform its desig-
system and the total expenditures for the sys~"", ability of the target to defeat §pted mission(s)) as a result of having been
tem are estimated to exceed 750,000 dolla giti ate the effects of the attacking munitionSubiected to a certain level of effects in a
(based on fiscal year 1980 constant dollar: h 9 dicti be eith gb | ';pan-made hostile environment.
or the dollar threshold for a “major system”! N€S€ predictions can be either absolute ex-

established by the agency pursuant to OfficBectations of performance or comparative exs ...\
of Management and Budget, Circular A-109Pectations of Fhe relative performance of tw pecial Abbreviations and Terms
entitied “Major Systems Acquisitions,”which- OF more munitions or targets. The pre-sho
ever is greater. predictions may be based on computer mo
c. The system is designated a “major syselS, engineering principles, or engineerififhiional authorization list
tem” by the Secretary of the Army. (Pitdgments.
DoDI 5000.2, fiscal year 1990 constant dol- BAD
lars are 115 million dollars for research, deRealistic lethality testing behind-armor debris
velopment, and test and evaluation and 54Pesting for lethality by firing the munition or
million dollars for procurement.) missile concerned at appropriate targets coBAST

. figured for combat. Board on Army Science and Technology
Milestone 11IB

In the OSD LFT&E Guidelines, the full-rate ealistic survivability testing BDAR

E)rv(\)lgl;cr:lﬁglg)eg;gg Vc;]lilsr?tfg.?&éamfs%sb; ésting for vulnerability and survivability of battlefield damage assessment and repair

completed and reported upon to Congres& system in combat.by firing weapons l.'kelyBH&T

Under the current DoD policy (referen& Pe encountered in combat (or munitiong e huil and turret
DoDI 5000.2) there is no Milestone [11BVIth @ capability similar to such munitions)

LFT&E must be completed and reporté’élthe system configured for combat, with th

prior to Milestone IIl (Production Approval); Primary emphasis on testing vulnerabiliiyqi- issye items
LRIP will now be conducted during the EMD With respect to potential user casualties and

phase prior to Milestone IIL. taking into account equal consideration fopa|
the operational requirements and combat peflamage assessment list
Mobility Kkill formance of the system.
An armored vehicle suffers a M-kill if it be- DAT
comes incapable of executing controllRdalistic Testing damage assessment team F-kill firepower Kill

movement and cannot be repaired by thg yulnerability testing: the firing of muni-

crew(within approximately ten minutes) ongons, likely to be encountered in combat, affad

the battlefield. the weapon system configured for combafragment K-kill catastrophic Kkill
Model/Modeling For lethality testing: the firing of the muni-

A vulnerability/lethality assessment tool use(gce)?s Ocromlizz':z dccf)grci:@r?\%a?t appropriate ta'ﬁoim Live Fire
to predict one or more aspects of a give :

munition/target interaction. A model may be . LFT

anything from a sophisticated computer codgtochastic o _ Live Fire test

(employing many individual algorithms to as-Involving or containing random variables; the

sess total system vulnerability/lethality) to a@nteraction between the munition and the tar-of

simple mathematical expression or empiricagiet is stochastic. loss of function M-kill mobility kill
relationship used to predict a single element
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Pen
penetration

Pk
probability of Kkill

Pk/h
probability of kill given a hit

SLV
survivability/lethality and vulnerability

SPARC
Sustainability Predictions for Army Require-
ments for Combat

VIL
vulnerability/lethality
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Index Combat Development Process, 2-3

This index is organized alphabetically byMateriel Development Process, 2-3

topic and subtopics within a topic. Topics Materiel Release Process, 2—3

and subtopics are identified by paragraplbjectives, 2-3

number. Program management elements, 2—3

Accelerated Software Development Proc- PUrpose and content, 2-3

ess, 7-25 goles, 22_33

Accelerated development of software, 7-26, cope, =5

ASDP testbeds, 7-28 orrective action, 10-1
Data, 10-7

Fielding, 7-30
Keystone of ASDP strategy, 7-27
Other features, 7-32
Representative sample, 7-29
Accelerated Software Development Strat-
egy
Concept exploration and definition, 7-3
Demonstration and validation, 7-36
Determination of mission needs, 7-34
Development phase, 7-37
Operations and support, 7—39
Production and deployment, 7-38 Data Authentication Group, 3-51, 8-15
Accreditation, 11-24 Threat accreditation, Defense Acquisition Board, 3-37
11-24 Threat Accreditation Working Demonstration and validation, 4-6, 5-6
Group, 11-24 7-36
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